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LNPA WORKING GROUP MEETING MINUTES:

July 8-9, 2014 Draft LNPA WG Meeting Minutes Review:
The July 8-9, 2014, meeting minutes were reviewed and approved as final after correcting typos.  


Updates from Other Industry Groups

OBF Ordering Solutions Wireless Service Ordering (WSO) Subcommittee Update – Deb Tucker:

OBF Ordering Solutions Wireless Service Ordering Subcommittee:

The Wireless Service Ordering Subcommittee met August 22, 2014 to review the LSO Subcommittee’s progress on Issue 3450, LSOG: Standard Validation and Submission Fields for REQTYPE “C” Simple and Non-Simple Port Orders. The WSO Subcommittee reviewed the definition for Non-Simple/Non-Complex ports (copied below) as well as the current usage for the proposed fields. Based on the current progress of Issue 3450 with no changes being made to the proposed fields for simple, non-simple/non-complex, and non-simple complex ports, there is no indication that a WICIS change will be necessary. The Subcommittee will continue to monitor the progress of this Issue.

LSO Subcommittee’s definition for Non-Simple/Non-Complex Port in the 070 practice:
Non-Simple/Non-Complex Port
Port Requests that:  
(1) do not involve unbundled network elements
(2) may include more than one line but the quantity of TNs being ported may not exceed 50 (based on the current project criteria in LNPA WG Best Practice 67)
(3) have a single service address on a single LSR 
(4) do not include complex switch translations (e.g., Centrex, ISDN, AIN services, remote call forwarding, or multiple services on the loop)
(5) may include a reseller
(6) do not  have a negotiated project ID on the LSR
(7) do not include hunting
(8) involve all telephone numbers of an account (no partial ports)
(9) do not include a directory listing change (ELT of “C”).

Issue 3429 – WICIS Review for Alignment and Business Practices.  This is a blanket issue opened to review the WICIS document for any needed updates and it remains open.

The next meeting is scheduled for October 21, 2014.


INC Update – Dave Garner:


INC Issues Report					LNPA WG Meeting – September 2014


INC Issue 748:   Assess Impacts on Numbering Resources and Numbering Administration with Transition from Public Switched Telephone Network (PSTN) to Internet Protocol (IP)
Issue Statement:  As the industry and regulatory bodies move from the current Public Switched Telephone Network (PSTN) towards Internet Protocol (IP), consideration needs to be given to the numbering scheme.  Will the current telephone number format be utilized, in whole or part, in the IP environment or will some other numbering addressing format be used?  It is necessary for INC to be aware of regulatory mandates and industry activities addressing the numbering protocol to be used for IP technology as well as numbering impacts during the PSTN to IP transition in order to update or create new numbering guidelines.

At the July meeting and during subsequent conference calls, INC continued to discuss developments regarding the PSTN to IP transition.
INC is working on a response to the FCC regarding the impacts of large-scale rate center consolidation during the transition from the PSTN to IP.    The draft document:
· Outlines positive and negative impacts of large-scale rate center consolidation 
· Documents impacts to carriers’ networks and systems
· Identifies regulatory changes that would be needed
· Identifies that large-scale rate center consolidation should be considered when the network architecture of the carriers operating in the area have transitioned from TDM to all-IP


INC Issue 778:   Update INC Guidelines to identify Permitted Company Code (OCN) Category Types Appropriate for Assignment of Numbering Resources
Issue Statement: Service providers (SPs) entering into the telecom/VoIP industry require a NECA assigned Company Code (OCN) in order to receive numbering resources from NANPA or Pooling Administration.  The OCN must be assigned to a NECA Category Code type that is permissible to receive numbering resources; however, the list of permissible categories has never been clearly defined.  This has resulted in SPs ordering an OCN with an incorrect category type for numbering resources, which may not be determined until the SP attempts to obtain numbering resources.  And, this may cause a significant delay to the SP in establishing services.  As well, some SPs may attempt to change the category type of their OCN after numbering resources have been assigned to it.   Should this occur, the NANPA and the PA have no mechanism today to be notified of such a change to determine if the SP is permitted to retain currently assigned numbering resources and/or to deny requests for future numbering resources.
Suggested Solution:  Update sections 4.1.1, 6.1.1, 8.1 and 8.2 in COCAG and sections 4.3, 4.4, 9.1.2 and 9.2 in the TBPAG to add reference of the permitted OCN category types for numbering resources and to require SPs to notify NANPA and the PA of OCN category changes to their OCN after the OCN has been added to NAS/PAS.
At the July INC meeting, the issue was discussed and agreement was reached to make edits to its guidelines (COCAG, TBPAG, Non-Geographic 5XX-NXX Code Assignment Guidelines, 9YY-NXX Guidelines, and p-ANI Guidelines) to clarify that only certain company code category types are permissible for direct assignment of numbering resources (CO codes, thousands-blocks, 5XX-NXX, 9YY-NXX, and p-ANI) from NANPA or the PA. Those are:

Incumbent Local Exchange Carrier         	ILEC
Regional Bell Operating Company          	RBOC            
Competitive Local Exchange Carrier       	CLEC
Personal Communications Service         	PCS
Unbundled Local Exchange Carrier        	ULEC
Wireless Carriers                                     	WIRE
Internet Provider Enabled Services         	IPES (only permitted with FCC waiver)

It was also noted that this agreement applies only to the U.S. and its’ territories.
The issue is currently in a status of Initial Pending.  Once the issue is in Final Closure status and the updated guidelines are published, INC will send correspondence to NECA requesting they make changes to their website and company code documentation to indicate what company code categories are permissible for direct assignment of numbering resources. 
Questions and responses following Dave’s INC update
· Paula Campagnoli asked if rate center consolidation will be easier in an all IP network environment.  Dave responded that this has not been discussed at the INC.  Paula expressed that she doesn’t believe it will be any different in an IP network.
· INC is developing a report on large scale rate center consolidation during the IP transition for submission to the FCC.
· INC is inviting Penn Phautz, Brian Rosen, and Chris Drake to their November meeting to give the same presentations that they gave at the July LNPA WG meeting. 



NANC Future of Numbering WG Update – Suzanne Addington:
Future of Numbering (FoN) Working Group Report to the LNPA WG
September 8, 2014
FoN Tri-Chairs:  Carolee Hall, Idaho PUC, Mark Lancaster, AT&T, Suzanne Addington, Sprint
Status:
· AT&T’s contribution, “Numbering Test Bed Parameters” primary objective is to develop functional parameters that could be used in the numbering test bed trial proposed in FCC 14-5 (para 151-170) under WC Docket No. 13-97.  
· This contribution is on hold awaiting next steps of the FCC Numbering Test Bed.
· FTN 4 – The Geographic Numbering sub-committee is discussing the consumer perspective and service implications regarding the geography of telephone numbers and the decoupling or disassociation of numbers from geography. The sub-committee is creating a white paper to be shared with the FoN WG upon completion focusing on the implications for toll-free service. 
· FTN 8 – All IP Addressing primary objective is to define future identifiers in support of IP industry trends beyond the e.164 numbering plan (including M2M impacts).
· Scheduled calls:
· The first Wednesday of each month, from noon-2:00 PM ET
· Next meeting: 10/01/14 @ 12:00 ET.


OBF Local Service Ordering Subcommittee – Linda Peterman:

OBF
ORDERING SOLUTIONS COMMITTEE 
LOCAL SERVICE ORDERING SUBCOMMITTEE

Since the July, 2014 LNPA WG meeting, the LSO Subcommittee met July 25, 2014, to discuss the status of Issue 3450:

Participants reviewed the following Action Items associated with Issue 3450:

Action Item: Tonya Woods (CenturyLink) to check if there can be multiple TOS values on a single account and report back to the team on impact, if any.

It was noted that no impacts were discovered that were related to TOS. This action item was closed.

Action Item: Participants to revisit discussion on adding a non-simple/non-complex port indicator during a future meeting.

Participants noted that there was no support for a non-simple/non-complex port indicator. This action item was closed.

It was noted that partial migrations are outside the scope of this Issue.

3450a10 – participants reviewed the definition for Non-Simple/Non-Complex Port in the 070 practice:

	Non-Simple/Non-Complex Port
Port Requests that:  
(1) do not involve unbundled network elements
(2) may include more than one line but the quantity of TNs being ported may not exceed 50 (based on the current project criteria in LNPA WG Best Practice 67)
(3) have a single service address on a single LSR 
(4) do not include complex switch translations (e.g., Centrex, ISDN, AIN services, remote call forwarding, or multiple services on the loop)
(5) may include a reseller
(6) do not  have a negotiated project ID on the LSR
(7) do not include hunting
(8) involve all telephone numbers of an account (no partial ports)
(9) do not include a directory listing change (ELT of “C”).

Participants reviewed the usage proposed fields for simple, non-simple/non-complex, and non-simple complex ports (3450a1v6).

Participants will continue reviewing the proposed field usage during the September meeting in Overland Park, KS.

It was noted that the results of the Issue 3450 will be shared with Tom Goode (ATIS General Counsel) to determine a path forward for communication to the FCC.

Agreement Reached: Issue 3450 will remain open.

Issues in Final Closure:  None.

Issues Withdrawn:  None.	

Issues in Initial Closure or Initial Pending:  None.

Participants prioritized the open LSO Issues:

High Priority 

1. Issue 3477, LSOG: Standard field length minimums identified and repeating/# of occurrences on each field (next LSOG publication dependent on this Issue)
2. Issue 3450, LSOG: Standard Validation and Submission fields for REQTYPE “C” Simple and Non-Simple Port Orders

Medium Priority 

1. Issue 3443, LSOG: Increase the Name fields’ length in the 71 and 72 practices  (to be worked after Issue 3450)
2. Issue 3373, LSOG: Standardization of RT of “Z” in the 099 practice for REQTYP “C” to be utilized by all providers

Low Priority 

1. Issue 3478, LSOG: Replace LALO with LD/LV fields on Directory Listing form

It was noted that Issues 3448, LSOG – Add new Line Activity (LNA) value to require disposition of each Telephone number when converting, and 3449, LSOG – Allow for multiple Pilot Numbers on Hunt Group (HGI) form, are on hold pending internal review.

New Issues:  None

The LSO has the following meetings scheduled:

	DATE
	CALL DETAILS

	September 22-25, 2014
	LSO Meeting Overland Park, KS
Agenda: 
· Issue 3373
· Issue 3450



					
Resignation as Co-Chair of the LNPA Working Group
Following her report, Linda announced that she would be resigning her position as CLEC co-chair effective at the end of the year.  


Elections to Fill Co-Chair Positions
At the November meeting, an election will be held for all the co-chair positions.  Linda is vacating the CLEC position.  Paula Campagnoli holds the Wireless position, and Ron Steen holds the ILEC position.  Nominations for the positions should be sent to the current chairs.  Please verify that persons nominated are willing to serve.  Self-nominations are acceptable.  Paula and Ron are willing to continue to serve if that is the desire of the group.


Change Management – Neustar

Discussion of Change Orders

John Nakamura reviewed the changes in the attached NANC Change Order document.
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· Regarding NANC 458, Deb asked if notification suppression was still optional in XML.  Answer – you have to opt in to suppress, so it is optional.
· It was asked if suppression was automatically reciprocal.  Answer – no, both SPIDs have to authorize, otherwise, it is single direction suppression.

					
ACTION ITEM 070914-04 – Neustar to update the “Level of Effort” table including removal of NANC 431 and 432 by August 27, 2014.

· The table has been updated – Action Item completed.
· Suzanne Addington asked if one vendor’s high LOE could be another vendor’s medium.  Answer – yes.  She then asked if the vendors could put parameters, e.g., development hours, around the definitions of high, med., and low, in order to get the vendors on the same page.
· Jason Lee said that the NPAC LOE is usually totally different than the SOA and LSMS LOEs.
· It was agreed that if/when we get closer to a final candidate list of Change Orders, the vendors may be asked to define their LOE ratings.

ACTION ITEM 070914-04 Is Closed


ACTION ITEM 070914-05 – Neustar to provide list of LSMS/SOA vendors connected to NPAC in order to identify any that don’t attend the WG meetings.  If inappropriate to share the list, then Neustar will contact them individually to obtain the needed LOE information.

· Action Item completed.  
· Neustar has identified 2 local system vendors that do not typically attend the WG meetings.  
· Neustar has reached out to them 3 times since the July WG meeting with no response from either vendor.  
· SPs were advised by the Co-Chairs to reach out to their respective vendors if they are customers of any vendor that does not attend the WG.

ACTION ITEM 070914-05 Is Closed


ACTION ITEM 070914-06 – Neustar to update the schema and XIS document to include changes to NANC 458 and distribute by August 1, 2014.  

· Action Item completed.  
· Jim reviewed the XIS and Schema changes for NANC 458.  All changes were accepted.
· Summary of the XML Schema changes:
· Simple type Suppression Type was added.
· The attributes initiator_suppression, request_sp_id_suppression, and other_sp_id_suppression were added to SOA requests.
· The SV Query reply attribute sv_old_sp_authorization as been changed from required to optional.


	

ACTION ITEM 070914-06 Is Closed

ACTION ITEM 070914-03 – Local systems vendors are to provide level of effort required to implement NANC 458 to Paula Campagnoli by August 20, 2014. 

· All vendors that participate in the WG have provided their LOEs for NANC 458.  

ACTION ITEM 070914-03 Is Closed


Wireless SPIDs with long timers
At the July WG meeting, Lonnie Keck asked if Neustar could provide a list of wireless providers who use long timers.  

ACTION ITEM 070914-07 – Lonnie Keck, AT&T, asked if Neustar could provide a list of wireless providers that use long timers.  Neustar will investigate to determine whether or not this is confidential information that can be provided.

· Neustar explained that this is confidential NPAC User data, and the specific carriers could not be disclosed publicly.  
· Aggregated counts by region of wireless carriers with long timers were provided by Neustar and sent out over the WG distro on July 15, 2014.  

ACTION ITEM 070914-07 Is Closed


Discussion of Alternative Interface (NANC Change Order 372) 

Discussion of industry testing  
	
· One vendor has completed certification testing and is now in production taking downloads in XML.


Mobile Virtual Network Operator (MVNO)

The MVNO discussion was listed on the agenda with a hard start at 2:00pm MST in order to allow companies to have their subject matter experts join the discussion.

ACTION ITEM 070914-01 – In order to address the issue of telephone numbers obtained by Mobile Virtual Network Operators (MVNOs) from wireline SPs not being populated on the Intermodal Ported Number Lists (used by telemarketers to assist in determining which numbers can and cannot be called), Service Providers are to determine if modifying the SV Type in NPAC for these numbers to 1 (wireless) but maintaining the SVs’ association with a wireline SPID in NPAC, will result in any issues within their systems.  Responses should be sent to the Co-Chairs by Wednesday, August 6, 2014.  

    Neustar will also send this information to the NPAC Cross Regional list with responses to be furnished back to them by August 6, 2014.
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· Neustar introduced the attached PIM on the MVNO issue that was discussed at the July 2014 LNPA WG meeting, explaining that the objectives of the PIM are to:
1. Further and expand the discussion of the issue within the industry,
2. Work within the industry and Regulators to determine how wireline TNs that are associated with wireless devices should be classified, i.e., wireline or wireless TNs,
3. Depending on how these TNs should be classified, determine and develop manageable interim and permanent solutions to the issue, if necessary, of these TNs not being populated on the Intermodal Ported Number Lists, which are administered by Neustar and populated based on NPAC data.
4. Determine how the FCC should be kept informed of the WG’s progress on the issue.

· Jan Doell suggested that maybe the MVNO could have in their agreement with the end user that they will not be on the Do Not Call list.
· Teresa Patton stated that she does not believe this is a WG issue unless the carriers involved bring the PIM into the WG.  She further stated that Neustar is caught in the middle of this issue and should not be responsible for bringing the issue to the WG.  The WG agreed that this issue will not be entertained unless the involved carriers that are providing this type of service come to a WG meeting to explain their use of the TNs.  The PIM was not accepted.
· Neustar will reach out to the involved carriers to see if there is any willingness to sponsor the PIM and come to the WG to further explain the issue and how these TNs are being used by their end users.

ACTION ITEM 070914-01 Is Closed








Determine what NPAC Functionality should be considered for sunset list 

			
The details of the billing categories/billing data sunset item are provided in the embedded file below.  Neustar marked the file with recommendations for striking some of the requirements.  



ACTION ITEM 070914-02 – Service providers are to be prepared at the September 2014 meeting to discuss their company positions on which line items of the billing categories/billing data highlighted in the embedded attachment can be sunset.  

Some SPs stated that they need additional time to discuss this internally, so this will be discussed at the November meeting.  

Action Item 070914-02 remains open.


FCC DA 14-842 Order - Best Practice 30 and 65 
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· Jan Doell presented the attached suggested revisions to BP30 and BP65 reflecting actions by the NANC and FCC.  
· Jan took an action item to reword Note 2 in BP30 to reflect that the FCC did not approve the cessation of splits, and to add in the Decisions and Recommendations of BP30 that the WG developed a pro/con list of overlays vs. splits, for review at the November WG meeting.
· Neustar took an action item to add Notes 3 and 4 as shown in the attached file to BP65 on the website. 

New Action Item 090914-01 – Jan Doell to reword Note 2 in Best Practice 30 to reflect that the FCC did not approve the cessation of NPA splits, and to add in the Decisions and Recommendations section that the WG developed a list of pros and cons for overlays vs. splits.  This will be reviewed at the November meeting.  

New Action Item 090914-02 – Neustar will add the following notes to Best Practice 65 on the Best Practice website:
· NOTE-3: The NANC approved BP65 and the associated NANC LNP Process Flows in their September 2013meeting, and the NANC forwarded their recommendation for approval to the FCC on October 17, 2013.
· NOTE-4: After a Public Comment cycle completed, Best Practice 65 was approved and mandated by the FCC in DA 14-842 dated June 20, 2014.


2015 Proposed Meeting Schedule

2015 Meetings and Conference Calls

	MONTH
(2014)
	NANC MEETING DATES
	LNPA WG
MEETING/CALL
DATES
	HOST COMPANY
	MEETING LOCATION

	January
	
	6th -7th    
	iconectiv
	TBD

	February 
	
	11th 
	
	Conference Call

	March
	
	3rd – 4th 
	
	TBD

	April
	
	8th 
	
	Conference Call

	May
	
	12th – 13th  
	Neustar
	TBD

	June
	
	10th 
	
	Conference Call

	July
	 
	7th – 8th   
	CLNPC
	Ottawa

	August
	
	12th 
	
	Conference Call 

	September
	
	1st – 2nd 
	Comcast
	Denver, CO

	October
	
	14th 
	
	Conference Call

	November
	
	3rd – 4th  
	T-Mobile (tentative)
	TBD

	December
	
	9th  
	
	Conference Call





2015 SPID Migration Blackout Dates Discussion

· The following SPID migration blackout dates were agreed to for 2015:
· Jan 4 (1st Sunday of month)
· Feb 1 (1st Sunday of month)
· Mar 1 (1st Sunday of month)
· Apr 5 (1st Sunday of month)
· May 3 (1st Sunday of month)
· May 24 (Memorial Day Holiday)
· Jun 7 (1st Sunday of month)
· Jul 5 (1st Sunday of month and 4th of July Holiday)
· Aug 2 (1st Sunday of month)
· Sep 6 (1st Sunday of month)
· Oct 4 (1st Sunday of month)
· Oct 18 (Annual Failover Exercise)
· Nov 1 (1st Sunday of month)
· Nov 29 (Thanksgiving Holiday)
· Dec 6 (1st Sunday of month)
· Dec 27 (Christmas Holiday)


Onvoy Request to Exceed the 500K SPID Migration Limit on 10/26/2014

Regarding the request for approval from Onvoy for a SPID migration on 10/26 with 1.7 million SVs, the WG’s decision is that the requesting SP needs to split up their migrations such that no migration Sunday will exceed 700K SVs, including any that are scheduled by any other providers.  Neustar will still need to seek approval from the WG if any migration Sunday exceeds 500K, but as long as they do not exceed 700K, it was stated that they will likely be approved by the WG.  

Subsequent to this discussion, Gary Sacra reported that all upcoming Onvoy migrations will be limited to a combined SV count for all migrations within a region to under 700k, including the SV count of any other SPs that have scheduled migrations.

Allow resellers and end users greater control on porting of numbers based on the process used in the toll free world.  – Aelea Christofferson

Aelea Christofferson, ATL Communications, requested time on the agenda to discuss this subject, however, Aelea was not present to discuss.  This will be deferred to the November meeting agenda.



WEDNESDAY September 10, 2014
Attendance
	Name
	Company
	Name
	Company
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	AT&T
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	AT&T  (phone)
	Gary Sacra
	Neustar

	Renee Dillon
	AT&T  (phone)
	Jim Rooks
	Neustar

	Ron Steen
	AT&T  (phone)
	John Nakamura
	Neustar

	Matt Nolan
	Bright House
	Marcel Champagne
	Neustar

	Marian Hearn
	Canadian LNP 
	Mubeen Saifullah
	Neustar

	Jan Doell
	CenturyLink
	Paul LaGattuta
	Neustar

	Mary Retka
	CenturyLink
	Ramesh Chellamani
	Oracle (phone)

	Brenda Bloemke
	Comcast
	Rosemary Emmer
	Sprint

	Linda Birchem
	Comcast (phone)
	Suzanne Addington
	Sprint

	Beth O’Donnell
	Cox (phone)
	Karen Riepenkroger
	Sprint  (phone)

	Jennifer Hutton
	Cox (phone)
	Darren Post
	Synchronoss

	Linda Peterman
	Earthlink Business (phone)
	Luke Sessions
	T-Mobile

	Doug Babcock
	iconectiv
	Paula Campagnoli
	T-Mobile

	George Tsacnaris
	iconectiv
	Deb Tucker
	Verizon Wireless

	Joel Zamlong
	iconectiv
	Scott Terry
	Windstream (phone)

	John Malyar
	iconectiv
	Dawn Lawrence
	XO

	Steven Koch
	iconectiv
	Tiki Gaugler
	XO (phone)

	Kim Isaacs
	Integra  (phone)
	 
	 




IP Transition effects on Number Portability

Non-geographic Porting Sub-Team Readout
· Teresa reported that the team is developing a white paper with 3 sections – technical, customer impacts, regulatory.
· Meetings are scheduled for 9/18, 10/9, and 10/23.  
· Mary Retka stated that there is a FoN sub-team discussing non-geographic porting as well.


JSI Suggested Discussion Points for September 2014 LNPA WG Meeting – Bridget Alexander 
{Note:  Blue text in this section indicates JSI (Bridget) premises for discussion in the meeting.  Red text shows comments and discussion by participants in the meeting.}

· Rosemary asked Bridget for for a summary of the upcoming JSI IP transition webinar. 
· Bridget said that the webinar discusses the history of the transition and is geared towards their clients.  When the FCC issues an order they will hold a webinar on what is necessary to complete the transition.

· What are the pros and cons of the NNI’s idea of mapping an individual TN to   SBC IP addresses via a SIP URI in the NPAC SV?   The LNPA WG should review the NNI’s idea and discuss the required NPAC changes to determine if it is an idea the LNPA WG will support and forward for NANC,

· Bridget (JSI) stated that this item is meant to determine if mapping an individual TN to the IP addresses of Session Border Controllers in the NPAC is a good idea.  And would it be used during and/or after the transition.
· Penn Pfautz provided an update from the NNI Taskforce.  NNI plans to issue a draft report to be out around Oct 1st.  Will list an entire set of approaches – 2 will include the NPAC, one directly putting a URI in the SV, one repurposing the URI field to place a Name Server record.  The NNI is looking for feedback.  NNI has not been able to come to a consensus yet.  Penn agreed to send the report, once developed, to the WG Co-Chairs, for distribution to the group for discussion at the November WG meeting.

· Now that we understand VoIP, IP interconnection possibilities, ENUM and the IP transition impacts on LNP ---- What’s the LNPA WG’s (and the overall industry’s) next step?   Discuss how the transition will impact LNP, identify issues and determine potential resolutions.

· The WG will analyze the NNI report and provide feedback on the impacts to LNP.
· Feedback will be given to the NNI and reported to the NANC.

· Discuss how the transition will impact LNP, identify issues and determine potential resolutions
 
· Bridget asked if the WG has any ideas on how the NPAC can be used during the transition or if a new database is needed.
· Paula and Ron said that the WG should review the NNI report and the alternatives, determine the impacts on LNP, and then discuss the impacts at that time.
· Penn said that if the NPAC is used, there would be additional information in the NPAC, but the porting process should remain the same.  Depending on the solution paths that are chosen, there may or may not be an impact on the NPAC.  Everyone accepts that portability is here to stay and must be managed.  The NNI report will not focus on portability.  It will be up to the WG to take the report and determine the impacts on portability.
· iconectiv stated that the WG should determine the feasibility of using the NPAC for the routing function during the transition and in an all-IP environment.

· Discuss the ramifications of using the NPAC to support LNP in an all-IP network versus construction of a new NPAC database strictly for LNP in an all –IP network. 

· If day 2 of the WG meetings continues to specifically focus on the impacts of the PSTN to IP Transition on LNP, we do not have a sufficient, cohesive list of topics to be discussed.  Should we move the non-geographic number portability topic back into the entire LNPA WG rather than utilizing the sub-team to address the topic?  

· WG members feel that the efforts of the Non-geographic subcommittee satisfy this concern expressed by JSI.
· JSI agreed.


Develop the LNPA WG Report to NANC – NANC Meeting September 17, 2014

Paula reviewed items to be included in the draft NANC report.  It will be noted that a vendor has completed XML testing with the NPAC and is now in production.

Jan Doell asked about mentioning that we are awaiting status from the FCC on Best Practice 67.  Paula indicated that she will verbally ask about the status but prefers not to put in the written report.

New Business 

Lonnie Keck raised an issue regarding the reject code.  WICIS has a code 1P for “Other.”  A carrier complained that the losing provider was sending 1P and not populating the remarks field with any useful reason information that identifies what failed.  They are just putting “other” in the remarks field.  This is causing significant delay.  Lonnie asked if the FCC had ever weighed in on this issue.  No one could recall the FCC getting to this level of detail in any of their orders.  BP 39 discusses this to some degree.  This is becoming both a wireless and a wireline issue.  Lonnie Keck took an action item to take the lead on updating Best Practice 39 to address this issue.

New Action Item 090914-03 – Lonnie Keck will draft proposed changes to Best Practice 39 recommending that when a losing carrier uses generic reject codes, clarifying information must be included in the remarks section.  Examples of generic reject codes are 6C (Customer Information Does Not Match) or 1P (Other).  Lonnie’s proposed changes will be reviewed at the November LNPA WG meeting.


Agenda Items for Future Meetings

The October 7 conference call is cancelled.

LNPA Working Group participants should send any items that they would like on the November agenda to Paula Campagnoli as soon as possible.

IP Transition will continue to be a standing agenda item.


Review of 2014 Meeting Schedule

2014 Meetings and Conference Calls

	MONTH
(2014)
	NANC MEETING DATES
	LNPA WG
MEETING/CALL
DATES
	HOST COMPANY
	MEETING LOCATION

	January
	
	7th – 8th   
	iconectiv
	Scottsdale, AZ

	February 
	
	11th    Canceled
	
	Conference Call

	March
	
	4th – 5th 
	Comcast
	Denver, CO

	April
	
	8th     Canceled
	
	Conference Call

	May
	
	13th – 14th  
	Neustar
	Miami, FL

	June
	
	10th   Canceled
	
	Conference Call

	July
	 
	8th – 9th  
	T-Mobile
	Portland, OR

	August
	
	5th   Canceled
	
	Conference Call 

	September
	
	9th – 10th 
	CenturyLink & Verizon
	Denver, CO

	October
	
	7th   Canceled
	
	Conference Call

	November
	
	4th – 5th 
	AT&T
	Atlanta, GA

	December
	
	9th 
	
	Conference Call




Next Conference Call … October 7, 2014  This call is canceled.  
Next Meeting … November 4-5, 2014:  Location…Atlanta, GA …Hosted by AT&T
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September 9-10, 2014 LNPA WG ACTION ITEMS.docx
September 9-10, 2014 LNPA WORKING GROUP ACTION ITEMS ASSIGNED:



NOTE:  FOR THE FOLLOWING ACTION ITEMS THIS NUMBERING SCHEME APPLIES:

· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA WG  MEETING/CALL

· SECOND TWO DIGITS DESIGNATE THE DAY OF THE LNPA WG MEETING/CALL

· THIRD TWO DIGITS DESIGNATE THE YEAR OF THE LNPA WG MEETING/CALL

· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER



LNPA WG PARTICIPANTS ACTION ITEMS:



090914-01 – Jan Doell to reword Note 2 in Best Practice 30 to reflect that the FCC did not approve the cessation of NPA splits, and to add in the Decisions and Recommendations section that the WG developed a list of pros and cons for overlays vs. splits.  This will be reviewed at the November meeting.



090914-03 – Lonnie Keck will draft proposed changes to Best Practice 39 recommending that when a losing carrier uses generic reject codes, clarifying information must be included in the remarks section.  Examples of generic reject codes are 6C (Customer Information Does Not Match) or 1P (Other).  Lonnie’s proposed changes will be reviewed at the November LNPA WG meeting.



LOCAL SYSTEM VENDOR ACTION ITEMS:





NUESTAR ACTION ITEMS;



090914-02 – Neustar will add the following notes to Best Practice 65 on the Best Practice website:

· NOTE-3: The NANC approved BP65 and the associated NANC LNP Process Flows in their September 2013meeting, and the NANC forwarded their recommendation for approval to the FCC on October 17, 2013.

· NOTE-4: After a Public Comment cycle completed, Best Practice 65 was approved and mandated by the FCC in DA 14-842 dated June 20, 2014.



ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA WG MEETINGS:



070914-02 – Service providers are to be prepared at the September 2014 meeting to discuss their company positions on which line items of the billing categories/billing data highlighted in the embedded attachment can be sunset.  
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		Release Migration
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R11‑2	Generating Usage Measurements for NPAC Resources


NPAC SMS shall measure and record the usage of NPAC resources on a per Service Provider basis.


R11‑3	Generating Usage Measurements for Allocated Connections


NPAC SMS shall generate usage measurements for allocated connections for each Service Provider.


R11‑4	Generating Usage Measurements for Allocated Mass Storage


NPAC SMS shall generate usage measurements for the allocated mass storage (number of records stored) for each Service Provider.


R11‑5	Generating Usage Measurements for the Number of Messages Processed by type


NPAC SMS shall measure the number of messages processed by type for each Service Provider.


R11‑6	Generating Usage Measurements for the Number of Messages Downloaded


NPAC SMS shall measure the number of messages downloaded to each Service Provider.


R11‑8	Generating Detailed Usage Measurement Reports


NPAC shall produce detailed NPAC usage reports for the contracting entity.


R11-9	Billing Report Types


NPAC SMS shall be capable of creating the following billing reports:


· Login Session Per Service Provider


· Allocated Mass Storage


· Messages Processed by type (to include download data and data resent by request)


· Audits Requested and Processed


· Requested Report Generation


· Service Establishment (to include Service Provider establishment, user login ID addition to the NPAC SMS, and mechanized Interface Activation)


R11-10	Full Billing Report


The NPAC SMS shall be capable of creating a full billing report, with all of the report types in R11-9 included.


R11-11	Billing Report Creation by NPAC Personnel


NPAC SMS shall allow NPAC personnel to create billing reports for all Service Provider usage. For all report types in R11-9 and R11-10, the NPAC personnel will be able to specify whether the report is an aggregation/summary of stored data or a detailed report containing every item stored for the report type.


R11-12	Billing Report Creation by Service Provider


NPAC SMS shall allow Service Providers to gather billing report data on only their NPAC SMS usage. Service Providers will not be able to create reports on any other Service Provider’s usage. For all report types in R11-9 and R11-10, the NPAC SMS shall create an aggregation/summary of stored data for the report type.


R11-13	NPAC Personnel Billing Report Destination


NPAC SMS shall allow NPAC personnel to determine the output destination of the billing report. The destinations will include: on-line (on screen), printer, file, or FAX. The default selection is on-line.


R11-14	Service Provider Billing Report Destination


NPAC SMS shall allow Service Provider users to determine the output destination of the billing report. The destinations will include: on-line (on screen) or file. The default selection is on-line.


R11-15	NPAC Personnel Only Can Access Billing System


The NPAC billing system shall be accessible only to NPAC personnel.
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Open Change Orders

		Open Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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		Accepted Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		NANC 403

		NeuStar



3/30/05

		Allow Recovery Messages to be sent only during Recovery



The current documentation does NOT specifically state that ALL recovery messages should only be sent to the NPAC during recovery (it is currently indicated for notifications and SWIM data).  This change order will clarify the documentation to include ALL data.



This will require some operational changes for Service Providers that utilize Network Data and/or Subscription Data recovery while in normal mode.

		TBD

		TBD

		Func Backward Compatible:  Yes



The proposed solution is to update the FRS, IIS and GDMO recovery description to indicate that network data and subscription data recovery requests sent during normal mode will be rejected.



No sunset policy will be implemented with this change order.





		Low

		None / None-Med



		NANC 403

(con’t)

		Proposed Resolution:



FRS, new requirements:

Req 1       All Data Recovery Only in Recovery Mode

NPAC SMS shall allow a SOA or LSMS to recover data ONLY in recovery mode.



Req 2       Recovery Restriction Tunable Parameter

NPAC SMS shall provide a Regional Recovery Restriction in Recovery Mode Only tunable parameter which is defined as an indicator on whether or not the restriction of recovery requests only is allowed while in recovery mode is supported by the NPAC SMS for a particular NPAC Region.



Req 3       Recovery Restriction Tunable Parameter Default

NPAC SMS shall default the Regional Recovery Restriction in Recovery Mode Only tunable parameter to TRUE.



Req 4       Recovery Restriction Tunable Parameter Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Regional Recovery Restriction in Recovery Mode Only tunable parameter.







IIS, section 5.2.1.9, add the following text:

All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).



IIS, section 5.3.4, change the following text:

Service Provider and Notification All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).







GDMO, lnpDownload notification, add the following text in the behavior section:

All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).



Dec 05 – moved to Accepted per LNPAWG discussion.











		NANC 419

		AT&T



3/15/07

		User Prioritization of Recovery-Related Notifications



Business Need:

The existing NPAC Notification Priority process only allows a certain type of notification to have a different priority from another type.  Using this method, however, SOAs cannot distinguish between the reasons for a certain type of notification.  For example, a Status Attribute Value Change notification could indicate that all LSMSs successfully responded and a pending SV is moving to active, or it could indicate that a discrepant LSMS has just completed recovery and a partial-failure SV is moving to active.



As a result, an SP that is recovering SVs could cause the activating SOA to experience unintended delays in receiving notifications for different activities because the recovery process generates its own set of notifications.  This unintended delay could happen hours after the initial activity, when the SOA is otherwise relatively lightly loaded, causing confusion to the SOA users.





		

		

		Func Backward Compatible:  TBD



Develop a mechanism that further defines certain notifications as initiated by regular activity versus recovery activity.  With this change order the two instances would be differentiated, and an SP could indicate a different prioritization for one versus the other.



May ’07 APT:

The business need/scenario was explained during the APT meeting, with agreement from the group that the text captured the current business need.  The group also agreed to recommend acceptance of this change order by the LNPAWG.  The CMA will add additional text to this change order, then send out prior to the Jun ’07 LNPAWG con call, with a recommendation of approval from the APT.



Example of current notification:

Notification -- L-11.0 A1 SV SAVC Activates to new SP priority.

Definition -- When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast.





		Med

		None / None



		NANC 419 (con’t)

		Proposed Resolution:

Add a new scenario to the list of notification priorities (42 listed in the FRS, Appendix C).  The new one will be specific to notifications generated as a result of recovery requests (not to be confused with notification recovery).  This will allow notifications generated where the reason is recovery to have a lower priority than the same notification generated where the reason is a SOA GUI user working real-time with a customer request.



In the example above, notification L-11.0 A1 would have a lower priority in a recovery-related SV activate scenario where one LSMS failed the initial SV activate download, but successfully recovered that SV activate download at a later time, whereas a different instance of notification L-11.0 A1 would have a higher priority in a regular SV activate scenario where all LSMSs successfully processed the SV activate download.



Jun ’07 LNPAWG con call:

The change order was accepted by the LNPAWG during the call.  Detailed requirements will begin to be developed.



Jul ’07 LNPAWG meeting:

Upon further discussion, it was agreed that instead of just one new notification that would be generated as a result of a recovery request, the type of activity (activate, modify, disconnect) should also be accounted for in the proposed solution.  The group will discuss the complexity of different types of activity, and whether this is needed and/or confusing to manage.  With this new ability to “change the order”, the issue of out-of-sequence notifications needs to be discussed as well.



The attached document describes the proposed new notifications in blue.  These will be discussed during the Sep ’07 LNPAWG meeting.







Sep ’07 LNPAWG meeting:

All participants were not available to discuss this at this time.  Discussion will carry forward into the Nov ’07 meeting.



Nov ’07 LNPAWG meeting:

After a brief discussion, it was agreed that no solid business case could be identified for keeping this at the “type of activity” level, so instead of one each for activate, modify, and disconnect, just a single recovery notification will be used for all three types.





		NANC 431

		LNPA WG



3/12/08

		URI Fields (PoC)



Business Need:

Refer to separate document (last update Mar ’08).



		

		

		Func Backward Compatible:  Yes



Mar ’08 LNPAWG, discussion:

With the FCC lifting abeyance on NANC 400, discussion took place on the change order.  Several Service Providers requested that NANC 400 be broken up into four separate and distinct change orders, one for each URI Type.  These four will be 429, 430, 431, and 432.











		Low

		Med / Med-High (new down-stream inter-face).  After first one, next one is Low.



		NANC 432

		LNPA WG



3/12/08

		URI Fields (Presence)



Business Need:

Refer to separate document (last update Mar ’08).



		

		

		Func Backward Compatible:  Yes



Mar ’08 LNPAWG, discussion:

With the FCC lifting abeyance on NANC 400, discussion took place on the change order.  Several Service Providers requested that NANC 400 be broken up into four separate and distinct change orders, one for each URI Type.  These four will be 429, 430, 431, and 432.











		Low

		Med / Med-High (new down-stream inter-face).  After first one, next one is Low.



		NANC 437

		Telcordia



1/8/09

		Multi-Vendor NPAC SMS Solution



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  TBD



Jan ’09 LNPAWG, discussion:

A walk-thru of the proposed solution took place.  Telcordia will be providing addition information prior to the Mar ’09 LNPAWG meeting.



Mar ’09 LNPAWG, discussion:

A walk-thru of some of the documents provided in Feb were reviewed.  Further review will take place during the Apr con call, and the May face-to-face mtgs.



May ’09 – Jul ‘10 LNPAWG, discussion:

The group has continued reviews during the monthly mtgs.



		TBD

		TBD



		NANC 447

		AT&T



11/01/11

		NPAC Support for CMIP over TCP/IPv6



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Nov ’11 LNPAWG, discussion:

A walk-thru of the proposed change order took place.  The group accepted the change order.



Mar ’12 LNPAWG, discussion:

The group agreed to forward the change order to the NAPM LLC, to request an SOW from Neustar.



		TBD

		TBD



		NANC 449

		Comcast



3/14/12

		Active/Active SOA Connection to NPAC – same SPID



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Mar ’12 LNPAWG, discussion:

A walk-thru of the proposed solution took place.  The group accepted the change order.



May ‘12 – Jan ‘14 LNPAWG, discussion:

The group has continued reviews during the monthly mtgs.



		TBD

		TBD / N/A



		NANC 453

		Verizon



5/08/13

		Change Definition and Disallow use of Inactive SPID



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Jun ’13 LNPAWG, discussion:

A walk-thru of the proposed short-term solution took place, and an action item was assigned to determine the viability of a SPID Delete when active SVs exist with that SPID as the Old SP value.



Jul ‘13 LNPAWG, discussion:

The group accepted the change order.  Both the short-term and the long-term solution will be discussed in the Sep meeting.



Sep ‘13 LNPAWG, discussion:

The group accepted the short-term solution.  It will be performed during the 9/15 maintenance window.



		TBD

		N/A / N/A



		NANC 454

		LNPA WG



5/07/13

		Remove Unused Messages from the NPAC



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Jul ’13 LNPAWG, discussion:

During the discussion of messaging in NANC 372, XML Interface, it was recommended that the capability for service providers to manage their own NPA-NXX Filters not be included in the XML interface because Neustar has been unable to identify any instances where service providers used that feature in the CMIP interface in production.  This item of unused messages also applies to the Operational-Info message for scheduled downtime (never used in production).



A walk-thru of the proposed solution took place, and the group accepted the change order.  Details will be added to the document and it will be discussed in the Sep meeting.



Sep ‘13 LNPAWG, discussion:

The group accepted the change order.  It is now available for a release.



		TBD

		TBD



		NANC 457

		LNPA WG



7/09/13

		SPID Migration TN Count



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Jul ’13 LNPAWG, discussion:

As a follow-on to the discussion from the May ’13 meeting, the group agreed that now that we have all EDR LSMSs, it does not make sense to include pooled SVs in the count of affected SVs for a SPID Migration.  In order to change the count method, a software modification will be required.



Sep ‘13 LNPAWG, discussion:

Volume limits and SCP impacts were discussed.  More discussion at the Nov meeting.



Nov ‘13 LNPAWG, discussion:

No issue on SCP side.  The group agreed to change the “count method” to be ported SVs plus number pool blocks.



Jan ‘14 LNPAWG, discussion:

No additional changes at this time.  It is now available for a release.



		TBD

		N/A / N/A



		NANC 458

		LNPA WG



5/13/14

		Notification Suppression



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



May ’14 LNPAWG, discussion:

A walk-thru of the proposed solution took place.  The group accepted the change order.  Details will be added for review during the Jul meeting.



Jul ’14 LNPAWG, discussion:

The data model and detailed requirements were discussed.  Updates will be added.  More discussion during the Sep meeting.





		TBD

		N/A / N/A
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Next Documentation Release Change Orders

		Next Documentation Release Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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		Current Development Release Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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		Awaiting SOW Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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		Approved SOW Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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		Cancel - Pending Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		NANC 417

		Syniverse 12/18/06

		Provide record count(s) for BDD Files and Delta BDD Files



Business Need:

Refer to separate document (last update Mar ’07).





		TBD

		FRS

		Func Backward Compatible:  TBD









May ‘14 LNPAWG, discussion:

Syniverse (as the originator) agreed this was no longer needed, and should be placed in cancel-pending.



		Low

		Low



		NANC 425

		LNPA WG



9/12/07

		Large Volume Port Transactions and SOA Throughput Using Message Efficiency (son of NANC 397)



Business Need:

Review the Sep ’07 meeting discussion in NANC 397.  Going forward, discussion of everything outside of the 25K/hr increase will be documented in this change order



Nov ’07 LNPAWG, discussion:

After some initial discussion on the various options of NANC 397 that have moved into NANC 425, the group questioned the need to continue looking into this change order when 397 will meet the performance needs.  The group agreed to let 425 go dormant for now, and will bring up in the future if necessary.



		

		

		Func Backward Compatible:  TBD



May ‘14 LNPAWG, discussion:

The group agreed this was no longer needed, and should be placed in cancel-pending.



		N/A

		N/A / N/A



		NANC 431

		LNPA WG



3/12/08

		URI Fields (PoC)



Business Need:

Refer to separate document (last update Mar ’08).



		

		

		Func Backward Compatible:  Yes



Mar ’08 LNPAWG, discussion:

With the FCC lifting abeyance on NANC 400, discussion took place on the change order.  Several Service Providers requested that NANC 400 be broken up into four separate and distinct change orders, one for each URI Type.  These four will be 429, 430, 431, and 432.











		Low

		Med / Med-High (new down-stream inter-face).  After first one, next one is Low.



		NANC 432

		LNPA WG



3/12/08

		URI Fields (Presence)



Business Need:

Refer to separate document (last update Mar ’08).



		

		

		Func Backward Compatible:  Yes



Mar ’08 LNPAWG, discussion:

With the FCC lifting abeyance on NANC 400, discussion took place on the change order.  Several Service Providers requested that NANC 400 be broken up into four separate and distinct change orders, one for each URI Type.  These four will be 429, 430, 431, and 432.











		Low

		Med / Med-High (new down-stream inter-face).  After first one, next one is Low.
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Current Release Change Orders

		Current Release Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		

		

		See Implemented List for details on Release 3.4.x.
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Summary of Change Orders



		Release # / Target Date

		Change Orders

		Backward Compatible



		Open

		

		



		Accepted

		NANC 403 –Allow Recovery Messages to be sent only during Recovery

NANC 419 – User Prioritization of Recovery-Related Notifications

NANC 431 – URI Fields (PoC)

NANC 432 – URI Fields (Presence)

NANC 437 – Multi-Vendor NPAC SMS Solution

NANC 447 – NPAC Support for CMIP over TCP/IPv6

NANC 449 – Active/Active SOA Connection to NPAC – same SPID

NANC 453 – Change Definition and Disallow use of Inactive SPID

NANC 454 – Remove Unused Messages from the NPAC

NANC 457 – SPID Migration TN Count

NANC 458 – Notification Suppression



		



		Next Doc Release

		

		



		Current Development Release

		

		



		Awaiting SOW

		

		



		Approved SOW

		

		



		Cancel-Pending

		NANC 417 – Provide record count(s) for BDD Files and Delta BDD Files

NANC 425 – Large Volume Port Trans and SOA Throughput Using Message Efficiency (son of NANC 397)

NANC 431 – URI Fields (PoC)

NANC 432 – URI Fields (Presence)



		



		Current Release

		See Implemented List for details on R3.4.x

		







LNPA Working Group	-23	Rev 15960, June August 301, 2014

NANC 419 - SOA Notification Priority Tunables.doc

SOA Notification Priority Tunables



Many notifications are sent to both the Old Service Provider and the New Service Provider.  As indicated in the table below, some of these notifications can have different priorities based on whether the Service Provider is acting as the Old Service Provider or the New Service Provider for the port.  During the notification evaluation process this option was not given to all notifications that are sent to both the Old Service Provider and the New Service Provider for one or more reasons.  Some of those reasons were:



· volume of the particular notification was very small



· importance of the particular notification was determined to be equal whether a Service Provider was acting as the Old Service Provider or the New Service Provider for the port



			#


			Notification Name


			Priority





			


			[snip]


			





			L-11.0



A1


			Subscription Version Status Attribute Value Change Notification – Activates – To the New Service Provider – Normal Processing


When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast. 



Note:  See L-11.0 E for Deletes and L-11.0 F for Modify Actives


			MEDIUM





			L-11.0



tbd1


			Subscription Version Status Attribute Value Change Notification – Activates – To the New Service Provider – Recovery Processing



Same type of notification as L-11.0 A1, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd2 for Deletes and L-11.0 tbd3 for Modify Actives


			MEDIUM





			L-11.0



A1.5


			Subscription Version Status Attribute Value Change Notification – Activates – To the Old Service Provider – Normal Processing


When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast. 



Note:  See L-11.0 E for Deletes and L-11.0 F for Modify Actives


			MEDIUM





			L-11.0



tbd1.5


			Subscription Version Status Attribute Value Change Notification – Activates – To the Old Service Provider – Recovery Processing


Same type of notification as L-11.0 A1.5, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd2 for Deletes and L-11.0 tbd3 for Modify Actives


			MEDIUM





			


			[snip]


			





			L-11.0



E


			Subscription Version Status Attribute Value Change Notification – set to OLD – Normal Processing


When the SV status has been set to old.  (Port to Original, port-of-a port, port to original of a Pool TN (or snap back), disconnect, disconnect of a ported Pool TN).  The notification is received only by those SOAs that actually have the SV in their local DB. It varies with the scenario.



Note:  See L-11.0 A1.5 for Activates and L-11.0 F for Modify Actives


			MEDIUM





			L-11.0



tbd2


			Subscription Version Status Attribute Value Change Notification – set to OLD – Recovery Processing


Same type of notification as L-11.0 E, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd1.5 for Activates and L-11.0 tbd3 for Modify Actives


			MEDIUM





			L-11.0



F


			Subscription Version Status Attribute Value Change Notification – Modify active – Normal Processing


When an Active SV has been modified in the LSMS or there has been a cancellation of a Disconnect-Pending SV and the status of the SV has been re-set to Active (with or without a Fail-SP-List). The notification is sent only to the current SOA.



Note:  See L-11.0 A1 for Activates and L-11.0 E for Deletes


			MEDIUM





			L-11.0



tbd3


			Subscription Version Status Attribute Value Change Notification – Modify active – Recovery Processing


Same type of notification as L-11.0 F, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd1 for Activates and L-11.0 tbd2 for Deletes


			MEDIUM





			


			[snip]


			





			L-13.0



A






			Number Pool Block Status Attribute Value Change Notification – Normal Processing


The Pool Block has being created in the LSMSs (EDR and Non_EDR) and the Block Status has being set to Active or Partial Failure;


			MEDIUM





			L-13.0



tbd4






			Number Pool Block Status Attribute Value Change Notification – Recovery Processing


Same type of notification as L-13.0 A, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


			MEDIUM





			


			[snip]


			





			L-13.0



D






			Number Pool Block Status Attribute Value Change Notification – Normal Processing


The attributes in the Pool Block have been modified in the LSMSs (EDR and Non-EDR) and the Block Status has been re-set to Active (with or without fail-sp-list).


			MEDIUM





			L-13.0



tbd5





			Number Pool Block Status Attribute Value Change Notification – Recovery Processing


Same type of notification as L-13.0 D, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


			MEDIUM





			L-13.0



E






			Number Pool Block Status Attribute Value Change Notification – Normal Processing


When a Pool Block has been ‘de-pooled’ from the LSMSs (EDR and Non-EDR) and the Block Status has been set to Old (with or without fail-sp-list).


			MEDIUM





			L-13.0



tbd6






			Number Pool Block Status Attribute Value Change Notification – Recovery Processing


Same type of notification as L-13.0 E, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


			MEDIUM





			


			[snip]


			





			


			


			








Table C- 7 – SOA Notification Priority Tunables
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New Change Orders – Working Copy






Origination Date:  03/12/08


Originator:  LNPAWG


Change Order Number:  NANC 431


Description:  URI Fields (PoC)


Cumulative SP Priority, Weighted Average:  N/A



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y








Business Need:



Multimedia Media Messaging Service (PoC) Field:



There is a need to enable the ability for SPs and Clearinghouses to look up routing information for IP-based services associated with ported and pooled numbers.  Since default CO code level data does not apply for these TNs, query engines need to be provisioned with a portability and pooling correction.  The addition of this field will satisfy this need and enable both individual SPs, as well as Service Bureaus, to automatically update their look up engines with the new routing data.  This IP-service routing field is in fact directly analogous to the existing SS7-based DPC/SSN routing fields already supported by NPAC (i.e. – ISVM, LIDB, WSMSC, etc…).



Description of Change:



The NPAC/SMS will provide the ability to provision an PoC URI for each SV and Pooled Block record.



This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.



This field shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.



This field will be supported across the interface on an opt-in basis only and will be functionally backward compatible.



The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pool Block records when approved by the LLC.


Major points/processing flow/high-level requirements:



This change order proposes to add a new field to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of this field.  This new field will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.



Requirements:



Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the PoC URI (Uniform Resource Identifier) Field (Optional Data).  See description of Change above.



Section 3.1, NPAC SMS Data Models



Add new attribute for the PoC URI (Uniform Resource Identifier) Field (Optional Data).  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA PoC URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports PoC URI information from the NPAC SMS to their SOA.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.



The default value is False.









			NPAC Customer LSMS PoC URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports PoC URI information from the NPAC SMS to their LSMS.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			PoC URI


			C (255)


			


			PoC URI for Subscription Version.



This field may only be specified if the service provider SOA supports PoC URI.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



			number pooling block hoder information Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			PoC URI


			C (255)


			


			PoC URI for Number Pool Block.



This field may only be specified if the service provider SOA supports PoC URI.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.





			[snip]


			


			


			








Table 3‑8 Number Pooling Block Holder Information Data Model



R3-7.2 
Administer Mass update on one or more selected Subscription Versions



NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, PoC URI (if the requesting SOA supports PoC URI data), Billing ID, End User Location Type or End User Location Value.



RR3-210
Block Holder Information Mass Update – Update Fields



NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), PoC URI (if the requesting SOA supports PoC URI data)), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)



R3‑8
Off-line batch updates for Local SMS Disaster Recovery



NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.



The contents of the batch download are:



· Subscriber data:



· [snip]



· PoC URI (for Local SMSs that support PoC URI)



·  [snip]



· Block Data



· [snip]



· PoC URI, (for Local SMSs that support PoC URI data)



·  [snip]



RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).



[snip]



PoC URI (if supported by the Block Holder SOA)



RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)



[snip]



PoC URI (if supported by the Block Holder SOA)



RR3-157
Modification of Number Pooling Block Holder Information – Routing Data



NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), and PoC URI field (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)



R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



[snip]



NPAC Customer SOA PoC URI Support Indicator



NPAC Customer LSMS PoC URI Support Indicator



R5‑16
Create Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑27.1
Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑28
Modify Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑29.1
Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑36
Modify Active Subscription Version - Input Data



NPAC SMS shall allow the following data to be modified for an active Subscription Version:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑37
Active Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑38.1
Modify Active Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5-74.3
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5-74.4
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:



· [snip]



· PoC URI (if supported by the Service Provider LSMS)



RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version



NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)



· [snip]



· PoC URI (Value set to same field as Block)



Req 1 – Service Provider SOA PoC URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider SOA PoC URI Edit Flag Indicator tunable parameter which defines whether a SOA supports PoC URI.



Req 2 – Service Provider SOA PoC URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider SOA PoC URI Edit Flag Indicator tunable parameter to FALSE.



Req 3 – Service Provider SOA PoC URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA PoC URI Edit Flag Indicator tunable parameter.


Req 4 – Service Provider LSMS PoC URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider LSMS PoC URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports PoC URI.



Req 5 – Service Provider LSMS PoC URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider LSMS PoC URI Edit Flag Indicator tunable parameter to FALSE.



Req 6 – Service Provider LSMS PoC URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS PoC URI Edit Flag Indicator tunable parameter.


Req 7
Activate Subscription Version - Send PoC URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports PoC URI, send the PoC URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 8
Activate Number Pool Block - Send PoC URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports PoC URI, send the PoC URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 9
Audit for Support of PoC URI



NPAC SMS shall audit the PoC URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports PoC URI.


Appendix B – Glossary



URI – Uniform Resource Identifier



Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports PoC URI, the format of the Bulk Data Download file will contain delimiters for the attribute.



			Explanation of the fields in the subscription download file





			Field Number


			Field Name


			Value in Example





			1


			Version Id 


			0000000001





			[snip]


			


			





			999


			PoC URI


			Not present if LSMS or SOA does not support the PoC URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 1 -- Explanation of the Fields in The Subscription Download File



			Explanation of the fields in the Block download file





			Field Number


			Field Name


			Value in Example





			1


			Block  Id 


			1





			[snip]


			


			





			999


			PoC URI


			Not present if LSMS or SOA does not support the PoC URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 6 -- Explanation of the Fields in The Subscription Download File



IIS



Addition to the current IIS flow descriptions that relate to SV and NPB attributes.



Flow B.4.4.1 – Number Pool Block Create/Activate by SOA



Flow B.4.4.2 – Number Pool Block Create by NPAC SMS



Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS



Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA



If the “SOA Supports PoC URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



PoC URI


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port



[snip]



The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:



[snip]



PoC URI – if supported by the Service Provider SOA



Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA



Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION



Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET



[snip]



The current service provider can only modify the following attributes:



[snip]



PoC URI – if supported by the Service Provider SOA



Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



PoC URI – if supported by the Service Provider (SOA, LSMS)



GDMO:



No Change Required.



ASN.1:



No Change Required.



XML:



Note – the XML shown below is existing NANC 399 and new NANC 428.



<?xml version="1.0" encoding="UTF-8"?>



<xs:schema targetNamespace="urn:npac:lnp:opt-data:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="urn:npac:lnp:opt-data:1.0">



   <xs:simpleType name="SPID">



      <xs:restriction base="xs:string">



         <xs:length value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="Generic-URI">



      <xs:restriction base="xs:string">



         <xs:minLength value="1"/>



         <xs:maxLength value="255"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:complexType name="OptionalData">



      <xs:sequence>



        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



        <xs:element name="POCURI" type="Generic-URI" nillable="true" minOccurs="0"/>



      </xs:sequence>



   </xs:complexType>



   <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>
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New Change Orders – Working Copy






Origination Date:  03/12/08


Originator:  LNPAWG


Change Order Number:  NANC 432


Description:  URI Fields (Presence)


Cumulative SP Priority, Weighted Average:  N/A



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y








Business Need:



Multimedia Media Messaging Service (Presence) Field:



There is a need to enable the ability for SPs and Clearinghouses to look up routing information for IP-based services associated with ported and pooled numbers.  Since default CO code level data does not apply for these TNs, query engines need to be provisioned with a portability and pooling correction.  The addition of this field will satisfy this need and enable both individual SPs, as well as Service Bureaus, to automatically update their look up engines with the new routing data.  This IP-service routing field is in fact directly analogous to the existing SS7-based DPC/SSN routing fields already supported by NPAC (i.e. – ISVM, LIDB, WSMSC, etc…).



Description of Change:



The NPAC/SMS will provide the ability to provision a Presence URI for each SV and Pooled Block record.



This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.



This field shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.



This field will be supported across the interface on an opt-in basis only and will be functionally backward compatible.



The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pool Block records when approved by the LLC.


Major points/processing flow/high-level requirements:



This change order proposes to add a new field to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of this field.  This new field will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.



Requirements:



Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the Presence URI (Uniform Resource Identifier) Field (Optional Data).  See description of Change above.



Section 3.1, NPAC SMS Data Models



Add new attribute for the Presence URI (Uniform Resource Identifier) Field (Optional Data).  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA Presence URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Presence URI information from the NPAC SMS to their SOA.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.



The default value is False.





			NPAC Customer LSMS Presence URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Presence URI information from the NPAC SMS to their LSMS.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Presence URI


			C (255)


			


			Presence URI for Subscription Version.



This field may only be specified if the service provider SOA supports Presence URI.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



			number pooling block hoder information Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Presence URI


			C (255)


			


			Presence URI for Number Pool Block.



This field may only be specified if the service provider SOA supports Presence URI.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.





			[snip]


			


			


			








Table 3‑8 Number Pooling Block Holder Information Data Model



R3-7.2 
Administer Mass update on one or more selected Subscription Versions



NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, Presence URI (if the requesting SOA supports Presence URI data), Billing ID, End User Location Type or End User Location Value.



RR3-210
Block Holder Information Mass Update – Update Fields



NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), Presence URI (if the requesting SOA supports Presence URI data)), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)



R3‑8
Off-line batch updates for Local SMS Disaster Recovery



NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.



The contents of the batch download are:



· Subscriber data:



· [snip]



· Presence URI (for Local SMSs that support Presence URI data)



· [snip]



· Block Data



· [snip]



· Presence URI (for Local SMSs that support Presence URI data)



· [snip]



RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).



[snip]



Presence URI (if supported by the Block Holder SOA)



RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)



[snip]



Presence URI (if supported by the Block Holder SOA)



RR3-157
Modification of Number Pooling Block Holder Information – Routing Data



NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), and Presence URI field (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)



R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



[snip]



NPAC Customer SOA Presence URI Support Indicator



NPAC Customer LSMS Presence URI Support Indicator



R5‑16
Create Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑27.1
Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑28
Modify Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑29.1
Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑36
Modify Active Subscription Version - Input Data



NPAC SMS shall allow the following data to be modified for an active Subscription Version:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑37
Active Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑38.1
Modify Active Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5-74.3
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5-74.4
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:



· [snip]



· Presence URI (if supported by the Service Provider LSMS)



RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version



NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)



· [snip]



· Presence URI (Value set to same field as Block)



Req 1 – Service Provider SOA Presence URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider SOA Presence URI Edit Flag Indicator tunable parameter which defines whether a SOA supports Voice URI.



Req 2 – Service Provider SOA Presence URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider SOA Presence URI Edit Flag Indicator tunable parameter to FALSE.



Req 3 – Service Provider SOA Presence URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Presence URI Edit Flag Indicator tunable parameter.


Req 4 – Service Provider LSMS Presence URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider LSMS Presence URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports Presence URI.



Req 5 – Service Provider LSMS Presence URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider LSMS Presence URI Edit Flag Indicator tunable parameter to FALSE.



Req 6 – Service Provider LSMS Presence URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Presence URI Edit Flag Indicator tunable parameter.


Req 7
Activate Subscription Version - Send Presence URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports Presence URI, send the Presence URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 8
Activate Number Pool Block - Send Presence URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports Presence URI, send the Presence URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 9
Audit for Support of Presence URI



NPAC SMS shall audit the Presence URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports Presence URI.


Appendix B – Glossary



URI – Uniform Resource Identifier



Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports Presence URI, the format of the Bulk Data Download file will contain delimiters for the attribute.



			Explanation of the fields in the subscription download file





			Field Number


			Field Name


			Value in Example





			1


			Version Id 


			0000000001





			[snip]


			


			





			999


			Presence URI


			Not present if LSMS or SOA does not support the Presence URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 1 -- Explanation of the Fields in The Subscription Download File



			Explanation of the fields in the Block download file





			Field Number


			Field Name


			Value in Example





			1


			Block  Id 


			1





			[snip]


			


			





			999


			Presence URI


			Not present if LSMS or SOA does not support the Presence URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 6 -- Explanation of the Fields in The Subscription Download File



IIS



Addition to the current IIS flow descriptions that relate to SV and NPB attributes.



Flow B.4.4.1 – Number Pool Block Create/Activate by SOA



Flow B.4.4.2 – Number Pool Block Create by NPAC SMS



Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS



Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA



If the “SOA Supports Presence URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



Presence URI


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port



[snip]



The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:



[snip]



Presence URI – if supported by the Service Provider SOA



Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA



Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION



Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET



[snip]



The current service provider can only modify the following attributes:



[snip]



Presence URI – if supported by the Service Provider SOA



Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



Presence URI – if supported by the Service Provider (SOA, LSMS)



GDMO:



No Change Required.



ASN.1:



No Change Required.



XML:



Note – the XML shown below is the same for both NANC 399 and NANC 400.



<?xml version="1.0" encoding="UTF-8"?>



<xs:schema targetNamespace="urn:npac:lnp:opt-data:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="urn:npac:lnp:opt-data:1.0">



   <xs:simpleType name="SPID">



      <xs:restriction base="xs:string">



         <xs:length value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="Generic-URI">



      <xs:restriction base="xs:string">



         <xs:minLength value="1"/>



         <xs:maxLength value="255"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:complexType name="OptionalData">



      <xs:sequence>



        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



        <xs:element name="PRESURI" type="Generic-URI" nillable="true" minOccurs="0"/>



      </xs:sequence>



   </xs:complexType>



   <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>


19


Page 1







image4.emf

NANC_TBD_A_Multi_ Vendor_NPAC_Solution_V0.1[1].doc




NANC_TBD_A_Multi_Vendor_NPAC_Solution_V0.1[1].doc







New Change Orders – Working Copy






Origination Date:  1/8/2009



Originator:  Telcordia Technologies



Change Order Number:  NANC TBD



Description:  A Multi Vendor NPAC Solution



Cumulative SP Priority, Weighted Average:  TBD



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			N


			N








Business Need:



The original request(s) to provide NPAC services was more than twelve years ago.  Since that initial selection of two providers, the industry hasn’t had any choice in NPAC vendors.  In all other aspects of number portability in North America, Service Providers have a choice of vendors.  The Telecommunications Act implemented vendor competition as well, and the FCC specifically favored competition in NPAC services in originally approving multiple NPAC administrators.  The FCC noted in the order that competition between vendors for NPAC would stimulate innovation and it would provide the other expected benefits of competition, including economic benefits and enhanced service levels.  Since that order, the NPAC has become more critical to Service Provider networks with the addition of pooling and the pending change orders for URI information.  The transactions at NPAC continue to grow at a large rate.  If the rate of transaction growth continues, NPAC billable transaction will exceed more than one billion annually before the expiration of the current contract.  Carrier choice in NPAC services can and should be implemented now to provide the benefits of competition to Service Providers before the NPAC grows so large that a transition would be higher risk than desirable.



Competition will lead not only to carrier choice but vendor diversity.  In the current economic conditions, having multiple vendors versus a single source contract to support critical infrastructure services is becoming more essential.  Multiple vendors assure business continuity of services in the event of vendor business failure.  This diversity will not only reduce the business risk of these services being delivered in an uninterrupted manner but will also enhance the commercial management of the vendors.  Carriers have experienced that multi sourced services and associated carrier choice results in more competitive pricing.  Multiple competitive vendors also offer faster response to industry needs with more innovative services that further enhance the service currently being offered.  The current NPAC service is working effectively, but opening it up to competition and carrier choice can only result in enhanced benefits to the industry.  Selecting two or more vendors will drive the benefits to the users of a multi vendor solution that will result in carriers in each region being able to choose their vendor based on the values it offers in savings and enhanced services.



In summary, especially in today’s economic conditions, carriers more than ever need the benefits of competition that include:



· Carrier Choice



· Vendor Diversity



· Enhanced and Innovative Services



· Reduced Costs to the Industry



Description of Change:


While a Multi-Vender NPAC Solution, hereafter referred to as Multi-Administrator Peering Model, and impacts the NPAC SMS, the technical approach described in this change order minimizes the impacts to Service Provider systems and operations. 



The following high-level peering technical implementation goals related to Service Providers and the NPAC Services provided under a Multi-Administrator Peering Model implementation:



· No SOA and LSMS to NPAC SMS CMIP Interface Modifications



· No User LTI GUI Changes



· Minimize Service Provider operational changes



· Limit Service Provider operational interactions to only their chosen NPAC vendor



· Limit NPAC to NPAC connections to reduce complexity



· Allow communication of all NPAC data for network data and active subscription versions



· Support any additional information needed for Inter-NPAC SMS porting events



The following diagram illustrates the Solution approach proposed in this change order by showing a Multi-Administrator Peering Model with two NPAC SMS to visually introduce the terminology used:







The terminology used in the diagram is defined as follows: 



· Primary NPAC SMS – The NPAC SMS that provides service directly to a specific Service Provider SOA, LSMS, or LTI GUI for a transaction.



· Peered NPAC SMS – An NPAC SMS system that communicates with another NPAC SMS in the same Region in a Multi-Administrator Peering Model. 



· Inter-NPAC Peering – The Multi-Administrator Peering Model implementation discussed in this solution document that leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP interface for Inter-NPAC SMS messaging 



· Inter-NPAC SMS Messaging – CMIP messaging between Peered NPAC SMS systems within the same Region as a result of Service Provider activity initiated from the LTI GUI, SOA, and/or LSMS interface connections.  Inter-NPAC messages include all messages required for completion of requests. 



· Inter-NPAC SMS Associations – CMIP associations between Peered NPAC SMS



· Inter-NPAC SMS LSMS Association – A CMIP association between two Peered NPAC SMSs that is used to communicate LSMS activity such as Subscription Version activation and Network Data creation from a Primary NPAC SMS to a Peered NPAC SMS.



· Inter-NPAC SMS SOA Association – A CMIP association between two Peered NPAC SMSs that is used to communicate SOA activity, such as porting activity between Service Providers in different Peered NPAC SMS.



Major points/processing flow/high-level requirements:



Inter-NPAC Peering leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP interface for Inter-NPAC SMS messaging.   This approach simplifies implementation of the Inter-NPAC SMS messaging and does not require the introduction of a different messaging protocol.  While interface impacts for Inter-NPAC Peering are avoided for the existing Service Provider SOA and LSMS to NPAC SMS interfaces, additional data would need to be communicated between peered NPAC SMS systems to improve efficiency. Areas for extensions to Inter-NPAC SMS messaging will be identified in the detailed specifications to be provided.



Two diagrams are provided to give a high level view of the interactions for that would occur between Peered NPAC SMS in a Multi-Administrator Peering Model for porting activity between two Service Providers. The two types of ports that are described are an Intra NPAC Port and an Inter NPAC Port.



Intra-NPAC SMS Port



A port is an Intra-NPAC SMS port when only one NPAC SMS serves both of the Service Providers involved in a port. The following diagram depicts a port with both Service Providers being customers of the same NPAC SMS:






Service Providers porting in the same NPAC SMS (Intra-NPAC port):



1. SOA 1 and SOA 2 served by Vendor A create a pending port for the TN porting form SOA 2



2. SOA 1 activates the TN on the due date



3. TN Activation broadcast is sent to the peered Vendor B



4. TN Activation broadcast is sent to LSMS’ serviced by Vendor A



5. TN Activation broadcast is sent to LSMS’ serviced by Vendor B



Inter-NPAC SMS Port



A port is an Inter-NPAC SMS port when each NPAC SMS serves one of the Service Providers involved in a port. The following diagram depicts a port with both Service Providers being customers of different NPAC SMS:





















Service Providers porting in the different NPAC SMS (Inter-NPAC):



1. SOA 1 serviced by Vendor A creates a pending port for a TN porting from SOA 2



2. Vendor A forwards the create request to Vendor B that serves SOA 2



3. Vendor B creates the pending subscription version and sends notifications to both SOA 1 and SOA 2



4. SOA 1 activates the TN on the due date (SOA 2 concurrence is not shown to reduce complexity of the diagram)



5. TN Activation broadcast is sent from Vendor A to the peered Vendor B



6. TN Activation broadcast is sent to the LSMS’ served by Vendor A



7. TN Activation broadcast is sent to LSMS’ served by Vendor B



Requirements:



TBD



IIS



TBD



GDMO:



TBD



ASN.1:



TBD



Inter-NPAC SOA Associations









Inter-NPAC LSMS Association









Inter-NPAC Associations used for Inter-NPAC Messaging









Peered NPAC SMS Vendor A 	









SOA









LSMS









Peered NPAC SMS Vendor B 	









SOA 









LSMS









Service Provider SOA and LSMS systems connections to their Primary NPAC SMS – Vendor A









Service Provider SOA and LSMS systems connections to their Primary NPAC SMS – Vendor B
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Peered NPAC SMS Vendor B
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NANC TBD447, NPAC Support for CMIP over TCP/IPv6, V1


Origination Date:  11/01/2011


Originator:  NeustarAT&T


[bookmark: _Toc72227019]Change Order Number:  NANC TBD447


Description:  NPAC Support for CMIP over TCP/IPv6


Status:  NewAccepted


Key Words:  CMIP


Functionally Backward Compatible:  Yes





IMPACT/CHANGE ASSESSMENT


			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y











Business Need:


Currently the NPAC supports IPv4 as the Internet addressing protocol.  Due to various corporate initiatives, several Service Providers have inquired about the desire and timeline of the NPAC supporting IPv6 addresses.  The purpose of this change order is to request analysis to determine the feasibility and timing of adding support for IPv6.


What is IPv6?


IPv6 network protocol is the successor to IPv4, the Internet addressing protocol which has been used for many years since the early days of the Internet.  When the Internet was first established, it was a research network and the addressing was limited.  It was never thought that it would be used to connect everything from a mobile phone to a hi-fi or refrigerator.  Opinions vary greatly but current estimates indicate that we will run out of available IPv4 based addresses in the next few years.  IPv6 solves this problem and also introduces new features to improve how the Internet works.  The current IPv4 address space contains 232 or approximately 4.3 billion addresses.  The number of addresses offered by IPv6 is 2128 or approximately 340 undecillion (3.4 x 1038 or 340 trillion networks of one trillion addresses each).


Links for more info on IPv6:


http://en.wikipedia.org/wiki/IPv6


http://www.networkdictionary.com/networking/IPv6vsIPv4.php


How does this affect the NPAC?


Currently, all network communication between service providers and the NPAC (i.e., SOA, LSMS, LTI, web sites, email, etc.) use IPv4 addresses.  In addition to network routing, there is an IPv4 address embedded in the NSAP (Network Service Access Point) used by the OSI stack.  This means there must be changes made for the LNP systems (NPAC, SOA, and LSMS) to use IPv6.








Description of Change:


To facilitate a transition from IPv4 to IPv6 the NPAC should use a dual-stack approach, allowing providers to migrate their networks on their corporate timetable.








FRS:


TBD








IIS:


TBD








GDMO:


TBD








ASN.1:


TBD
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NANC 449 – Working Copy – v89


Origination Date:  02/23/12


Originator:  Comcast 


[bookmark: _Toc72227019]Change Order Number:  NANC 449


Description:  Active-Active SOA connection to NPAC – same SPID (Delegation Model)


Functional Backwards Compatible:  Yes





IMPACT/CHANGE ASSESSMENT





			FRS


			IIS





			Y


			Y











			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			N


			N


			Y


			Y


			N











			XML


			NPAC


			SOA


			LSMS





			TBD


			Y


			Y


			N











Business Need:


Currently, the NPAC is configured to enable a carrier to have one active SOA connection for a single SPID.  As carrier systems become more complex with a greater need to support high transaction volume, carriers should have the option to enable multiple active connections for the same SPID to the NPAC.  This will enable a carrier to connect to the NPAC from multiple geographical locations to allow business continuity in the event of network failure or single site failure.  Such functionality is very important given carriers have a very small window to respond to porting transaction requests such as defined in Next Day porting.


To illustrate, a carrier would have at its option, an opportunity to construct two (2) or more active SOA connections to the NPAC for the same SPID.  If one of the connections is broken due to a network failure, porting transactions can be diverted to another active NPAC connection thereby reducing business impacts during the porting process.


Use of multiple active SOA connections from a single SPID should be voluntary by carriers who wish to improve their application and network redundancy.  The advantage of having such active-active SOA infrastructure would improve porting efficiency during times of network impairment and natural disasters.


May ’13 LNPAWG meeting:


In order to facilitate the deployment of NANC 449 (CMIP version of Active-Active SOA connection to the NPAC – same SPID), the functionality should be included in the XML interface (NANC 372) as well.





Description of Change:


This change order is being created to analyze and document the change to the NPAC that would allow multiple associations from the same SPID and same function mask at the same time.


The current NPAC behavior (defined in chapter 5 of the IIS) allows a single association based on SPID/Function Mask at any one point in time. If a subsequent association is made, the existing one is terminated.  Section 5.6 (Single Association for SOA/LSMS) states, “A SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.”  NANC 383 (Separate SOA channel for notifications) was implemented in release 3.3 to allow notifications to be sent over a separate SOA association, but does not allow for multiple associations using the same bit mask which is what is desired.


With this change order, a SOA would be able to connect with a second association using the same SPID value and same function mask values.  This means that both SOA A and SOA B are up running and active at the same time, connected to the same NPAC regions at the same time, and potentially sending/receiving SOA transactions as the same time.


Working assumptions:


· Network data (NPA-NXX, LRN, Dash-X) will be sent to SOA A & B.


· SOA Requests (e.g., NSP SV Create Request) sent from SOA A will have Responses sent back to SOA A (this is required as SOA B does not have the invoke ID of SOA A’s Request).


· Notifications initiated at the NPAC (e.g., SV StatusAttributeValueChange) will be sent to both SOA A and SOA B, regardless of whether SOA A, SOA B, other SP SOA, NPAC personnel, or NPAC business rules initiated the transaction that led to the notification.


· Functionality applies to two (2) or more SOA connections at the same time.


· Performance expectation is on a per SOA basis, not a per SPID basis.


· Notifications would be recoverable such that if SOA A was not associated and notifications were instead sent to SOA B, that SOA A would be able to get those missed notifications via recovery.


· Service Provider tunables (i.e., “SPIDables”) need to be evaluated to determine which can remain at the Service Provider level, and which would need granularity at the SOA level.


· Sep ’13, the full echo-back of data as the initiator is independent of having multiple SOAs defined.





Sep ’12 LNPAWG meeting:


Neustar sent out (8/31/2012) the following note prior to the Sep meeting to facilitate the discussion.


During our analysis of NANC 449 after the discussion at the July 2012 LNPAWG meeting, several questions have come up to which the answers will dictate our next steps with this change order.


Based on the current definition of NANC 449:


1. two or more SOA connections


1. from the same SPID


1. using the same CMIP association function mask information


1. sending/receiving CMIP requests/responses individually


1. receiving NPAC notifications whether or not involved in initial request


Our current NPAC architecture supports the current NPAC requirement (one CMIP association, per SPID, per function mask).  In order to support the 449 notion of two or more, a CMIP change will be required.  Furthermore, the two or more associations must perform the same type of work and support the same optional fields, thereby eliminating the potential for SOA A to support functionality that is different from SOA B for a given SPID.  The functional changes get complicated as we introduce the CMIP changes (e.g., the need for a SOA-Instance-ID to differentiate SOA A from SOA B for items like recovery), and the potential desire to support different message sets.


As an alternative, we have looked at a “relationship” architecture where SOA B uses a different SPID value than the SOA A main SPID value, and within the NPAC we have a “relationship” table that allows B to perform the same functions as A.  For example, a national Service Provider (SPID 2222) is performing an OSP SV Concur.  In one region that message could come from SOA A (2222), and in another region that message could come from SOA B (Y222).  Because the entry in the “relationship” table says that effectively Y222 is the same as 2222, the NPAC edits will accept this message.  For the NSP in both of these ports, they would see the OSP as 2222, thereby not causing confusion that the OSP is Y222.  Additionally, since the “relationship” table is stored solely in the NPAC, this approach does not require 2222 to update any NPAC data to be owned by Y222 (SV ownership still remains with 2222).


Please discuss this internally and be prepared to provide input during the Sep 2012 LNPAWG meeting (change management agenda item):


1. Current 449 definition


0. Higher development level of effort


0. All SOAs must support same functionality


0. Requires CMIP changes to GDMO and ASN.1


1.  “relationship” approach


1. Requires setup of “related” SPID in NPAC data, but not stored in local systems


1. All SOAs can support whatever optional data they wish to support (settings at the SPID level)


1. Does not require CMIP changes


1. Does not require any changes to existing NPAC data (e.g., nothing is changed to be owned by Y222)





Apr ’13:


In preparation for discussion at the May 2013 LNPAWG meeting, Comcast has provided an update to NANC 449.


In addition to multiple connections to the NPAC, the following functionality should be considered in order to support the carrier option of a NANC 449 solution:


1. Add the echo-back of LRN, GTT and Optional data fields in order to achieve consistent and complete data for both instances (SOA A/SOA B).  This will be required because the LRN, GTT and Optional data are expected to originate from a single instance only and are not returned by the NPAC today in the Object Creation Notification.  Hence, the non-originating instance would be missing this information.



2. Add a new field to the New Service Provider Create Request, “Order ID”.  This field, resident in many SOAs today, allows the SOA to coordinate ordering system information with NPAC porting information.  Consideration for other data fields or elements would be included to support use of other SOA systems in use by other service providers.  This new field will be included on both the New Service Provider Create Request and the echo-back information in #1 above to the non-originating instance.  This would ensure multiple  instances of SOA connectivity would contain complete and synchronized data.



May ’13 LNPAWG meeting:


After discussion about having Active-Active SOA connection functionality in the new XML interface defined in NANC 372, the group agreed to include that functionality in this change order.  So, all references for Active-Active SOA will apply to both the CMIP interface and the XML interface.  The group also agreed to change the new SOA field from “Order ID” to “Cross-Reference ID”.  Neustar agreed to add draft requirements to this document to facilitate discussion at the July meeting.





[bookmark: _Toc59881639]Jul ’13 LNPAWG meeting:


The various flavors of echo-back were discussed.  As a result, an additional feature will be added that allows a SOA (whether the initiator of a request, or the non-initator of a request) to indicate a preference on full echo-back for an ObjectCreationNotification and an AttributeValueChangeNotification.





Sep ’13 LNPAWG meeting:


Upon further discussion, all notifications will go to both SOA A and SOA B.  Also, the echo-back will now be associated with the New SP only (no need to echo routing data to the Old SP, this will be removed from the requirements).  This applies to an ObjectCreationNotification and an AttributeValueChangeNotification.





Nov ’13 LNPAWG meeting:


The use of the Delegation Model for Active-Active SOA applies to both the CMIP interface and the XML interface.









Requirements:


Section 1.2, NPAC SMS Functional Overview


Add a new section that describes the functionality of the Active-Active SOA scenario.  See Description of Change above.


Section 3.1, NPAC SMS Data Models


Add new attributes for the Active-Active SOA (echo-back, cross-reference ID).  See below:





			
NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer Initiating SOA Supports Full OCN as NSP Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports all data in an Object Creation Notification as the New Service Provider from the NPAC SMS to the SOA as the initiator of a request.


The default value is False.





			NPAC Customer Non-Initiating SOA Supports Full OCN as NSP Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports all data in an Object Creation Notification as the New Service Provider from the NPAC SMS to the SOA as the non-initiator of a request.


The default value is False.





			NPAC Customer Initiating SOA Supports All Modified Attributes as NSP Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports all modified data in an Attribute Value Change Notification as the New Service Provider from the NPAC SMS to the SOA as the initiator of a request.


The default value is False.





			NPAC Customer Non-Initiating SOA Supports All Modified Attributes as NSP Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports all modified data in an Attribute Value Change Notification as the New Service Provider from the NPAC SMS to the SOA as the non-initiator of a request.


The default value is False.





			NPAC Customer Cross-Reference ID Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports Cross-Reference ID in Subscription Version records (create and modify prior to activation).


The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model

















			SUBSCRIPTION VERSION DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			[bookmark: _Toc365876004][bookmark: _Toc368562172][bookmark: _Ref377212546][bookmark: _Ref377214451][bookmark: _Ref377214486][bookmark: _Ref379878757][bookmark: _Ref380305391][bookmark: _Ref380561759][bookmark: _Ref380561900][bookmark: _Ref380811299][bookmark: _Ref380811701][bookmark: _Ref411679858][bookmark: _Ref419620543][bookmark: _Ref436023959][bookmark: _Ref436023999][bookmark: _Ref436024023][bookmark: _Ref436024071][bookmark: _Ref377214446][bookmark: _Toc381720300][bookmark: _Toc436023452][bookmark: _Toc436025906][bookmark: _Toc436026066][bookmark: _Toc436037428][bookmark: _Toc437674411][bookmark: _Toc437674744][bookmark: _Toc437674970][bookmark: _Toc437675488][bookmark: _Toc463062923][bookmark: _Toc463063430]Cross-Reference ID


			C ( 25)


			


			An alphanumeric code which identifies an Cross-Reference ID or Cross-Reference Number from the service provider’s ordering system into the SOA.


This optional field may only be specified if the service provider SOA supports Cross-Reference ID.





			[bookmark: _Toc279510778][snip]


			


			


			








Table 3‑6 Subscription Version Data Model









Section 3.2, NPAC Personnel Functionality


Add new requirements for Mass Update/Mass Create that involves echo-back.





R3-7.1	Select Subscription Versions mass changes for one or more Subscription Versions


NPAC SMS shall allow NPAC personnel to select Subscription Versions for mass update which match a user defined combination of any of the following: SPID, LNP Type (any single LNP Type or none), TN, TN range (NPA-NXX-xxxx through yyyy, where yyyy is greater than xxxx), LRN, DPC values, SSN values, Billing ID, End User Location Type, or End User Location Value, or Cross-Reference ID (pending-like SVs only) on the NPAC Administrative Interface.  (Previously part of B-760 and B-761)


Note: If a single LNP Type is selected, then only that LNP Type will be used, otherwise, if no LNP Type is selected, then no restriction is imposed on the LNP Type as a selection criteria.


R3-7.2 	Administer Mass update on one or more selected Subscription Versions


NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, SV Type, Alternative SPID, Last Alternative SPID, Alt-End User Location Value, Alt-End User Location Type, Alt-Billing ID, Voice URI, MMS URI, SMS URI, Billing ID, End User Location Type, or End User Location Value, or Cross-Reference ID (pending-like SVs only). (reference NANC 399)


Req 1	Mass Update – Active-Active SOA – Notify SOA with all data in the Attribute Value Change Notification to the New Service Provider


NPAC SMS shall allow NPAC Personnel to perform a Mass Update in an Active-Active SOA scenario, and notify the SOA of all modified Subscription Version data in the Attribute Value Change Notification when the Service Provider Non-Initiating SOA Supports All Modified Attributes as NSP Indicator tunable parameter is TRUE.


Req 2	Mass Create – Active-Active SOA – Notify SOA with all data in the Object Creation Notification to the New Service Provider


NPAC SMS shall allow NPAC Personnel to perform a Mass Create in an Active-Active SOA scenario, and notify the SOA of all Subscription Version data in the Object Creation Notification when the Service Provider Non-Initiating SOA Supports Full OCN as NSP Indicator tunable parameter is TRUE.


Note:  Adding the echo-back of all data in the Object Creation Notification allows both SOA A and SOA B to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).  For a Mass Create performed by NPAC, neither SOA A nor SOA B has this data as it was sent to the NPAC in a request outside of the SOA.





3.9, Service Provider Support Indicators


3.9.x, new section, SOA Echo-Back Indicators





Req 3	Service Provider Initiating SOA Full OCN as NSP Indicator


NPAC SMS shall provide a Service Provider Initiating SOA Full OCN as NSP Indicator tunable parameter which defines whether this SOA as an initiator of a request supports an Object Creation Notification of all data (including routing data and optional data parameters) as the New Service Provider.


Req 4	Service Provider Initiating SOA Full OCN as NSP Indicator Default


NPAC SMS shall default the Service Provider Initiating SOA Full OCN as NSP Indicator to FALSE.


Req 5	Service Provider Initiating SOA Full OCN as NSP Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Initiating SOA Full OCN as NSP Indicator tunable parameter.


Req 6	Service Provider Non-Initiating SOA Full OCN as NSP Indicator


NPAC SMS shall provide a Service Provider Non-Initiating SOA Full OCN as NSP Indicator tunable parameter which defines whether this SOA as a non-initiator of a request supports an Object Creation Notification of all data (including routing data and optional data parameters) as the New Service Provider.


Req 7	Service Provider Non-Initiating SOA Full OCN as NSP Indicator Default


NPAC SMS shall default the Service Provider Non-Initiating SOA Full OCN as NSP Indicator to FALSE.


Req 8	Service Provider Non-Initiating SOA Full OCN as NSP Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Non-Initiating SOA Full OCN as NSP Indicator tunable parameter.


Req 9	Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator


NPAC SMS shall provide a Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator tunable parameter which defines whether this SOA as an initiator of a request supports an Attribute Value Change Notification of all modified  data (including routing data and optional data parameters) as the New Service Provider.


Req 10	Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator Default


NPAC SMS shall default the Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator to FALSE.


Req 11	Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator tunable parameter.


Req 12	Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator


NPAC SMS shall provide a Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator tunable parameter which defines whether this SOA as a non-initiator of a request supports an Attribute Value Change Notification of all modified  data (including routing data and optional data parameters) as the New Service Provider.


Req 13	Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator Default


NPAC SMS shall default the Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator to FALSE.


Req 14	Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator tunable parameter.









3.9.x, new section, Cross-Reference ID Indicator





Req 15	Service Provider SOA Cross-Reference ID Indicator


NPAC SMS shall provide a Service Provider SOA Cross-Reference ID Indicator tunable parameter which defines whether this SOA supports Cross-Reference ID functionality when sending in New Service Provider Create Requests.


Req 16	Service Provider SOA Cross-Reference ID Indicator Default


NPAC SMS shall default the Service Provider SOA Cross-Reference ID Indicator to FALSE.


Req 17	Service Provider SOA Cross-Reference ID Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Cross-Reference ID Indicator tunable parameter.





5.1, Subscription Version Management





Assmpt 1	Changing of Initiating SOA Supports Full OCN Indicators and Non-Initiating SOA Supports Full OCN Indicators while Notifications are Queued


In the event that the Initiating SOA Supports Full OCN as NSP Indicator or the Non-Initiating SOA Supports Full OCN as NSP Indicator is changed from FALSE to TRUE any notifications for the initial active SOA that were already created and are in queue will be sent to just the initial active SOA, and in the event that the Initiating SOA Supports Full OCN as NSP Indicator, or the Non-Initiating SOA Supports Full OCN as NSP Indicator is changed from TRUE to FALSE any notifications for both SOAs that were already created and are in queue will be sent to both SOAs.


Assmpt 2	Changing of Initiating SOA Supports Modified Attributes AVC Indicators and Non-Initiating SOA Supports Modified Attributes AVC Indicators while Notifications are Queued


In the event that the Initiating SOA Supports Modified Attributes AVC as NSP Indicator or the Non-Initiating SOA Supports Modified Attributes AVC as NSP Indicator is changed from FALSE to TRUE any notifications for the initial active SOA that were already created and are in queue will be sent to just the initial active SOA, and in the event that the Initiating SOA Supports Modified Attributes AVC as NSP Indicator the Non-Initiating SOA Supports Modified Attributes AVC as NSP Indicator is changed from TRUE to FALSE any notifications for both SOAs that were already created and are in queue will be sent to both SOAs.


Req 18	Subscription Version – Active-Active SOA – Status Change Notifications


NPAC SMS shall, in an Active-Active SOA scenario, for all Subscription Version status changes applicable to SOA A, also notify SOA B.


R5‑16	Create Inter-Service Provider (non-PTO) Subscription Version - New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port, when the Porting to Original flag is set to False:  (reference NANC 399)


· Billing Service Provider ID


· End‑User Location ‑ Value


· End‑User Location ‑ Type


· Alternative SPID (if supported by the Service Provider SOA)


· Last Alternative SPID (if supported by the Service Provider SOA)


· Voice URI (if supported by the Service Provider SOA)


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


Req 19	Create Subscription Version – Cross-Reference ID


NPAC SMS shall accept the following optional field from NPAC Personnel or the new Service Provider upon Subscription Version creation, when the Porting to Original flag is set to True:


· Cross-Reference ID (if supported by the Service Provider SOA)


R5‑18.1	Create Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:  (reference NANC 399)


· LNP Type


· [snip]


· New SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Old SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


RR5-5	Create “Intra-Service Provider Port” (non-PTO) Subscription Version - Current Service Provider Optional Input Data


NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port, when the Porting to Original flag is set to False:  (reference NANC 399)


· Billing Service Provider ID


· [snip]


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


RR5-6.1	Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:  (reference NANC 399)


· LNP Type


· [snip]


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


Req 20	Create Subscription Version – Active-Active SOA – Notify Non-Initiating SOA with all data in the Object Creation Notification to the New Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Non-Initiating SOA Supports Full OCN as NSP Indicator tunable parameter is TRUE, notify the non-originating SOA of all Subscription Version data in the Object Creation Notification.


Note:  Adding the echo-back of all data in the Object Creation Notification allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).  The originating SOA already has this data as it was sent to the NPAC in the request.


Req 21	Create Subscription Version – Active-Active SOA – Notify Initiating SOA with all data in the Object Creation Notification to the New Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Initiating SOA Supports Full OCN as NSP Indicator tunable parameter is TRUE, notify the originating SOA of all Subscription Version data in the Object Creation Notification.


Req 22	Create Subscription Version – Active-Active SOA – Notify Non-Initiating SOA with all modified data in an Attribute Value Change Notification to the New Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Non-Initiating SOA Supports All Modified Attributes as NSP Indicator tunable parameter is TRUE, notify the non-originating SOA of all modified Subscription Version data in the Attribute Value Change Notification.


Note:  Adding the echo-back of all modified data in the Attribute Value Change Notification (second Create of an SV, or modify-pending of an SV) allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).


Req 23	Create Subscription Version – Active-Active SOA – Notify Initiating SOA with all modified data in an Attribute Value Change Notification to the New Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Initiating SOA Supports All Modified Attributes as NSP Indicator tunable parameter is TRUE, notify the originating SOA of all modified Subscription Version data in the Attribute Value Change Notification.


R5‑28	Modify (non-PTO) Subscription Version - New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version, when the Porting to Original flag is set to False:  (reference NANC 399)


· Billing Service Provider ID


· [snip]


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


RR5-181	Modify (PTO) Subscription Version – New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from the NPAC Personnel or the new Service Provider, when the Porting to Original flag is set to True, upon modification of a pending or conflict subscription version:


· Billing Service Provider ID


· End‑User Location ‑ Value


· End‑User Location ‑ Type


· Cross-Reference ID (if supported by the Service Provider SOA)


R5‑29.1	Modify Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.  (reference NANC 399)


· LNP Type


· [snip]


· New SP Medium Timer Indicator (if supported by the New Service Provider SOA)


· Old SP Medium Timer Indicator (if supported by the Old Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


R5‑31.3	Modify Subscription Version - Successful Modification Notification


NPAC SMS shall send an appropriate message to the old and new Service Providers upon successful modification of a Subscription Version.


Note:  Pending Subscription Version notifications for pseudo-LRN are only sent if the NPAC Customer SOA Pseudo-LRN Indicator is set to TRUE and the NPAC Customer SOA Pseudo-LRN Notification Indicator is set to TRUE.


Note:  Pending Subscription Version notifications for active-active SOA scenarios may include all Subscription Version data as defined by the Service Provider Initiating SOA Supports All Modified Attributes as NSP Indicator or Service Provider Non-Initiating SOA Supports All Modified Attributes as NSP Indicator.


R5-40.3	Modify Active Subscription Version - Modification Success User Notification


NPAC SMS shall notify the originating user indicating successful modification of an active Subscription Version.


Note:  Active Subscription Version notifications for active-active SOA scenarios may include all Subscription Version data as defined by the Service Provider Initiating SOA Supports All Modified Attributes as NSP Indicator or Service Provider Non-Initiating SOA Supports All Modified Attributes as NSP Indicator.


R5-74.3	Query Subscription Version - Output Data - SOA


NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:  (reference NANC 399)


· Subscription Version ID


· [snip]


· New SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Old SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


Note: If the New SP Medium Timer Indicator value or Old SP Medium Timer Indicator value is not set on the Subscription Version, then it will not be returned in the query response.


R5-74.4	Query Subscription Version - Output Data - LSMS


NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:  (reference NANC 399)


· Subscription Version ID


· [snip]


· MMS URI (if supported by the Service Provider LSMS)


· SMS URI (if supported by the Service Provider LSMS)


· Cross-Reference ID (if supported by the Service Provider LSMS)






IIS:


Update section 2.2 (updated text in yellow highlight).


Multiple associations per service provider to the NPAC SMS can be supported when using different function masks.  Active-Active SOA functionality can be supported by using the NPAC Delegation function.  The secure association establishment is described in Section 5.





Update section 5.6 (updated text in yellow highlight).


[bookmark: _Toc116975748][bookmark: _Toc294800220]Single Association for SOA/LSMS


A SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.  Active-Active SOA functionality can be supported by using the NPAC Delegation function.





Part II, update the following flows to indicate Cross-Reference ID as an optional attribute:


1. B.5.1.2, Subscription Version Create by the Initial SOA (New Service Provider)


2. B.5.1.3, Subscription Version Create by the Second SOA (New Service Provider)


3. B.5.2.3, Subscription Version Modify Prior to Activate Using M-ACTION


4. B.5.2.4, Subscription Version Modify Prior to Activate Using M-SET


5. B.5.6, Subscription Version Query












GDMO:


-- 21.0 LNP NPAC Subscription Version Managed Object Class





subscriptionVersionNPAC MANAGED OBJECT CLASS


    DERIVED FROM subscriptionVersion;


    CHARACTERIZED BY


        subscriptionVersionNPAC-Pkg;


    REGISTERED AS {LNP-OIDS.lnp-objectClass 21};


   


subscriptionVersionNPAC-Pkg PACKAGE


    BEHAVIOUR


        subscriptionVersionNPAC-Definition,


        subscriptionVersionNPAC-Behavior-1,


        subscriptionVersionNPAC-Behavior-2;


    ATTRIBUTES


        subscriptionVersionStatus GET-REPLACE,


        subscriptionOldSP GET-REPLACE,


        subscriptionNewSP-DueDate GET-REPLACE,


        subscriptionNewSP-CreationTimeStamp GET-REPLACE,


        subscriptionOldSP-DueDate GET-REPLACE,


        subscriptionOldSP-Authorization GET-REPLACE,


        subscriptionStatusChangeCauseCode GET-REPLACE,


        subscriptionOldSP-AuthorizationTimeStamp GET-REPLACE,


        subscriptionBroadcastTimeStamp GET-REPLACE,


        subscriptionConflictTimeStamp GET-REPLACE,


        subscriptionCustomerDisconnectDate GET-REPLACE,


        subscriptionEffectiveReleaseDate GET-REPLACE,


        subscriptionDisconnectCompleteTimeStamp GET-REPLACE,


        subscriptionCancellationTimeStamp GET-REPLACE,


        subscriptionCreationTimeStamp GET-REPLACE,


        subscriptionFailed-SP-List GET-REPLACE,


        subscriptionModifiedTimeStamp GET-REPLACE,


        subscriptionOldTimeStamp GET-REPLACE,


        subscriptionOldSP-CancellationTimeStamp GET-REPLACE,


        subscriptionNewSP-CancellationTimeStamp GET-REPLACE,


        subscriptionOldSP-ConflictResolutionTimeStamp GET-REPLACE,


        subscriptionNewSP-ConflictResolutionTimeStamp GET-REPLACE,


        subscriptionPortingToOriginal-SPSwitch GET-REPLACE,


        subscriptionPreCancellationStatus GET-REPLACE,


        subscriptionTimerType GET-REPLACE,


        subscriptionBusinessType GET-REPLACE,


        subscriptionNewSPMediumTimerIndicator GET-REPLACE,


        subscriptionOldSPMediumTimerIndicator GET-REPLACE,


        subscriptionCrossRefId GET-REPLACE;


[snip]


subscriptionVersionNPAC-Behavior-1 BEHAVIOUR


    DEFINED AS !


        NPAC SMS Managed Object for the SOA to NPAC SMS and the Local SMS to


        NPAC SMS interface.


[snip]


  


        New service provider SOAs can only modify the following attributes:


  


        subscriptionLRN


        subscriptionNewSP-DueDate


        subscriptionCLASS-DPC


        subscriptionCLASS-SSN


        subscriptionLIDB-DPC


        subscriptionLIDB-SSN


        subscriptionCNAM-DPC


        subscriptionCNAM-SSN


        subscriptionISVM-DPC


        subscriptionISVM-SSN


        subscriptionWSMSC-DPC


        subscriptionWSMSC-SSN


        subscriptionEndUserLocationValue


        subscriptionEndUserLocationType


        subscriptionBillingId


        subscriptionSvType


        subscriptionOptionalData


        subscriptionNewSPMediumTimerIndicator


        subscriptionCrossRefId


    !;


  


subscriptionVersionNPAC-Behavior-2 BEHAVIOUR


    DEFINED AS !


[snip]


        The subscriptionCrossReferenceId is only returned on SOA queries


        to service providers that support the cross-reference ID.


[snip]








-- 999.0 LNP Subscription Cross Ref Id





subscriptionCrossRefId ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.CrossRefId;


    MATCHES FOR EQUALITY;


    BEHAVIOUR subscriptionCrossRefIdBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute 999};





subscriptionCrossRefIdBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the Cross Reference Id for the


        subscription version.


!;  








-- 7.0 LNP Subscription Version Modify Action





subscriptionVersionModify ACTION


    BEHAVIOUR


        subscriptionVersionModifyDefinition,


        subscriptionVersionModifyBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.ModifyAction;


    WITH REPLY SYNTAX LNP-ASN1.ModifyReply;


    REGISTERED AS {LNP-OIDS.lnp-action 7};


   


subscriptionVersionModifyDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionModify action is the action that can be


        used by the SOA to modify a subscription version via the SOA to


        NPAC SMS interface.


    !;





subscriptionVersionModifyBehavior BEHAVIOUR


    DEFINED AS !





[snip]





        New service providers may specify modified valid values for the


        following attributes, 


        on a pending or conflict subscription version,


        when the service provider's "Cross Ref ID”


        indicator is TRUE, and may NOT specify these values when the


        indicator is set to FALSE:





        subscriptionCrossRefId





[snip]








-- 11.0 LNP New Service Provider Subscription Version Create





subscriptionVersionNewSP-Create ACTION


    BEHAVIOUR


        subscriptionVersionNewSP-CreateDefinition,


        subscriptionVersionNewSP-CreateBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.NewSP-CreateAction;


    WITH REPLY SYNTAX LNP-ASN1.NewSP-CreateReply;


    REGISTERED AS {LNP-OIDS.lnp-action 11};


   


subscriptionVersionNewSP-CreateDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionNewSP-Create action is the action that is


        used via the SOA to NPAC SMS interface by the


        new service provider to create a new subscriptionVersionNPAC.


    !;





subscriptionVersionNewSP-CreateBehavior BEHAVIOUR


    DEFINED AS !





[snip]





        The new service provider must may optionally specify valid values for the following


        attributes, when the service provider's "Cross Ref ID"


        indicator is TRUE, and must NOT specify these values when the 


        indicator is set to FALSE:





        subscriptionCrossRefId





[snip]












ASN.1:


CrossRefId ::= GraphicString25








NewSP-CreateData ::= SEQUENCE {


    chc1 [0] EXPLICIT CHOICE {


        subscription-version-tn [0] PhoneNumber,


        subscription-version-tn-range [1] TN-Range


    },


    subscription-lrn       [1] LRN OPTIONAL,


    subscription-new-current-sp [2] ServiceProvId,


    subscription-old-sp    [3] ServiceProvId,


    subscription-new-sp-due-date [4] GeneralizedTime,


    subscription-class-dpc [6] EXPLICIT DPC OPTIONAL,


    subscription-class-ssn [7] EXPLICIT SSN OPTIONAL,


    subscription-lidb-dpc  [8] EXPLICIT DPC OPTIONAL,


    subscription-lidb-ssn  [9] EXPLICIT SSN OPTIONAL,


    subscription-isvm-dpc [10] EXPLICIT DPC OPTIONAL,


    subscription-isvm-ssn [11] EXPLICIT SSN OPTIONAL,


    subscription-cnam-dpc [12] EXPLICIT DPC OPTIONAL,


    subscription-cnam-ssn [13] EXPLICIT SSN OPTIONAL,


    subscription-end-user-location-value [14]


        EndUserLocationValue OPTIONAL,


    subscription-end-user-location-type [15] EndUserLocationType OPTIONAL,


    subscription-billing-id    [16] BillingId OPTIONAL,


    subscription-lnp-type      [17] LNPType,


    subscription-porting-to-original-sp-switch [18]


        SubscriptionPortingToOriginal-SPSwitch,


    subscription-wsmsc-dpc     [19] EXPLICIT DPC OPTIONAL,


    subscription-wsmsc-ssn     [20] EXPLICIT SSN OPTIONAL,


    subscription-sv-type       [21] EXPLICIT  SVType OPTIONAL,


    subscription-optional-data [22] EXPLICIT OptionalData OPTIONAL,


    subscription-med-ind       [23] EXPLICIT MediumTimerIndicator OPTIONAL,


    subscription-cross-ref-id  [24] CrossRefId OPTIONAL


}





NewSP-CreateInvalidData ::= CHOICE {


    subscription-version-tn [0] EXPLICIT PhoneNumber,


    subscription-version-tn-range [1] EXPLICIT TN-Range,


    subscription-lrn       [2] EXPLICIT LRN,


    subscription-new-current-sp [3] EXPLICIT ServiceProvId,


    subscription-old-sp    [4] EXPLICIT ServiceProvId,


    subscription-new-sp-due-date [5] EXPLICIT GeneralizedTime,


    subscription-class-dpc [6] EXPLICIT DPC,


    subscription-class-ssn [7] EXPLICIT SSN,


    subscription-lidb-dpc  [8] EXPLICIT DPC,


    subscription-lidb-ssn  [9] EXPLICIT SSN,


    subscription-isvm-dpc [10] EXPLICIT DPC,


    subscription-isvm-ssn [11] EXPLICIT SSN,


    subscription-cnam-dpc [12] EXPLICIT DPC,


    subscription-cnam-ssn [13] EXPLICIT SSN,


    subscription-end-user-location-value [14] EXPLICIT EndUserLocationValue,


    subscription-end-user-location-type [15] EXPLICIT EndUserLocationType,


    subscription-billing-id    [16] EXPLICIT BillingId,


    subscription-lnp-type      [17] EXPLICIT LNPType,


    subscription-porting-to-original-sp-switch [18]


       EXPLICIT SubscriptionPortingToOriginal-SPSwitch,


    subscription-wsmsc-dpc     [19] EXPLICIT DPC,


    subscription-wsmsc-ssn     [20] EXPLICIT SSN,


    subscription-sv-type       [21] EXPLICIT  SVType,


    subscription-optional-data [22] EXPLICIT OptionalData,


    subscription-med-ind       [23] EXPLICIT MediumIndicatorError,


    subscription-cross-ref-id  [24] EXPLICIT CrossRefId





}


SubscriptionData ::= SEQUENCE {


    subscription-lrn [1] LRN OPTIONAL,


    subscription-new-current-sp [2] ServiceProvId OPTIONAL,


    subscription-activation-timestamp [3] GeneralizedTime OPTIONAL,


    subscription-class-dpc [4] EXPLICIT DPC,


    subscription-class-ssn [5] EXPLICIT SSN,


    subscription-lidb-dpc [6] EXPLICIT DPC,


    subscription-lidb-ssn [7] EXPLICIT SSN,


    subscription-isvm-dpc [8] EXPLICIT DPC,


    subscription-isvm-ssn [9] EXPLICIT SSN,


    subscription-cnam-dpc [10] EXPLICIT DPC,


    subscription-cnam-ssn [11] EXPLICIT SSN,


    subscription-end-user-location-value [12]


         EndUserLocationValue OPTIONAL,


    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,


    subscription-billing-id      [14] BillingId OPTIONAL,


    subscription-lnp-type        [15] LNPType,


    subscription-download-reason [16] DownloadReason,


    subscription-wsmsc-dpc       [17] EXPLICIT DPC OPTIONAL,


    subscription-wsmsc-ssn       [18] EXPLICIT SSN OPTIONAL,


    subscription-sv-type         [19] EXPLICIT  SVType OPTIONAL,


    subscription-optional-data   [20] EXPLICIT OptionalData OPTIONAL,


    subscription-cross-ref-id    [21] CrossRefId OPTIONAL





}


SubscriptionModifyData ::= SEQUENCE {


    subscription-lrn [0] LRN OPTIONAL,


    subscription-new-sp-due-date [1] GeneralizedTime OPTIONAL,


    subscription-old-sp-due-date [2] GeneralizedTime OPTIONAL,


    subscription-old-sp-authorization [3] ServiceProvAuthorization OPTIONAL,


    subscription-class-dpc [4] EXPLICIT DPC OPTIONAL,


    subscription-class-ssn [5] EXPLICIT SSN OPTIONAL,


    subscription-lidb-dpc  [6] EXPLICIT DPC OPTIONAL,


    subscription-lidb-ssn  [7] EXPLICIT SSN OPTIONAL,


    subscription-isvm-dpc  [8] EXPLICIT DPC OPTIONAL,


    subscription-isvm-ssn  [9] EXPLICIT SSN OPTIONAL,


    subscription-cnam-dpc [10] EXPLICIT DPC OPTIONAL,


    subscription-cnam-ssn [11] EXPLICIT SSN OPTIONAL,


    subscription-end-user-location-value [12] EndUserLocationValue OPTIONAL,


    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,


    subscription-billing-id [14] BillingId OPTIONAL,


    subscription-status-change-cause-code [15]


        SubscriptionStatusChangeCauseCode OPTIONAL,


    subscription-wsmsc-dpc      [16] EXPLICIT DPC OPTIONAL,


    subscription-wsmsc-ssn      [17] EXPLICIT SSN OPTIONAL,


    subscription-customer-disconnect-date [18] GeneralizedTime OPTIONAL,


    subscription-effective-release-date [19] GeneralizedTime OPTIONAL,


    new-version-status          [20] VersionStatus OPTIONAL,


    subscription-sv-type        [21]  EXPLICIT SVType OPTIONAL,


    subscription-optional-data  [22] EXPLICIT OptionalData OPTIONAL,


    subscription-new-sp-med-ind [23] EXPLICIT MediumTimerIndicator OPTIONAL,


    subscription-old-sp-med-ind [24] EXPLICIT MediumTimerIndicator OPTIONAL,


    subscription-cross-ref-id   [25] CrossRefId OPTIONAL


}





SubscriptionModifyInvalidData ::= CHOICE {


    subscription-lrn [0] EXPLICIT LRN,


    subscription-new-sp-due-date [1] EXPLICIT GeneralizedTime,


    subscription-old-sp-due-date [2] EXPLICIT GeneralizedTime,


    subscription-old-sp-authorization [3] EXPLICIT ServiceProvAuthorization,


    subscription-class-dpc [4] EXPLICIT DPC,


    subscription-class-ssn [5] EXPLICIT SSN,


    subscription-lidb-dpc  [6] EXPLICIT DPC,


    subscription-lidb-ssn  [7] EXPLICIT SSN,


    subscription-isvm-dpc  [8] EXPLICIT DPC,


    subscription-isvm-ssn  [9] EXPLICIT SSN,


    subscription-cnam-dpc [10] EXPLICIT DPC,


    subscription-cnam-ssn [11] EXPLICIT SSN,


    subscription-end-user-location-value [12] EXPLICIT EndUserLocationValue,


    subscription-end-user-location-type [13] EXPLICIT EndUserLocationType,


    subscription-billing-id [14] EXPLICIT BillingId,


    subscription-status-change-cause-code [15]


          EXPLICIT SubscriptionStatusChangeCauseCode,


    subscription-wsmsc-dpc      [16] EXPLICIT DPC,


    subscription-wsmsc-ssn      [17] EXPLICIT SSN,


    subscription-customer-disconnect-date [18] EXPLICIT GeneralizedTime,


    subscription-effective-release-date [19] EXPLICIT GeneralizedTime,


    new-version-status          [20] EXPLICIT VersionStatus,


    subscription-sv-type        [21] EXPLICIT SVType,


    subscription-optional-data  [22] EXPLICIT OptionalData,


    subscription-new-sp-med-ind [23] EXPLICIT MediumIndicatorError,


    subscription-old-sp-med-ind [24] EXPLICIT MediumIndicatorError,


    subscription-cross-ref-id   [25] EXPLICIT CrossRefId


}












XML:





The cross-reference ID will be added to the following XML messages:





NewSpCreateRequest


NewSpCreateReply (InvalidData only)


ModifyRequest (Modify pending new)


ModifyReply (InvalidData only)


SvObjectCreationNotification


SvAttributeChangeNotification


SvQueryReply
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Business Need


An Inactive SPID is being used, causing SV data issues.


In some cases, upon completion of the pre-port process (LSR/FOC, WPR/WPRR), the Service Provider currently serving the TN (soon to be the Old SP) immediately submits a “release” message to the NPAC (Old SP Create Subscription Version Request).  Consequently, a pending SV is established at the NPAC based on this Request.


Sometimes, the Old SP replies on the New SP name to select the SPID value to enter on its “release” message to the NPAC.  Because some SPs have more than one valid SPID at the NPAC, the Old SP might not select the New SP SPID value that was included on the LSR, but a different SPID value for the same Service Provider.  Further complicating the port transaction, the New SP SPID entered by the Old SP may be a SPID that the New SP has decomissioned.  Untangling the message involves substantial manual effort and results in a delay in establishing the consumer's new telephone service.


Current NPAC business rules require that the NPAC retain a SPID as long as it is associated with any network data, such as an LRN, or it appears in any active-like SV record.  That is, even if the SPID appears only as the "Old SP" in an SV record, the SPID cannot be decommissioned in the NPAC in such a way that the error described above can be prevented.  Hence, the “inactive” SPID is not inactive in the NPAC.


The business need is to provide some mechanism that would disallow the use of a SPID that has been decommissioned by the Service Provider, but still remains in the NPAC because of the current business rules.





Description of Change:


This change order is being created to resolve the issue of incorrectly using an “inactive” SPID.


The proposed change is to allow a SPID to be deleted if it is listed as the Old SP on an active-like SV.  This change would not affect functionality in the NPAC (ability to port, PTO) as this decommissioned SPID does not own any codes, pooled blocks, or SVs.  Yet, it would prevent the incorrect usage/reference of this decommissioned SPID when creating new SVs.


There are both a short-term solution and a long-term solution to this “inactive” SPID delete scenario where the only data that exists for this decommissioned SPID are the active-like SVs where they are the Old SP value.  In the description below, the decommissioned SPID is 1111, and the newer/current a temporary placeholder SPID for the Service Provider (not used by any Service Provider in that region) is 2222:


1. Short-term – Execute a script during the maintenance window (or a pre-defined and agreed-upon window while the system is up and running) that performs a work-around for the current requirements functionality.  At a high-level, this would involve the following:


a. Clean-up any pending SVs that list 1111 as the new SP.


b. Enter maintenance.


c. Update the Old SP value from 1111 to 2222 on the applicable SVs.


d. Delete 1111 (this will cause the delete download to all Service Providers).


e. Restore the Old SP value from 2222 to 1111 on the applicable SVs.


f. Bring the region back up.


g. All Service Providers will recover the delete download.


h. Decommissioned SPID 1111 is no longer valid for SV create messages.


2. Long-term – Discuss two options (2a and 2b), then decide.  Make corresponding software changes to the NPAC:


a. Allow the delete of a SPID in the NPAC, even when there are active SVs that use that SPID value in the Old SP field.


b. Add an NPAC setting/status that prevents a SPID from being specified in the New SP field on SV Create messages.


c. During the July 2013 LNPA WG meeting, it was decided by the group that there was benefit to having both 2a and 2b for the long-term solution.  As such, new requirements will be added to this document.



[bookmark: _Toc59881639]Requirements:


TBD.


Existing Requirements.


(RR4-3.1 is not changing, but is included for reference purposes to define “affected” SVs in R4-22.1, R4-22.2, and R4-22.3)


RR4-3.1	Removal of NPA-NXX – Subscription Version Check


NPAC SMS shall allow removal of an NPA-NXX by NPAC personnel only if no Subscription Versions, except for Old without a Failed SP List or Canceled Subscription Versions, exist for the NPA-NXX.


R4-22.1	No Subscription Versions during Service Provider Delete


NPAC SMS shall perform the deletion of the Service Provider data, notify the user that the deletion request was successful, if there are no affected Subscription Versions, and write the Service Provider data to a history file.


Note:  The Subscription Versions that are allowed to exist include Cancelled, Old with an empty Failed SP List, and Active where the Old Service Provider value is the SPID.


R4-22.2	Subscription during Service Provider Delete


NPAC SMS shall notify the user that the request to delete the Service Provider data cannot be completed until the affected individual Subscription Versions are modified, if affected Subscription Versions are found.


Note:  The Subscription Versions that are allowed to exist include Cancelled, Old with an empty Failed SP List, and Active where the Old Service Provider value is the SPID.


R4-22.3	Service Provider subscription restrictions during Network Data Delete.


NPAC SMS shall determine if there are any Subscription Versions being affected by the NPA-NXX and/or LRN data being deleted.


Note:  The Subscription Versions that are allowed to exist include Cancelled, and Old with an empty Failed SP List.


R5-18.5	Create Subscription Version - Service Provider ID Validation


NPAC SMS shall verify that the old and new Service Provider IDs exist in the NPAC SMS system and are available for porting, upon Subscription Version creation for an Inter-Service Provider port.


New Requirements.


Req 1	Service Provider – No new Subscription Versions as New Service Provider


NPAC SMS shall allow NPAC personnel to mark a Service Provider as not-available for use as the New Service Provider in Subscription Versions Create Requests.


Req 2	Create “Intra-Service ” Subscription Version - Service Provider ID Validation


NPAC SMS shall verify that the old and new Service Provider IDs exist in the NPAC SMS system and are available for porting, upon Subscription Version creation for an Intra-Service Provider port.








IIS:


No Change Required.


Flow B.3.2, Service Provider Deletion by the NPAC.


Check the database to see if the service provider has associated with it NPA-NXX data, LRN data, or subscription versions with status other than old with an empty failed SP List cancelled, or Active where the Old Service Provider value is the SPID.  If so, deny the request.








XIS:


No Change Required.








GDMO:


No Change Required.








ASN.1:


No Change Required.








XML:


No Change Required.
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Business Need


During the discussion of NANC 372 and the XML Interface, it was stated that two types of messages in the CMIP interface were not used:


1. The NPAC does not use the CMIP message to indicate scheduled downtime.


2. The SOA and LSMS do not use the CMIP message for creating their own NPA-NXX Filters


For scheduled downtime, Neustar has contractual arrangements with the NAPM and the CLNPC on the dates and times involved in regularly scheduled downtime (Sunday morning, various durations).  Therefore a CMIP message mechanism is not needed.


For NPA-NXX Filters, all Service Providers utilize the NPAC Help Desk procedures where NPAC Personnel manage NPA-NXX Filters for the given Service Providers.  Although part of the original system design, Neustar is unaware of any Service Provider that has the self-management of NPA-NXX Filters in their local systems today.





Description of Change:


This change order is being created to remove unused CMIP messages from the NPAC.


The proposed change is to delete the following:


1. The notification, lnpNPAC-SMS-Operational-Information.  This is sent from the NPAC to the SOA, and the NPAC to the LSMS.


2. The management of the lsmsFilterNPA-NXX object.  This includes both creating (M-CREATE Request) and deleting (M-DELETE Request).














[bookmark: _Toc59881639]Requirements:


Remove narrative and requirements.


2.5, Disaster Recovery and Backup Process.


3.6.1 NPA-NXX Level Filters, RR3-5, RR3-6.


6.7.1, Notification Recovery, lnpNPAC-SMS-Operational-Information.


Appendix E, Download Files, lnpNPAC-SMS-Operational-Information.








IIS:


Remove narrative and flows.


Several references to lnpNPAC-SMS-Operational-Information.


Reference to LSMS Filter NPA-NXX Create.


Reference to LSMS Filter NPA-NXX Delete.


Flow B.8.1, SOW/Local SMS Notification of Scheduled NPAC Downtime.


Flows in B.6, LSMS Filter NPA-NXX Scenarios (SOA/LSMS Create and Delete their own NPA-NXX Filters).





XIS:


No Change Required.








GDMO:


Remove objects, notifications, and behavior description.


Several references to lnpNPAC-SMS-Operational-Information.


Several references to SOA/LSMS creating or deleting their own lsmsFilterNPA-NXX data.





ASN.1:


Remove references.


Several refences to lnp-npac-sms-operational-information.





XML:


No Change Required.
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Business Need


During the May 2013 LNPA WG meeting, participants discussed a pending request for a SPID Migration of 840,000 SV records, that included 880 Number Pool Blocks.  Since all LSMSs are now EDR, the actual number of records to be updated was approximately 1000, and not 840,000, but the SPID Migration needed exception processing because it exceeded the TN threshold of 500,000.  This led to a July 2013 LNPA WG discussion about the “count” method.  The consensus of the WG was that in the current all-EDR environment, the quantity of pooled SVs is no longer relevant, and as such the count should use Number Pool Block records and not pooled SV records.





Description of Change:


This change order is being created to change the definition of TN threshold for a SPID Migration.  Pooled SVs will no longer be factored into the count of SV records affected by a SPID Migration.






[bookmark: _Toc59881639]Requirements:


(no actual requirement is updated, just a note under requirement RR3-612.  All requirements related to quota are included here for context)





RR3-602	SPID Migration Update – Quota Management


NPAC SMS shall apply quota to SPID Migration operations for Total US SPID Migrations, Total Regional Migrations, and Regional SV Counts when NPAC Personnel approve a SPID migration.  (previously NANC 408, Req X34)


RR3-603	SPID Migration Update – Quota Management – Quota Exceeded Rejection for Service Provider Personnel


NPAC SMS shall check quota to SPID Migration operations when a Service Provider creates or modifies a SPID Migration and reject the request if any of the quotas have been exceeded.  (previously NANC 408, Req X35)


RR3-604	SPID Migration Update – Quota Management – Quota Exceeded Warning for NPAC Personnel


NPAC SMS shall check quota to SPID Migration operations when NPAC Personnel creates or modifies a SPID Migration and provide a warning if any of the quotas have been exceeded.  (previously NANC 408, Req X35.5)


RR3-605	SPID Migration Update – Quota Management – Quota Exceeded Warning Content


NPAC SMS shall include the Pending and Approved counts for all exceeded quotas in the Quota Exceeded Warning Message.  (previously NANC 408, Req X36)


RR3-606	SPID Migration Update – Migration Quota Tunable Parameter


NPAC SMS shall provide a SPID Migration Quota tunable parameter, which is defined as the maximum number of SPID Migration timeslots within a region for a given SPID Migration maintenance window.  (previously NANC 408, Req 27)


RR3-607	SPID Migration Update – Migration Quota Tunable Parameter Default


NPAC SMS shall default the SPID Migration Quota tunable parameter to seven (7) migrations.  (previously NANC 408, Req 28)


RR3-608	SPID Migration Update – Migration Quota Tunable Parameter Modification


NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the SPID Migration Quota tunable parameter.  (previously NANC 408, Req 29)


RR3-609	SPID Migration Update – All Regions Migration Quota Tunable Parameter


NPAC SMS shall provide an All Regions SPID Migration Quota tunable parameter, which is defined as the maximum number of SPID Migrations timeslots for all regions for a given SPID Migration maintenance window.  (previously NANC 408, Req 30)


RR3-610	SPID Migration Update – All Regions Migration Quota Tunable Parameter Default


NPAC SMS shall default the All Regions SPID Migration Quota tunable parameter to twenty-five (25) migrations.  (previously NANC 408, Req 31)


RR3-611	SPID Migration Update – All Regions Migration Quota Tunable Parameter Modification


NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the All Regions SPID Migration Quota tunable parameter.  (previously NANC 408, Req 32)


RR3-612	SPID Migration Update – SV Quota Tunable Parameter


NPAC SMS shall provide a SPID Migration SV Quota tunable parameter, which is defined as the maximum number of SVs and NPBs within a region for a given SPID Migration maintenance window.  (previously NANC 408, Req 35)


NOTE:  The number includes both ported and pooled SVs plus number pool blocks.  The number of pooled SVs are NOT included.


NOTE:  The quantity of SVs and NPBs can be dynamic, so the quantity is based on the number of SVs and NPBs for a given migration at the time of the SPID Migration request.  For subsequent migrations in a given window, the previous SPID Migration SV quantities are not recalculated.  Modifying a SPID Migration will cause SV and NPB quantities to be recalculated.


RR3-613	SPID Migration Update – SV Quota Tunable Parameter Default


NPAC SMS shall default the SPID Migration SV Quota tunable parameter to five hundred thousand (500,000) SVs and NPBs.  (previously NANC 408, Req 36)


RR3-614	SPID Migration Update – SV Quota Tunable Parameter Modification


NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the SPID Migration SV Quota tunable parameter.  (previously NANC 408, Req 37)








IIS:


No Change Required.








GDMO:


No Change Required.








ASN.1:


No Change Required.








XIS:


No Change Required.








XSD:


No Change Required.
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Business Need


With the XML interface, Service Providers need the ability to suppress notifications on a per request basis.  The current NPAC functionality has a notification priority category table which contains an entry for every SOA.  For each of the 45 categories, the Service Provider SOA can designate a priority of High, Medium, Low, or None.  However, this one-size-fits-all-notifications-of-that-type approach does not always work for the Service Provider SOA.  For some of these notification categories, flexibility in receiving/suppressing is desired.  As an example, one of the notifications is L-11.0 type F, Subscription Version Status Attribute Value Change Notification – Modify Active, which has a default value of Medium.  Two scenarios demonstrate this desired flexibility:


· When the current SOA performs a modify-active on LRN, it is important to know the entries on the failed list as this would affect call routing.  Therefore, the SOA desires to receive these SAVC modify-active notifications.


· However, when the current SOA performs a modify-active of the Alternative SPID optional data, it is not necessary to know the failed list as this would not affect call routing and the current SOA does not want to receive the extra SOA messages associated with these SAVC modify-active notifications.


With the current implementation, a SOA is not able to receive the notifications in the LRN scenario, and suppress the notifications in the Alternative SPID scenario.  As Service Providers begin to explore the functional and operational items associated with the development of an XML interface, this type of flexibility is desired.


Another need occurs when two SPIDs within the same company are moving TNs from one of their SPIDs to the other SPID.  For example, Company 1 has SPID A and SPID B, and for some intra-company inter-SPID port requests it wants to allow SPID A to suppress for both A and B.  Then when A is moving TNs from B, it can send a Create SV Request and indicate that notifications for this request should be suppressed to both A and B.





Description of Change:


This change order is being created to allow a Service Provider to suppress notifications on a per request basis.  It also allows a SPID to link together with another SPID for notification suppression.  Any SPID desiring this linking functionality would be required to explicitly authorize the other SPID (e.g., SPID A could send a request for suppression to both A and B only after B authorized A to suppress, which would be contained in the NPAC Customer Profile information.  However, even though SPID C is also part of the same company, no explicit authorization has been provided, so there is no suppression relationship between A and C, or B and C).


These changes will allow the Service Provider SOA to have a new level of flexibility when sending transaction requests to the NPAC.





May ’14 LNPA WG meeting:


The group accepted this change order.  Requirements detail will be provided for review during the Jul ’14 LNPA WG meeting.





Jul ’14 LNPA WG meeting:


The detailed requirements and data model updates were discussed.  It was agreed that the NPB data model and the NPB Create message should be included.









[bookmark: _Toc59881639]Requirements:


Section 1.2, NPAC SMS Functional Overview


Add a new section that describes the functionality of the Notification Suppression scenario.  See Description of Change above.


Section 3.1, NPAC SMS Data Models


Add new attributes for the Notification Suppression options in an SV or NPB Request.  See below:








			SUBSCRIPTION VERSION DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			[bookmark: _Toc365876004][bookmark: _Toc368562172][bookmark: _Ref377212546][bookmark: _Ref377214451][bookmark: _Ref377214486][bookmark: _Ref379878757][bookmark: _Ref380305391][bookmark: _Ref380561759][bookmark: _Ref380561900][bookmark: _Ref380811299][bookmark: _Ref380811701][bookmark: _Ref411679858][bookmark: _Ref419620543][bookmark: _Ref436023959][bookmark: _Ref436023999][bookmark: _Ref436024023][bookmark: _Ref436024071][bookmark: _Ref377214446][bookmark: _Toc381720300][bookmark: _Toc436023452][bookmark: _Toc436025906][bookmark: _Toc436026066][bookmark: _Toc436037428][bookmark: _Toc437674411][bookmark: _Toc437674744][bookmark: _Toc437674970][bookmark: _Toc437675488][bookmark: _Toc463062923][bookmark: _Toc463063430]Suppress Request Initiator SPID


			B


			


			A Boolean that indicates whether the request Initiator SPID wishes to suppress notifications to itself.





			Suppress Grantor SPID


			B


			


			A Boolean that indicates whether the request Initiator SPID (as a Delegate) wishes to suppress notifications to its Grantor.





			Suppress Delegate SPID


			B


			


			A Boolean that indicates whether the request Initiator SPID (as a Grantor or another Delegate) wishes to suppress notifications to related Delegate(s).





			Suppress Other SPID


			B


			


			A Boolean that indicates whether the request Initiator SPID wishes to suppress notifications to the Other SPID.





			Suppress Other SPID Delegates


			B


			


			A Boolean that indicates whether the request Initiator SPID wishes to suppress notifications to the Other SPID’s Delegate(s).





			[bookmark: _Toc279510778][snip]


			


			


			








Table 3‑6 Subscription Version Data Model









			NUMBER POOLING BLOCK HOLDER INFORMATION DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Suppress Initiator SPID


			B


			


			A Boolean that indicates whether the Initiator SPID wishes to suppress notifications to itself.





			Suppress Grantor SPID


			B


			


			A Boolean that indicates whether the Initiator SPID (as a Delegate) wishes to suppress notifications to its Grantor.





			Suppress Delegate SPID


			B


			


			A Boolean that indicates whether the Initiator SPID (as a Grantor or another Delegate) wishes to suppress notifications to related Delegate(s).





			[snip]


			


			


			








[bookmark: _Toc391631112]Table 3‑9 Number Pooling Block Holder Information Data Model









			
NPAC CUSTOMER NOTIFICATION SUPPRESSION AUTHORIZED SPID LIST DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			NPAC Customer ID


			C (4)


			


			An alphanumeric code which uniquely identifies an NPAC Customer (SPID that is allowing the Authorized SPID to indicate on a request whether or not to suppress notifications).





			Authorized SPID


			C(4)


			


			The Service Provider ID of the Authorized SP (Initiator SPID that can suppress notifications to the NPAC Customer).





			Authorized SP Name


			C(40)


			


			The NPAC Customer Name of the Authorized SP.








Table 3-x NPAC Customer Notification Suppression Authorized SPID List Data Model








Section 3.8, Notifications


Add a new sub-section (3.8.x) that describes the functionality of the Notification Suppression requirements.  Add a note that this functionality applies to the XML Interface, the NPAC Administrative GUI Interface, and the Service Provider Low-Tech Interface.


Req 1	Notification Suppression – Types of Requests


NPAC SMS shall allow the NPAC Administrative interface, NPAC Service Provider Low-Tech Interface, and the XML interface to suppress notifications for the following requests:


· SV Create


· SV Activate


· SV Cancel


· SV Cancel Concurrence


· SV Disconnect


· SV Modify


· SV Conflict Resolution


· Pooled Block Create


· Pooled Block Modify


· Pooled Block Disconnect (NPAC Administrative Interface only)





Req 2	Notification Suppression – Types of Options


The following notification suppression options shall be available when an NPAC user specifies notification suppression in a request:


· suppress to self (Initiator SPID)


· suppress to parent Grantor (if request Initiator SPID is a Delegate)


· suppress to Delegates(s) (if request Initiator SPID is a Grantor or one of several Delegates related to a parent Grantor)


· suppress to the Other SPID


· suppress to the Other SPID’s Delegate(s)





Req 3	Notification Suppression – Service Provider Authorization Relationship Suppression Options as Non-Delegate


NPAC SMS shall provide a Service Provider with the option to suppress notifications to self, related Delegate(s), the Other SPID, and the Other SPID’s Delegate(s) on a per request basis.


Req 4	Notification Suppression – Service Provider Authorization Relationship Suppression Options as Delegate


NPAC SMS shall provide a Service Provider with the option to suppress notifications to self, parent Grantor, other related Delegate(s), the Other SPID, and the Other SPID’s Delegate(s) on a per request basis.


Req 5	Notification Suppression – Service Provider Authorization List


NPAC SMS shall provide a Service Provider Notification Suppression Authorization List which defines the list of other Service Providers that can suppress notifications to this Service Provider on a per request basis.


Note:  The Authorization List maintains a 1:1 relationship between a Requestor an Initiator SPID and a Suppressed SPID, whether each of those SPIDs is a Regular SPID, Grantor SPID, or Delegate SPID.


Req 6	Notification Suppression – Add SPID to Notification Suppression Authorization List by NPAC Personnel on behalf of a Service Provider


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to add a SPID to the Notification Suppression Authorization List, which results in the SPID not receiving notifications based on the suppression indicators in a request from an Initiator SPID, in subscription versions and Number Pool Blocks.


Note:  A Service Provider (whether regular SPID, Grantor SPID, or Delegate SPID) is responsible for establishing their own list of Authorized Service Providers, while working with NPAC Personnel.


Req 7	Notification Suppression – Delete SPID from Notification Suppression Authorization List by NPAC Personnel on behalf of a Service Provider


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, on behalf of a Service Provider, to delete a SPID from the Notification Suppression Authorization List for a given Service Provider.


Req 8	Notification Suppression – Query SPID from Notification Suppression Authorization List by NPAC Personnel on behalf of a Service Provider


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to query the Notification Suppression Authorization List for a given Service Provider.


Req 9	Notification Suppression – Persisting Notification Suppression


NPAC SMS shall, in cases where a subscription version or Number Pool Block action results in LSMS messages or activity, persist notification suppression until the corresponding subscription version or Number Pool Block has an empty failed SP List.


Note:  A Failed SP List can be cleared by a resend, resend exclusion, or audit.


Req 10	Notification Suppression – Service Provider Authorization List – NPAC Personnel Behavior


NPAC SMS shall maintain the same behavior for NPAC Personnel to suppress notifications on a per request basis as Service Providers.


Req 11	Notification Suppression – Service Provider Authorization List – No Entry – XML Interface Behavior


NPAC SMS shall accept and process an XML message from an Initiator SPID that includes notification suppression indicators for Grantor/Delegate/Other SPIDs, even if there is no entry in the Service Provider Authorization List for the Grantor/Delegate/Other SPIDs, and send notifications using normal processing.


Req 12	Notification Suppression – Service Provider Authorization List – No Entry – Administrative Interface and Low-Tech Interface Behavior


NPAC SMS shall accept and process a request from the NPAC Administrative Interface or Service Provider Low-Tech Interface from an Initiator SPID that includes notification suppression indicators for Grantor/Delegate/Other SPIDs, even if there is no entry in the Service Provider Authorization List for the Grantor/Delegate/Other SPIDs, and send notifications using normal processing.


Req 13	Notification Suppression – Service Provider Authorization List – No Entry – Administrative Interface and Low-Tech Interface Behavior – Exception and Rejection


NPAC SMS shall reject a request from the NPAC Administrative Interface or Service Provider Low-Tech Interface from an Initiator SPID that includes notification suppression indicators for Grantor/Delegate/Other SPIDs, when there is no entry in the Service Provider Authorization List for the Grantor/Delegate/Other SPIDs, and the request is for an SV/NPB Create/Release.






Section 3.13, Block Information


Add requirements for suppression options in Number Pool Block Requests.


RR3-132	Number Pooling Block Holder Information –Update Notification


NPAC SMS shall send all SOA notifications to the current SP (the block holder) for updates on Blocks, when the Block SOA Origination is TRUE.  (Previously B-120)


Note:  The SOA Orignation indicator and the per-request notification suppression indicators are combined together to determine notification sending or notification suppression.


Req 114	Notification Suppression – Number Pool Block Request Indicators determine Suppression


NPAC SMS shall suppress notifications on a per-request basis based on the values in the request and the table below:





			 


			Suppress Notifications Options:





			Role of SPID Sending Request


			Self


			Grantor


			Delegate(s)


			Other SPID


			Delegate(s) of Other SPID





			 


			 


			 


			 


			 


			 





			BAU SPID


			Y


			N/A


			N/A


			Y


			Y





			Delegate


			Y


			Y


			Y


			Y


			Y





			Grantor


			Y


			N/A


			Y


			Y


			Y





			 


			 


			 


			 


			 


			 





			(shading)


			 = Authorization required from the SPID being suppressed














			 


			Suppress Notifications Options:





			Role of SPID Sending Request


			Self (Initiator)


			Grantor


			Delegate(s)


			Other SPID


			Delegate(s) of Other SPID





			 


			 


			 


			 


			 


			 





			BAU SPID


			Y


			N/A


			N/A


			N/AY


			N/AY





			Delegate


			Y


			Y


			Y


			N/AY


			N/AY





			Grantor


			Y


			N/A


			Y


			N/AY


			N/AY





			 


			 


			 


			 


			 


			 





			(shading)


			 = Authorization required from the SPID being suppressed


















Section 5, Subscription Management


Add requirements for suppression options in SV Requests.


Req 125	Notification Suppression – SV Request Indicators determine Suppression


NPAC SMS shall suppress notifications on a per-request basis based on the values in the request and the table below:





			 


			Suppress Notifications Options:





			Role of SPID Sending Request


			Self (Initiator)


			Grantor


			Delegate(s)


			Other SPID


			Delegate(s) of Other SPID





			 


			 


			 


			 


			 


			 





			BAU SPID


			Y


			N/A


			N/A


			Y


			Y





			Delegate


			Y


			Y


			Y


			Y


			Y





			Grantor


			Y


			N/A


			Y


			Y


			Y





			 


			 


			 


			 


			 


			 





			(shading)


			 = Authorization required from the SPID being suppressed

















Appendix C





SOA Notification Priority Tunables


Many notifications are sent to both the Old Service Provider and the New Service Provider.  As indicated in the table below, some of these notifications can have different priorities based on whether the Service Provider is acting as the Old Service Provider or the New Service Provider for the port.  During the notification evaluation process this option was not given to all notifications that are sent to both the Old Service Provider and the New Service Provider for one or more reasons.  Some of those reasons were:


· volume of the particular notification was very small


· importance of the particular notification was determined to be equal whether a Service Provider was acting as the Old Service Provider or the New Service Provider for the port


Notification priorities are applied to the XML interface, however, all attributes in the StatusAttributeValueChange notification have been merged into the AttributeValueChange notification as indicated in the XML Schema.  Only the AttributeValueChange notification is used in the XML interface (business rules applying priority are the same except where noted in the table).


Notification suppression on requests will be processed according to the results of notification suppression options on a request, along with notification suppression authorization list data.






IIS:


TBD.


Add a note to section B.1, Overview, stating that notifications are not sent when valid notification suppression indicators to suppress are include in a request from an Initiator SPID.











XIS:


TBDSee separate document.











GDMO:


TBDNo change required.











ASN.1:


TBDNo change required.











XML:


TBDSee separate document.
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NANC 417 – Working Copy






Origination Date:  12/18/06


Originator:  Syniverse Technologies


Change Order Number:  NANC 417


Description:  Provide record count(s) for BDD files and Delta BDD files


Cumulative SP Priority, Weighted Average:  



Pure Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			N


			N


			N


			Low


			TBD


			TBD








Business Need:



When a BDD file is distributed, the number of records that are included in the file is not known.  In order to ensure that the file was completely generated and received intact, a record count for the file should be included.



Since the NPAC is considered the database of record, alternatives such as counting the lines in the BDD file to compare it to what is currently in the LSMS are not considered genuinely accurate since the number of records could match, yet the content could be different.  Even a small difference in the pool block BDD file can make a significant impact on the network, because of the 1000-to-1 representation.  Therefore it is prudent to take steps to eliminate errors before processing the BDD files.  This could include creating a record count or “snapshot” of the file contents when the BDD file is created.  This will provide a reference point to compare to the BDD files received.  Currently, there is no way to validate the record counts in the BDD files as they are received, thereby ensuring data integrity.


Description of Change:



This change order would add a record count to the BDD file.  Since the BDD file contains detailed information on a row-by-row basis, the count would have to be added in either the file name or in a comment record, depending on the technical implementation.


There may be backward-compatibility issues that need to be discussed and resolved.


The requested record count would apply to all five file types (SPID, NPA-NXX, dash-X, LRN, NPB, SV).


In the case of delta BDDs, which are run from the NPAC GUI, the same principal(s) would be applied for the record count





1. 


2. 


3. 


4. 


Requirements:



1. 


2. 


3. 


Req 1
Service Provider BDD Record Count Indicator



NPAC SMS shall provide a Service Provider BDD Record Count Indicator tunable parameter which defines whether a Service Provider supports the commented record count information in their BDD Files.



Req 2
Service Provider BDD Record Count Indicator Default



NPAC SMS shall default the Service Provider BDD Record Count Indicator tunable parameter to FALSE.



Req 3
Service Provider BDD Record Count Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider BDD Record Count Indicator tunable parameter.


Updates (larger font blue italics) to Appendix E of the FRS.


Appendix E.  Download File Examples



The NPAC can generate Bulk Data Download files for Network Data (including SPID, LRN, NPA-NXX and NPA-NXX-X), Subscription Versions (including Number Pool Blocks) and Notifications. 



All fields within files discussed in the following section are variable length.  The download reason in all “Active-like” download files is always set to new.  The download reason in all “Latest View” download files is set to the appropriate download reason based on activation/modification/deletion activity.  ASCII 13 is the value used as the value for carriage return (CR) in the download files.  


All Time Stamps contained within the download files and SMURF files, and file names are in GMT (Greenwich Mean Time).  Files that contain three timestamps reference the time the files is created, and start and end time range.  When the time range is not specified, the default start timestamp is 00-00-0000000000 and the default end timestamp is 99-99-9999999999.



The record count information will be added to the end of the BDD files.  It will start with a pound sign (#) followed by the number of data records in the file.  For example, if there are twenty-two (22) LRN records in the file, the 23rd line would contain a pound sign, a space, and the number 22.  The record count information will only be included in the BDD file if the Service Provider’s BDD Record Count Indicator is set to TRUE.


Assumptions:



1. 


2. 


3. 


4. None.


IIS



No Change Required.


GDMO



No Change Required.


ASN.1






No Change Required.
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New Change Orders – Working Copy






Origination Date:  03/12/08


Originator:  LNPAWG


Change Order Number:  NANC 431


Description:  URI Fields (PoC)


Cumulative SP Priority, Weighted Average:  N/A



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y








Business Need:



Multimedia Media Messaging Service (PoC) Field:



There is a need to enable the ability for SPs and Clearinghouses to look up routing information for IP-based services associated with ported and pooled numbers.  Since default CO code level data does not apply for these TNs, query engines need to be provisioned with a portability and pooling correction.  The addition of this field will satisfy this need and enable both individual SPs, as well as Service Bureaus, to automatically update their look up engines with the new routing data.  This IP-service routing field is in fact directly analogous to the existing SS7-based DPC/SSN routing fields already supported by NPAC (i.e. – ISVM, LIDB, WSMSC, etc…).



Description of Change:



The NPAC/SMS will provide the ability to provision an PoC URI for each SV and Pooled Block record.



This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.



This field shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.



This field will be supported across the interface on an opt-in basis only and will be functionally backward compatible.



The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pool Block records when approved by the LLC.


Major points/processing flow/high-level requirements:



This change order proposes to add a new field to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of this field.  This new field will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.



Requirements:



Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the PoC URI (Uniform Resource Identifier) Field (Optional Data).  See description of Change above.



Section 3.1, NPAC SMS Data Models



Add new attribute for the PoC URI (Uniform Resource Identifier) Field (Optional Data).  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA PoC URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports PoC URI information from the NPAC SMS to their SOA.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.



The default value is False.









			NPAC Customer LSMS PoC URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports PoC URI information from the NPAC SMS to their LSMS.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			PoC URI


			C (255)


			


			PoC URI for Subscription Version.



This field may only be specified if the service provider SOA supports PoC URI.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



			number pooling block hoder information Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			PoC URI


			C (255)


			


			PoC URI for Number Pool Block.



This field may only be specified if the service provider SOA supports PoC URI.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.





			[snip]


			


			


			








Table 3‑8 Number Pooling Block Holder Information Data Model



R3-7.2 
Administer Mass update on one or more selected Subscription Versions



NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, PoC URI (if the requesting SOA supports PoC URI data), Billing ID, End User Location Type or End User Location Value.



RR3-210
Block Holder Information Mass Update – Update Fields



NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), PoC URI (if the requesting SOA supports PoC URI data)), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)



R3‑8
Off-line batch updates for Local SMS Disaster Recovery



NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.



The contents of the batch download are:



· Subscriber data:



· [snip]



· PoC URI (for Local SMSs that support PoC URI)



·  [snip]



· Block Data



· [snip]



· PoC URI, (for Local SMSs that support PoC URI data)



·  [snip]



RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).



[snip]



PoC URI (if supported by the Block Holder SOA)



RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)



[snip]



PoC URI (if supported by the Block Holder SOA)



RR3-157
Modification of Number Pooling Block Holder Information – Routing Data



NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), and PoC URI field (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)



R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



[snip]



NPAC Customer SOA PoC URI Support Indicator



NPAC Customer LSMS PoC URI Support Indicator



R5‑16
Create Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑27.1
Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑28
Modify Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑29.1
Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑36
Modify Active Subscription Version - Input Data



NPAC SMS shall allow the following data to be modified for an active Subscription Version:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑37
Active Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑38.1
Modify Active Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5-74.3
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5-74.4
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:



· [snip]



· PoC URI (if supported by the Service Provider LSMS)



RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version



NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)



· [snip]



· PoC URI (Value set to same field as Block)



Req 1 – Service Provider SOA PoC URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider SOA PoC URI Edit Flag Indicator tunable parameter which defines whether a SOA supports PoC URI.



Req 2 – Service Provider SOA PoC URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider SOA PoC URI Edit Flag Indicator tunable parameter to FALSE.



Req 3 – Service Provider SOA PoC URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA PoC URI Edit Flag Indicator tunable parameter.


Req 4 – Service Provider LSMS PoC URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider LSMS PoC URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports PoC URI.



Req 5 – Service Provider LSMS PoC URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider LSMS PoC URI Edit Flag Indicator tunable parameter to FALSE.



Req 6 – Service Provider LSMS PoC URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS PoC URI Edit Flag Indicator tunable parameter.


Req 7
Activate Subscription Version - Send PoC URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports PoC URI, send the PoC URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 8
Activate Number Pool Block - Send PoC URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports PoC URI, send the PoC URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 9
Audit for Support of PoC URI



NPAC SMS shall audit the PoC URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports PoC URI.


Appendix B – Glossary



URI – Uniform Resource Identifier



Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports PoC URI, the format of the Bulk Data Download file will contain delimiters for the attribute.



			Explanation of the fields in the subscription download file





			Field Number


			Field Name


			Value in Example





			1


			Version Id 


			0000000001





			[snip]


			


			





			999


			PoC URI


			Not present if LSMS or SOA does not support the PoC URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 1 -- Explanation of the Fields in The Subscription Download File



			Explanation of the fields in the Block download file





			Field Number


			Field Name


			Value in Example





			1


			Block  Id 


			1





			[snip]


			


			





			999


			PoC URI


			Not present if LSMS or SOA does not support the PoC URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 6 -- Explanation of the Fields in The Subscription Download File



IIS



Addition to the current IIS flow descriptions that relate to SV and NPB attributes.



Flow B.4.4.1 – Number Pool Block Create/Activate by SOA



Flow B.4.4.2 – Number Pool Block Create by NPAC SMS



Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS



Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA



If the “SOA Supports PoC URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



PoC URI


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port



[snip]



The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:



[snip]



PoC URI – if supported by the Service Provider SOA



Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA



Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION



Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET



[snip]



The current service provider can only modify the following attributes:



[snip]



PoC URI – if supported by the Service Provider SOA



Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



PoC URI – if supported by the Service Provider (SOA, LSMS)



GDMO:



No Change Required.



ASN.1:



No Change Required.



XML:



Note – the XML shown below is existing NANC 399 and new NANC 428.



<?xml version="1.0" encoding="UTF-8"?>



<xs:schema targetNamespace="urn:npac:lnp:opt-data:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="urn:npac:lnp:opt-data:1.0">



   <xs:simpleType name="SPID">



      <xs:restriction base="xs:string">



         <xs:length value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="Generic-URI">



      <xs:restriction base="xs:string">



         <xs:minLength value="1"/>



         <xs:maxLength value="255"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:complexType name="OptionalData">



      <xs:sequence>



        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



        <xs:element name="POCURI" type="Generic-URI" nillable="true" minOccurs="0"/>



      </xs:sequence>



   </xs:complexType>



   <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>
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New Change Orders – Working Copy






Origination Date:  03/12/08


Originator:  LNPAWG


Change Order Number:  NANC 432


Description:  URI Fields (Presence)


Cumulative SP Priority, Weighted Average:  N/A



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y








Business Need:



Multimedia Media Messaging Service (Presence) Field:



There is a need to enable the ability for SPs and Clearinghouses to look up routing information for IP-based services associated with ported and pooled numbers.  Since default CO code level data does not apply for these TNs, query engines need to be provisioned with a portability and pooling correction.  The addition of this field will satisfy this need and enable both individual SPs, as well as Service Bureaus, to automatically update their look up engines with the new routing data.  This IP-service routing field is in fact directly analogous to the existing SS7-based DPC/SSN routing fields already supported by NPAC (i.e. – ISVM, LIDB, WSMSC, etc…).



Description of Change:



The NPAC/SMS will provide the ability to provision a Presence URI for each SV and Pooled Block record.



This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.



This field shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.



This field will be supported across the interface on an opt-in basis only and will be functionally backward compatible.



The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pool Block records when approved by the LLC.


Major points/processing flow/high-level requirements:



This change order proposes to add a new field to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of this field.  This new field will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.



Requirements:



Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the Presence URI (Uniform Resource Identifier) Field (Optional Data).  See description of Change above.



Section 3.1, NPAC SMS Data Models



Add new attribute for the Presence URI (Uniform Resource Identifier) Field (Optional Data).  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA Presence URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Presence URI information from the NPAC SMS to their SOA.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.



The default value is False.





			NPAC Customer LSMS Presence URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Presence URI information from the NPAC SMS to their LSMS.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Presence URI


			C (255)


			


			Presence URI for Subscription Version.



This field may only be specified if the service provider SOA supports Presence URI.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



			number pooling block hoder information Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Presence URI


			C (255)


			


			Presence URI for Number Pool Block.



This field may only be specified if the service provider SOA supports Presence URI.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.





			[snip]


			


			


			








Table 3‑8 Number Pooling Block Holder Information Data Model



R3-7.2 
Administer Mass update on one or more selected Subscription Versions



NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, Presence URI (if the requesting SOA supports Presence URI data), Billing ID, End User Location Type or End User Location Value.



RR3-210
Block Holder Information Mass Update – Update Fields



NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), Presence URI (if the requesting SOA supports Presence URI data)), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)



R3‑8
Off-line batch updates for Local SMS Disaster Recovery



NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.



The contents of the batch download are:



· Subscriber data:



· [snip]



· Presence URI (for Local SMSs that support Presence URI data)



· [snip]



· Block Data



· [snip]



· Presence URI (for Local SMSs that support Presence URI data)



· [snip]



RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).



[snip]



Presence URI (if supported by the Block Holder SOA)



RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)



[snip]



Presence URI (if supported by the Block Holder SOA)



RR3-157
Modification of Number Pooling Block Holder Information – Routing Data



NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), and Presence URI field (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)



R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



[snip]



NPAC Customer SOA Presence URI Support Indicator



NPAC Customer LSMS Presence URI Support Indicator



R5‑16
Create Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑27.1
Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑28
Modify Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑29.1
Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑36
Modify Active Subscription Version - Input Data



NPAC SMS shall allow the following data to be modified for an active Subscription Version:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑37
Active Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑38.1
Modify Active Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5-74.3
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5-74.4
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:



· [snip]



· Presence URI (if supported by the Service Provider LSMS)



RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version



NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)



· [snip]



· Presence URI (Value set to same field as Block)



Req 1 – Service Provider SOA Presence URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider SOA Presence URI Edit Flag Indicator tunable parameter which defines whether a SOA supports Voice URI.



Req 2 – Service Provider SOA Presence URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider SOA Presence URI Edit Flag Indicator tunable parameter to FALSE.



Req 3 – Service Provider SOA Presence URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Presence URI Edit Flag Indicator tunable parameter.


Req 4 – Service Provider LSMS Presence URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider LSMS Presence URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports Presence URI.



Req 5 – Service Provider LSMS Presence URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider LSMS Presence URI Edit Flag Indicator tunable parameter to FALSE.



Req 6 – Service Provider LSMS Presence URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Presence URI Edit Flag Indicator tunable parameter.


Req 7
Activate Subscription Version - Send Presence URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports Presence URI, send the Presence URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 8
Activate Number Pool Block - Send Presence URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports Presence URI, send the Presence URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 9
Audit for Support of Presence URI



NPAC SMS shall audit the Presence URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports Presence URI.


Appendix B – Glossary



URI – Uniform Resource Identifier



Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports Presence URI, the format of the Bulk Data Download file will contain delimiters for the attribute.



			Explanation of the fields in the subscription download file





			Field Number


			Field Name


			Value in Example





			1


			Version Id 


			0000000001





			[snip]


			


			





			999


			Presence URI


			Not present if LSMS or SOA does not support the Presence URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 1 -- Explanation of the Fields in The Subscription Download File



			Explanation of the fields in the Block download file





			Field Number


			Field Name


			Value in Example





			1


			Block  Id 


			1





			[snip]


			


			





			999


			Presence URI


			Not present if LSMS or SOA does not support the Presence URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 6 -- Explanation of the Fields in The Subscription Download File



IIS



Addition to the current IIS flow descriptions that relate to SV and NPB attributes.



Flow B.4.4.1 – Number Pool Block Create/Activate by SOA



Flow B.4.4.2 – Number Pool Block Create by NPAC SMS



Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS



Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA



If the “SOA Supports Presence URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



Presence URI


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port



[snip]



The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:



[snip]



Presence URI – if supported by the Service Provider SOA



Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA



Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION



Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET



[snip]



The current service provider can only modify the following attributes:



[snip]



Presence URI – if supported by the Service Provider SOA



Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



Presence URI – if supported by the Service Provider (SOA, LSMS)



GDMO:



No Change Required.



ASN.1:



No Change Required.



XML:



Note – the XML shown below is the same for both NANC 399 and NANC 400.



<?xml version="1.0" encoding="UTF-8"?>



<xs:schema targetNamespace="urn:npac:lnp:opt-data:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="urn:npac:lnp:opt-data:1.0">



   <xs:simpleType name="SPID">



      <xs:restriction base="xs:string">



         <xs:length value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="Generic-URI">



      <xs:restriction base="xs:string">



         <xs:minLength value="1"/>



         <xs:maxLength value="255"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:complexType name="OptionalData">



      <xs:sequence>



        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



        <xs:element name="PRESURI" type="Generic-URI" nillable="true" minOccurs="0"/>



      </xs:sequence>



   </xs:complexType>



   <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>
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		Num		Type		Abbr		Name

		1		ATTR		INID		invoke_id

		2		ATTR		SPID		sp_id

		3		ATTR		DETS		departure_timestamp

		4		ATTR		KPAL		keep_alive

		5		ATTR		SVID		sv_id

		6		ATTR		SVTN		sv_tn

		7		ATTR		SLRN		svb_lrn

		8		ATTR		SNSP		svb_new_sp

		9		ATTR		SATS		svb_activation_timestamp

		10		ATTR		SCLD		svb_class_dpc

		11		ATTR		SCLS		svb_class_ssn

		12		ATTR		SLBC		svb_lidb_dpc

		13		ATTR		SLBS		svb_lidb_ssn

		14		ATTR		SIMD		svb_isvm_dpc

		15		ATTR		SIMS		svb_isvm_ssn

		16		ATTR		SCND		svb_cnam_dpc

		17		ATTR		SCNS		svb_cnam_ssn

		18		ATTR		SELV		svb_end_user_location_value

		19		ATTR		SELT		svb_end_user_location_type

		20		ATTR		SBID		svb_billing_id

		21		ATTR		SLTY		sv_lnp_type

		22		ATTR		SWMD		svb_wsmsc_dpc

		23		ATTR		SWMS		svb_wsmsc_ssn

		24		ATTR		SCTS		svb_creation_timestamp

		25		ATTR		SPFL		svb_failed_sp_list

		26		ATTR		SMTS		svb_modified_timestamp

		27		ATTR		SOTS		svb_old_timestamp

		28		ATTR		SBTS		svb_broadcast_timestamp

		29		ATTR		SVTY		svb_sv_type

		30		ATTR		SVOD		svb_optional_data

		31		ATTR		SVST		sv_status

		32		ATTR		SOSP		sv_old_sp

		33		ATTR		SNDD		svb_new_sp_due_date

		34		ATTR		SNTS		svb_new_sp_creation_ts

		35		ATTR		SODD		sv_old_sp_due_date

		36		ATTR		SOAH		sv_old_sp_authorization

		37		ATTR		SCCC		sv_status_change_cause_code

		38		ATTR		SOAT		sv_old_sp_authorization_ts

		39		ATTR		SFTS		sv_conflict_timestamp

		40		ATTR		SCDD		sv_customer_disconnect_date

		41		ATTR		SERD		sv_effective_release_date

		42		ATTR		SDTS		svb_disconnect_complete_timestamp

		43		ATTR		SCNT		sv_cancellation_timestamp

		44		ATTR		SONT		sv_old_sp_cancellation_timestamp

		45		ATTR		SNNT		sv_new_sp_cancellation_timestamp

		46		ATTR		SORT		sv_old_sp_conflict_resolution_timestamp

		47		ATTR		SNRT		sv_new_sp_conflict_resolution_timestamp

		48		ATTR		SPTO		sv_porting_to_original_sp_switch

		49		ATTR		SPNS		sv_precancellation_status

		50		ATTR		SVTT		sv_timer_type

		51		ATTR		SVBT		sv_business_type

		52		ATTR		SNMT		sv_new_sp_medium_timer_indicator

		52		ATTR		SOMT		sv_old_sp_medium_timer_indicator

		54		ATTR		INVD		invalid_data

		55		ATTR		SBDX		block_dash_x

		56		ATTR		BLID		block_id

		57		ATTR		BLSO		block_soa_origination

		58		ATTR		BLST		block_status

		59		ATTR		BLIS		block_list

		60		ATTR		NPBD		npb_data

		61		ATTR		SVDA		sv_data

		62		ATTR		SAID		action_id

		63		ATTR		SVIF		sv_info

		64		ATTR		RNID		range_notif_tn_id_info

		65		ATTR		TNVL		tn_id_list

		66		ATTR		TNVI		tn_version_id

		67		ATTR		TNVR		tn_version_id_range

		68		ATTR		TNNR		tn_range

		69		ATTR		TNIR		tn_id_range

		70		ATTR		QURY		query_expression

		71		ATTR		SPNM		sp_name

		72		ATTR		SPTY		sp_type

		73		ATTR		SPST		sp_system_type

		74		ATTR		SPAD		sp_address

		75		ATTR		SPBA		sp_billing_address

		76		ATTR		SPSA		sp_soa_address

		77		ATTR		SPLA		sp_lsms_address

		78		ATTR		SPWA		sp_web_address

		79		ATTR		SPNA		sp_net_address

		80		ATTR		SPCA		sp_conflict_address

		81		ATTR		SPOA		sp_operations_address

		82		ATTR		SPRA		sp_repair_center_address

		83		ATTR		SPEA		sp_security_address

		84		ATTR		SPUA		sp_user_admin_address

		85		ATTR		SPDR		download_reason

		86		ATTR		SPLI		lrn_id

		87		ATTR		SPLV		lrn_value

		88		ATTR		SPLC		lrn_creation_timestamp

		89		ATTR		SPNI		npa_nxx_id

		90		ATTR		SPNV		npa_nxx_value

		91		ATTR		SPNE		npa_nxx_effective_timestamp

		92		ATTR		SPNC		npa_nxx_creation_timestamp

		93		ATTR		SPNU		npa_nxx_modified_timestamp

		94		ATTR		SPDI		npa_nxx_x_id

		95		ATTR		SPDV		npa_nxx_x_value

		96		ATTR		SPDE		npa_nxx_x_effective_timestamp

		97		ATTR		SPDC		npa_nxx_x_creation_timestamp

		8		ATTR		SPDU		npa_nxx_x_modified_timestamp

		99		ATTR		NPAV		npa_value

		100		ATTR		NXXV		nxx_value

		101		ATTR		SRNX		start_npa_nxx

		102		ATTR		SPNX		stop_npa_nxx

		103		ATTR		NNXL		npa_nxx_list

		104		ATTR		SRDX		start_npa_nxx_x

		105		ATTR		SPDX		stop_npa_nxx_x

		106		ATTR		SRTN		start_tn

		107		ATTR		SPTN		stop_tn

		108		ATTR		SRTM		start_time

		109		ATTR		SPTM		stop_time

		110		ATTR		SRID		start_id

		111		ATTR		STID		stop_id

		112		ATTR		ALN1		address_line1

		113		ATTR		ALN2		address_line2

		114		ATTR		ACTY		address_city

		115		ATTR		ASTE		address_state

		116		ATTR		AZIP		address_zip

		117		ATTR		APRV		address_province

		118		ATTR		ACNY		address_country

		119		ATTR		ACNM		address_contact

		120		ATTR		ACPH		address_contact_phone

		121		ATTR		ACFX		address_contact_fax

		122		ATTR		ACPG		address_contact_pager

		123		ATTR		ACPP		address_contact_pager_pin

		124		ATTR		ACEM		address_contact_email

		125		ATTR		SPDT		spid_data

		126		ATTR		MFSP		migration_from_sp

		127		ATTR		MTSP		migration_to_sp

		128		ATTR		MNNX		migration_npanxx_data

		129		ATTR		MCTS		migration_creation_timestamp

		130		ATTR		MDUD		migration_due_date

		131		ATTR		MATS		migration_activation_timestamp

		132		ATTR		ADNP		audit_discrepancy_npac

		133		ATTR		ADLS		audit_discrepancy_lsms

		134		ATTR		ADTN		audit_tn_missing_npac

		135		ATTR		ADTL		audit_tn_missing_lsms

		136		ATTR		ADMM		audit_tn_mismatch_data

		137		ATTR		ADAL		audit_all_service_providers

		138		ATTR		ADNM		audit_name

		139		ATTR		ADID		audit_id

		140		ATTR		ADAR		audit_activation_range

		141		ATTR		ADSR		audit_spid_range

		142		ATTR		ADSP		audit_requesting_spid

		143		ATTR		ADSN		audit_sp_name

		444		ATTR		ADST		audit_status

		145		ATTR		ADCT		audit_tn_count

		146		ATTR		ADTC		audit_tns_complete

		147		ATTR		ADLI		audit_list

		148		ATTR		ADFR		audit_failure_reason

		149		ATTR		ADRS		audit_results_status

		150		ATTR		ADFL		audit_failed_list

		151		ATTR		ADND		audit_discrepancy_count

		152		ATTR		ADCM		audit_completion_time

		153		ATTR		ADDA		audit_data

		154		ATTR		STAT		status_code

		155		ATTR		RSTS		reply_status

		156		ATTR		ERNU		error_number

		157		ATTR		ERCO		error_code

		158		ATTR		STIF		status_info

		159		ATTR		ERST		error_status

		160		ATTR		ERRE		error_reason

		161		ATTR		LRST		lrn_start

		162		ATTR		LRSP		lrn_stop

		163		ATTR		SEQN		sequence_number

		164		ATTR		OBJI		object_info

		165		ATTR		RNGI		range_info

		166		ATTR		LISI		list_info

		167		ATTR		LNPK		lnp_key

		168		ATTR		SVDM		modify_data

		169		ATTR		NNXD		npa_nxx_data

		170		ATTR		LRND		lrn_data

		171		ATTR		LRNL		lrn_list

		172		ATTR		NDXL		npa_nxx_x_list

		173		ATTR		NDXD		npa_nxx_x_data

		174		ATTR		NPBL		npb_list

		175		ATTR		ODFN		od_name

		176		ATTR		ODFV		od_value

		177		ATTR		ODFD		od_field

		178		ATTR		SVRC		sv_remaining_count

		179		ATTR		SVLI		sv_list

		180		ATTR		BASC		basic_code

		181		ATTR		SSID		secondary_sp_id

		182		ATTR		RSID		request_sp_id

		183		ATTR		NPRE		npac_region

		184		ATTR		ORTS		origination_timestamp

		185		ATTR		ACTS		activity_timestamp

		186		ATTR		ASPN		audit_sp_name_or_id

		187		ATTR		ADRN		audit_discrepancy_reason

		188		ATTR		MPEN		modify_pending_new

		189		ATTR		MPEO		modify_pending_old

		190		ATTR		MACN		modify_active_new

		191		ATTR		MCNU		modify_cancel_undo

		192		ATTR		SPLS		spid_list

		193		ATTR		ADDD		audit_discrepancy_data

		194		ATTR		INSP		initiator_suppression

		195		ATTR		RQSP		request_sp_id_suppression

		196		ATTR		OTSP		other_sp_id_suppression



		500		ENUM		LSPP		inter_provider

		501		ENUM		LISP		intra_provider

		502		ENUM		POOL		pooled

		503		ENUM		WLIN		wireline

		504		ENUM		WLES		wireless

		505		ENUM		NCAR		non_carrier

		506		ENUM		SPT4		sp_type_4

		507		ENUM		SPT5		sp_type_5

		508		ENUM		C2VP		class2_voip_no_num_assgnmt

		509		ENUM		C1VP		class1_and_2_voip_with_num_assgnmt

		510		ENUM		PPWS		prepaid_wireless

		511		ENUM		VOWF		vowifi

		512		ENUM		SVT6		sv_type_6

		513		ENUM		SVT7		sv_type_7

		514		ENUM		SVT8		sv_type_8

		515		ENUM		SVT9		sv_type_9

		516		ENUM		STSO		soa_system

		517		ENUM		STLM		lsms_system

		518		ENUM		STLS		lsms_soa_system

		519		ENUM		STNC		npac_system

		520		ENUM		ASIP		audit_in_progress

		521		ENUM		ASCN		audit_cancelled

		522		ENUM		ASCM		audit_complete

		523		ENUM		DRNW		dr_new

		524		ENUM		DRDE		dr_delete

		525		ENUM		DRMO		dr_modified

		526		ENUM		DRAD		dr_audit_discrepancy

		527		ENUM		VSCF		status_conflict

		528		ENUM		VSAC		status_active

		529		ENUM		VSPE		status_pending

		530		ENUM		VSSE		status_sending

		531		ENUM		VSDF		status_failed

		532		ENUM		VSDL		status_partial_failed

		533		ENUM		VSDP		status_disconnect_pending

		534		ENUM		VSOD		status_old

		535		ENUM		VSCN		status_canceled

		536		ENUM		VSCP		status_cancel_pending

		537		ENUM		SCCF		pre_cancel_status_conflict

		538		ENUM		SCPE		pre_cancel_status_pending

		539		ENUM		SCDP		pre_cancel_disconnect_pending

		540		ENUM		BSAC		block_status_active

		541		ENUM		BSSE		block_status_sending

		542		ENUM		BSDF		block_status_failed

		543		ENUM		BSDL		block_status_partial_failed

		544		ENUM		BSOD		block_status_old

		545		ENUM		SUCC		success

		546		ENUM		FAIL		failed

		547		ENUM		SONA		soa_not_authorized

		548		ENUM		NOTF		not_found

		549		ENUM		INDV		invalid_data_values

		550		ENUM		ALRE		already_exists

		551		ENUM		PREF		prior_to_effective_date

		552		ENUM		INSV		invalid_subscription_versions

		553		ENUM		RETL		results_too_large

		554		ENUM		TROH		try_other_host

		555		ENUM		TRSH		try_same_host

		556		ENUM		TMCN		too_many_connections

		557		ENUM		ACCD		access_denied

		558		ENUM		ORTF		origination_ts_failure

		558		ENUM		ASUC		audit_success

		559		ENUM		AFDD		audit_failed_due_to_discrepancies

		560		ENUM		AFLS		audit_failed_on_lsms

		561		ENUM		ANOA		audit_no_audit_performed

		562		ENUM		BTSH		short_days_hours

		563		ENUM		BTLG		long_days_hours

		564		ENUM		BTMD		medium_days_hours

		565		ENUM		TTLG		long_timers

		566		ENUM		TTSH		short_timers

		567		ENUM		TTMD		medium_timers

		568		ENUM		MWRE		midwest_region

		569		ENUM		MARE		midatlantic_region

		570		ENUM		NERE		northeast_region

		571		ENUM		SERE		southeast_region

		572		ENUM		SWRE		southwest_region

		573		ENUM		WERE		western_region

		574		ENUM		WCRE		westcoast_region

		575		ENUM		CARE		canada_region

		576		ENUM		CC00		cause_code_none

		577		ENUM		CC01		npac_auto_cancel

		578		ENUM		CC02		npac_auto_conflict

		579		ENUM		CC50		lsr_wpr_not_received

		580		ENUM		CC51		foc_wprr_not_issued

		581		ENUM		CC52		due_date_mismatch

		582		ENUM		CC53		vacant_number_port

		583		ENUM		CC54		general_conflict

		584		ENUM		SUPP		suppress_provider

		585		ENUM		SUPD		suppress_delegates

		586		ENUM		SUPB		suppress_provider_and_delegates



		900		MHDR		SOAM		SOAMessages

		901		MHDR		LSMM		LSMSMessages

		902		MHDR		SYNC		SyncAck

		903		MHDR		MSGH		MessageHeader

		904		MHDR		MSGC		MessageContent

		905		MHDR		MESG		Message

		906		MHDR		SYNS		sync_ack_status

		907		MHDR		STNP		soa_to_npac

		908		MHDR		NPTS		npac_to_soa

		909		MHDR		LTNP		lsms_to_npac

		910		MHDR		NPTL		npac_to_lsms

		911		MHDR		SKEY		sp_key

		912		MHDR		SCHV		schema_version



		1000		S2NP		OCRQ		OldSpCreateRequest

		1001		S2NP		NCRQ		NewSpCreateRequest

		1002		S2NP		ACTQ		ActivateRequest

		1003		S2NP		CANQ		CancelRequest

		1004		S2NP		DISQ		DisconnectRequest

		1005		S2NP		MODQ		ModifyRequest

		1006		S2NP		RFCQ		RemoveFromConflictRequest

		1007		S2NP		ACRQ		AuditCreateRequest

		1008		S2NP		ACNQ		AuditCancelRequest

		1009		S2NP		AQRQ		AuditQueryRequest

		1010		S2NP		SPQQ		SpidQueryRequest

		1011		S2NP		NXCQ		NpaNxxCreateRequest

		1012		S2NP		NXDQ		NpaNxxDeleteRequest

		1013		S2NP		NXQQ		NpaNxxQueryRequest

		1014		S2NP		LRCQ		LrnCreateRequest

		1015		S2NP		LRDQ		LrnDeleteRequest

		1016		S2NP		LRQQ		LrnQueryRequest

		1017		S2NP		DXQQ		NpaNxxDxQueryRequest

		1018		S2NP		PBCQ		NpbCreateRequest

		1019		S2NP		PBMQ		NpbModifyRequest

		1020		S2NP		PBQQ		NpbQueryRequest

		1021		S2NP		SVQQ		SvQueryRequest

		1022		S2NP		KALZ		KeepAlive

		1023		S2NP		PERZ		ProcessingError

		1024		S2NP		NOTR		NotificationReply

		1025		S2NP		DNLR		DownloadReply



		1100		NP2S		OCRR		OldSpCreateReply

		1101		NP2S		NCRR		NewSpCreateReply

		1102		NP2S		ACTR		ActivateReply

		1103		NP2S		CANR		CancelReply

		1104		NP2S		DISR		DisconnectReply

		1105		NP2S		MODR		ModifyReply

		1106		NP2S		RFCR		RemoveFromConflictReply

		1107		NP2S		ACRR		AuditCreateReply

		1108		NP2S		ACNR		AuditCancelReply

		1109		NP2S		AQRR		AuditQueryReply

		1110		NP2S		SPQR		SpidQueryReply

		1111		NP2S		NXCR		NpaNxxCreateReply

		1112		NP2S		NXDR		NpaNxxDeleteReply

		1113		NP2S		NXQR		NpaNxxQueryReply

		1114		NP2S		LRCR		LrnCreateReply

		1115		NP2S		LRDR		LrnDeleteReply

		1116		NP2S		LRQR		LrnQueryReply

		1117		NP2S		DXQR		NpaNxxDxQueryReply

		1118		NP2S		PBCR		NpbCreateReply

		1119		NP2S		PBMR		NpbModifyReply

		1120		NP2S		PBQR		NpbQueryReply

		1121		NP2S		SVQR		SvQueryReply

		1122		NP2S		VOCN		SvObjectCreationNotification

		1123		NP2S		VNIN		SvNewSpCreateNotification

		1124		NP2S		VOIN		SvOldSpConcurrenceNotification

		1125		NP2S		VATN		SvAttributeValueChangeNotification

		1126		NP2S		VCDN		SvCustomerDisconnectDateNotification

		1127		NP2S		VNFN		SvNewSpFinalCreateWindowExpirationNotification

		1128		NP2S		VOFN		SvOldSpFinalConcurrenceWindowExpirationNotification

		1129		NP2S		VCAN		SvCancelAckNotification

		1130		NP2S		NNXN		NewNpaNxxNotification

		1131		NP2S		SPMN		LnpSpidMigrationNotification

		1132		NP2S		ARSN		AuditResultsNotification

		1133		NP2S		POCN		NpbObjectCreationNotification

		1134		NP2S		PATN		NpbAttributeValueChangeNotification

		1135		NP2S		SPCD		SpidCreateDownload

		1136		NP2S		SPMD		SpidModifyDownload

		1137		NP2S		SPDD		SpidDeleteDownload

		1138		NP2S		NXCD		NpaNxxCreateDownload

		1139		NP2S		NXMD		NpaNxxModifyDownload

		1140		NP2S		NXDD		NpaNxxDeleteDownload

		1141		NP2S		DXCD		NpaNxxDxCreateDownload

		1142		NP2S		DXMD		NpaNxxDxModifyDownload

		1143		NP2S		DXDD		NpaNxxDxDeleteDownload

		1144		NP2S		NOTR		NotificationReply

		1145		NP2S		LRCD		LrnCreateDownload

		1146		NP2S		LRDD		LrnDeleteDownload

		1147		NP2S		KALZ		KeepAlive

		1148		NP2S		PERZ		ProcessingError



		1200		L2NP		SPQQ		SpidQueryRequest

		1201		L2NP		NXQQ		NpaNxxQueryRequest

		1202		L2NP		LRQQ		LrnQueryRequest

		1203		L2NP		DXQQ		NpaNxxDxQueryRequest

		1204		L2NP		PBQQ		NpbQueryRequest

		1205		L2NP		SVQQ		SvQueryRequest

		1206		L2NP		QLVR		QueryLsmsSvReply

		1207		L2NP		QLPR		QueryLsmsNpbReply

		1208		L2NP		NOTR		NotificationReply

		1209		L2NP		DNLR		DownloadReply

		1210		L2NP		KALZ		KeepAlive

		1211		L2NP		PERZ		ProcessingError



		1300		NP2L		SPQR		SpidQueryReply

		1301		NP2L		NXQR		NpaNxxQueryReply

		1302		NP2L		LRQR		LrnQueryReply

		1303		NP2L		DXQR		NpaNxxDxQueryReply

		1304		NP2L		PBQR		NpbQueryReply

		1305		NP2L		SVQR		SvQueryReply

		1306		NP2L		SPCD		SpidCreateDownload

		1307		NP2L		SPMD		SpidModifyDownload

		1308		NP2L		SPDD		SpidDeleteDownload

		1309		NP2L		NXCD		NpaNxxCreateDownload

		1310		NP2L		NXMD		NpaNxxModifyDownload

		1311		NP2L		NXDD		NpaNxxDeleteDownload

		1312		NP2L		DXCD		NpaNxxDxCreateDownload

		1313		NP2L		DXMD		NpaNxxDxModifyDownload

		1314		NP2L		DXDD		NpaNxxDxDeleteDownload
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		1318		NP2L		PBCD		NpbCreateDownload

		1319		NP2L		PBMD		NpbModifyDownload
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The NPAC SMS XML Interface Specification contains the information model for the Number Portability Administration Center and Service Management System (NPAC SMS) mechanized XML interfaces. Both Service Order Activation (SOA) and Local Service Management System (LSMS or Local SMS) interfaces to the NPAC SMS are described in this document.
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The NPAC SMS XML Interface Specification is intended to document the specific details of the NPAC XML Interface.  To understand the NPAC and its interfaces this document must be used in conjunction with the NPAC Functional Requirements Specification (FRS) and the NPAC SMS Interoperable Interface Specification (IIS). For example, specific requirements for the XML interface are found in the FRS and the message flow diagrams for the both the CMIP and XML interfaces are found in appendix B of the IIS.

This document contains the following sections:

[bookmark: _Toc356377192]Section 1 Introduction ‑‑ This section describes the conventions and organization of this document. It also lists related documentation.

Section 2 Interface Overview ‑‑ This section contains an overview of protocol requirements and a brief description of the functionality provided in each interface.

[bookmark: _Toc356377194]Section 3 HTTPS Connections ‑‑ This section contains information on establishing and securing connections over the XML interface to the NPAC.

Section 4 XMLSchemaDefinition ‑‑ This section contains the XML Schema definition supporting the SOA to NPAC SMS interface and the NPAC SMS to Local SMS interface

Section 5 XML Messages ‑‑ This section contains a detail description of each XML message, as well as the attributes and behavior associated with the message.
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The documentation number of the XIS document will be Version X.Y.Z as follows:

X – will only be incremented when a new major release of the NPAC SMS system is authorized.  It will contain only the Change Orders that have been authorized for inclusion in this new major release.

Y – will only be incremented when a new sub-release of an existing release X is authorized.  It will contain only the Change Orders that have been authorized for inclusion in this new sub-release.

Z – will be incremented when documentation only clarifications and/or backward compatibility issues or other deficiency corrections are made in the document.  This number will be reset to 0 when Y is incremented.

a - will include a "lowercase letter" following the Z designation.  This "lowercase letter" will essentially serve as a version indicator for the release of the documentation, such that the X.Y.Za will be a unique identifier.  It will be used for both drafts and final versions.  The “lower case letter” shall be reset to ‘a’ when Z is incremented



For example, the first release of the XIS will be numbered 1.0.0.  If documentation only clarifications are introduced in the next release of the XIS document it will be numbered 1.0.1.  If requirements are added that require NPAC SMS software changes then the next release of the XIS document will be numbered 1.1.0.



This number scheme is intended to make the mapping between NPAC SMS and the FRS, IIS and XIS documentation consistent.

[bookmark: _Toc367590572][bookmark: _Toc368488114][bookmark: _Toc387211303][bookmark: _Toc387214216][bookmark: _Toc387214501][bookmark: _Toc387655196][bookmark: _Toc476614307][bookmark: _Toc483803293][bookmark: _Toc116975659][bookmark: _Toc336959509][bookmark: _Toc338686168][bookmark: _Toc394492770][bookmark: _Toc356377196][bookmark: _Toc356628641][bookmark: _Toc356628745][bookmark: _Toc356629176][bookmark: _Toc360606687]Document Version History



[bookmark: _Toc476614308][bookmark: _Toc483803294][bookmark: _Toc116975660][bookmark: _Toc336959510]Release 1.0.0 - Initial release of the XIS.

Release 1.1.0 – Release on 6/11/2013 – Contains updates from LNPAWG review.

Release 1.2.0 – Release on 6/28/2013 – Contains updates from LNPAWG review.

Release 1.3.0 – Release on 8/26/2013 – Contains updates from LNPAWG review.

Release 1.4.0 – Release on 10/18/2013 – Contains updates from LNPAWG review.

Release 1.5.0 – Release on 12/13/2013 – Contains updates from LNPAWG review.

Release 1.5.1 – Release on 02/14/2014 – Contains updates from LNPAWG review.

[bookmark: _Toc367590573][bookmark: _Toc368488115][bookmark: _Toc387211304][bookmark: _Toc387214217][bookmark: _Toc387214502][bookmark: _Toc387655197][bookmark: _Toc476614311]

[bookmark: _Toc483803297][bookmark: _Toc116975666][bookmark: _Toc336959511][bookmark: _Toc338686169][bookmark: _Toc394492771]References

[bookmark: _Toc356377197][bookmark: _Toc356628642][bookmark: _Toc356628746][bookmark: _Toc356629177][bookmark: _Toc360606688][bookmark: _Toc367590574][bookmark: _Toc368488116][bookmark: _Toc387211305][bookmark: _Toc387214218][bookmark: _Toc387214503][bookmark: _Toc387655198][bookmark: _Toc476614312][bookmark: _Toc483803298][bookmark: _Toc116975667][bookmark: _Toc336959512][bookmark: _Toc338686170][bookmark: _Toc394492772]Standards

RFC2616 - Hypertext Transfer Protocol -- HTTP/1.1

RFC5246 – The Transport Layer Security (TLS) Protocol, Version 1.2

[bookmark: _Toc356377198][bookmark: _Toc356628672][bookmark: _Toc356628747][bookmark: _Toc356629178][bookmark: _Toc360606689][bookmark: _Toc367590575][bookmark: _Toc368488117][bookmark: _Toc387211306][bookmark: _Toc387214219][bookmark: _Toc387214504][bookmark: _Toc387655199][bookmark: _Toc476614313][bookmark: _Toc483803299][bookmark: _Toc116975668][bookmark: _Toc336959513][bookmark: _Toc338686171][bookmark: _Toc394492773]Related Publications

[bookmark: _Toc356628673]Illinois Commerce Commission Number Portability Administration Center and Service Management System Request for Proposal (ICC NPAC/SMS RFP), February 6, 1996.

[bookmark: _Toc356628674]Lockheed Martin Team Response to the Illinois Commerce Commission Number Portability Administration Center and Management System Request for Proposal, March 18, 1996.

North American Number Council (NANC) Functional Requirements Specification, Number Portability Administration Center (NPAC), Service Management System (SMS).

North American Number Council (NANC) NPAC SMS Interoperable Interface Specification (IIS)

[bookmark: _Toc356628677][bookmark: _Toc356628748][bookmark: _Toc356629179][bookmark: _Toc360606690][bookmark: _Toc367590576][bookmark: _Toc368488118][bookmark: _Toc387211307][bookmark: _Toc387214220][bookmark: _Toc387214505][bookmark: _Toc387655200][bookmark: _Toc476614314][bookmark: _Toc483803300][bookmark: _Toc116975669][bookmark: _Toc336959514][bookmark: _Toc338686172][bookmark: _Toc394492774]Definitions

		Central Time 

(standard/daylight)

		This is the time in the central time zone, which includes daylight savings time.  It changes twice a year based on standard time and daylight savings time.  The NPAC SMS runs on hardware that uses this time.







		Activity Timestamp

		A timestamp the NPAC maintains on each object in the database to retain the “Origination Timestamp” for the last update made to a record.  The local system should also maintain this timestamp to capture the “Origination Timestamp” for the last update made for data received from the NPAC. This timestamp should contain milliseconds accuracy.





		Departure Timestamp

		A timestamp placed on the request just before it is sent. It should contain milliseconds accuracy.





		Local Time

		The time zone of the local user.  Most time representations in the NPAC OP GUI are represented in the user’s local time zone based on the PC’s clock setting.  The time zone label is included in time display in the GUI.

EST for Eastern Time Zone

CST for Central Time Zone

MST for Mountain Time Zone

PST for Pacific Time Zone



		Origination Timestamp

		[bookmark: OLE_LINK7]A timestamp when a request or reply is created (as distinguished from delivery). For example, in the NPAC this would be when a notification or download is created. Each request or reply sent over the XML interface must have an Origination Timestamp regardless of the system that originates the message. This timestamp should contain milliseconds accuracy.



		

		







[bookmark: _Toc394492775]Abbreviations



		CA

		Certificate Authority



		CLASS

		Custom Local Area Signaling Services



		CNAM

		Caller Id with Name



		CRL

		Certificate Revocation List



		HTTP

		Hypertext Transfer Protocol



		HTTPS

		Hypertext Transfer Protocol over SSL



		ISO 

		International Organization of Standardization



		ISVM

		Inter-Switch Voice Mail



		L

		Locality (certificate field)



		LIDB

		Line Information Database



		LNP

		Local Number Portability



		LRN

		Location Routing Number



		LSMS

		Local Service Management System



		LSPP

		Local Service Provider Portability



		MD5

		Message Digest (Version 5)



		NPAC SMS

		Number Portability Administration Center and Service Management System



		NPA

		Numbering Plan Area



		NXX

		Exchange



		OCN

		Operating Company Number



		OU

		Organizational Unit (certificate field)



		PEM

		Privacy-enhanced Electronic Mail



		RSA

		Encryption Scheme



		SOA

		Service Order Activation



		SMS

		Service Management System



		SSL

		Secure Sockets Layer



		TLS

		Transport Layer Security



		TN

		Telephone Number



		URI

		Uniform Resource Identifier



		UTC

		Universal Time Coordinated



		WSMSC

		Wireless Short Message Service Center



		XML

		Extensible Markup Language





Introduction



[bookmark: _Toc356628678][bookmark: _Toc356628749][bookmark: _Toc356629180][bookmark: _Toc356884296][bookmark: _Toc359916710][bookmark: _Toc360242612][bookmark: _Toc367590577][bookmark: _Ref368120728][bookmark: _Ref368125148][bookmark: _Toc368488119][bookmark: _Toc387211308][bookmark: _Toc387214221][bookmark: _Toc387214506][bookmark: _Toc387655201][bookmark: _Ref389469359][bookmark: _Toc476614315][bookmark: _Toc483803301][bookmark: _Toc116975670][bookmark: _Toc336959515][bookmark: _Toc338686173][bookmark: _Toc394492776]Interface Overview

2

[bookmark: _Toc356628679][bookmark: _Toc356628750][bookmark: _Toc356629181][bookmark: _Toc356884297][bookmark: _Toc359916711][bookmark: _Toc360242613][bookmark: _Toc367590578][bookmark: _Toc368488120][bookmark: _Toc387211309][bookmark: _Toc387214222][bookmark: _Toc387214507][bookmark: _Toc387655202][bookmark: _Toc476614316][bookmark: _Toc483803302][bookmark: _Toc116975671][bookmark: _Toc336959516][bookmark: _Toc338686174][bookmark: _Toc394492777]Overview

This specification defines the XML interfaces between the NPAC SMS and the service providers’ Service Order Entry System (SOA) and Local SMS (LSMS).  The XML interfaces, defined using the HTTPS protocol, are referred to as the SOA to NPAC SMS interface and the Local SMS to NPAC SMS interface.  All messages sent over the XML interface are done using the HTTPS POST operation with state-less, session-less connections. The interface operates with synchronous acknowledgements and a bidirectional client-server model.  Guaranteed sequencing of operations can only be obtained through the asynchronous reply, and NOT by the synchronous acknowledgement of the operation request. 

The sections that follow provide an overview of protocol requirements and a description of the functionality provided in each interface.  A complete description for the messages sent over the interfaces is provided in the Section 5, XML Messages and the message flow diagrams can be found in the IIS Appendix B, Message Flow Diagrams.
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The architecture of the NPAC XML interface is a client-server model where the system that originates a message (request or reply, explained below) always assumes the role of the client and the system that receives the message operates as a server. Anytime a system operates as a server it poses the networking challenge of clients requiring access through firewalls to communicate with the server. This challenge is solved in the NPAC XML interfaces by placing the requirement on the system acting as the server to open a firewall port for clients to access the server.  

When a server receives a request from a client, it’s responsible for validating the message and providing the synchronous acknowledgement to the client indicating the request has been received. After acknowledging the request, the server processes the request and determines the result. To communicate the result to the originator, the server must switch roles and become a client connecting to the request originator’s server, sending the reply and accepting the synchronous acknowledgement for the reply.

Each request or reply sent in the XML interface will include an invoke ID attribute that’s used to associate a reply to the original request. Invoke IDs are unique unsigned integer numbers (between 1 and 4,294,967,295) that originate in a request and must not be reused by the sender until the receiving system provides an asynchronous reply. To avoid confusion when diagnosing an issue, it’s recommended that reuse of invoke IDs occur as infrequently as possible.

Each server (SOA, LSMS, and NPAC) participating in the NPAC XML interface must provide a URL that clients use to access that system. The URL includes an IP address (Or DNS resolvable hostname) and port that uniquely identifies the connection point.  The server’s owner determines the IP address and port, and these values can change over time.  Therefore, the client software must be able to configure these settings dynamically.

Figure 1 shows the message flow for a SOA system acting as a client sending a request to the NPAC acting as a server. In this example, the SOA sends a NewSpCreateRequest (HTTPS Request) to the NPAC to initiate a port. The NPAC receives the request, validates it and then sends the synchronous acknowledgement to the SOA.

Request from SOA to NPAC
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Figure 1 - Request from SOA Client to NPAC Server





Figure 2 shows the message flow for the NPAC acting as client sending a reply to the SOA acting as a server. In this example, the NPAC sends a NewSPCreateReply (HTTPS Request) to the SOA providing the result of the NewSPCreateRequest. The SOA receives the reply, validates it and then sends the synchronous acknowledgement to the NPAC.





Reply from NPAC to SOA
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Figure 2 - Reply from NPAC Client to SOA Server
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The NPAC XML Interface uses an HTTPS/1.1 POST operation for origination of all messages and an HTTPS response for the synchronous acknowledgement. Each message contains an HTTPS header complying with Hypertext Transfer Protocol – HTTPS/1.1 - RFC2616 and an XML string in the body of the message. The XML string for both the request and the synchronous acknowledgement must successfully be parsed using the NPAC XML Schema described in Section 4, XML Interface Schema. 



HTTPS POST - Requests

POST / HTTP/1.1

Content-Type: text/xml

Content-Length: <nnnn>



<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>	

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<KeepAlive/>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>



HTTPS Response – Synchronous Acknowledgement



Success Example:

HTTP/1.1 200 OK

Content-Type: text/xml

Content-Length: 121



<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SyncAck xmlns="urn:lnp:npac:1.0" 

xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <sync_ack_status>

 <basic_code>success</basic_code>

  </sync_ack_status>

</SyncAck>



Failure Example:

HTTP/1.1 200 OK

Content-Type: text/xml

Content-Length: 121



<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SyncAck xmlns="urn:lnp:npac:1.0" 

xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <sync_ack_status>

 <basic_code>results_too_large</basic_code>

 <status_code>6101</status_code>

 <status_info>Payload size of 1000000 exceeds limit of 500000</status_info>

  </sync_ack_status>	

</SyncAck>
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The HTTPS protocol is relatively expensive in terms of connection establishment time.  Incurring the overhead of connection establishment for each message will have a significant negative impact on the throughput of the interface.  

To avoid this overhead for each message, HTTPS protocol has a feature called persistent connections.  Without the use of persistent connections, the HTTPS connection is closed immediately following the transmission of the reply to the first request.  When persistent connections are used, the connection remains open after the request or reply and synchronous acknowledgement have been exchanged.  This way, additional messages can be exchanged without any connection setup overhead.

The persistent connection feature (also known as HTTP Keep-Alive) is controlled through directives in the http header.  The directives can be used to indicate whether or not persistent connections are desired, how long the connection will be maintained during periods of silence, and how many requests can be processed before the connection is terminated.

For the NPAC XML interface, it is recommended that persistent connections are used, that the connection timeout value be set to 2 minutes, and that the maximum number of requests per persistent connection be unlimited.

Note that these settings apply to both the client and the server.  Local systems should set these values accordingly.  While the details of the HTTP protocol are beyond the scope of this document, it is expected that implementers will use toolkits to implement their connections, and those toolkits provide higher-level functions to control the persistent connections feature. 
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The NPAC system will allow multiple concurrent incoming HTTPS (server) connections for any SOA or LSMS system, up to a tunable limit. Once that limit is reached, attempts at making another connection will result in a synchronous acknowledgement with a basic_code of too_many_connections when the first request is sent on the connection. The NPAC system may make multiple concurrent outgoing HTTPS (client) connections to any one SOA or LSMS system, up to a tunable limit.

Idle connections in either direction may close based on the HTTP connection keep-alive timeout.

When using concurrent HTTPS connections, care must be taken to ensure message ordering is preserved across all the connections for the NPAC and each SOA and LSMS system. It is feasible that applying messages out of order can have an adverse impact on an LNP system. The mechanism that should be implemented on the NPAC, SOA, and LSMS systems to recognize out of order messages is a solution using origination timestamps to verify messages are being applied in the correct order.

Details about the timestamps used to validate message ordering:

· The ordering validation is done on these objects: SV, Pooled Block, NPA-NXX, NPA-NXX-X, LRN, and SPID).

· An “Origination Timestamp” is present in all messages.

· An “Activity Timestamp” is included in query replies and in the BDD for providers that support it.

· The xs:dateTime data type is used by both the "Origination Timestamp" and "Activity Timestamp" to allow inclusion of milliseconds. Anytime either timestamp is used in a message it must contain milliseconds.

· The NPAC will store an "Origination Timestamp" and an "Activity Timestamp" in the database for each object. 

· To minimize contention for Subscription Version objects, each contains two "Origination Timestamps", one for the New Service Provider fields and one for the Old Service Provider fields.



See Figure 3 for an example message flow that results in a reject of an out of order message.
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Each request sent by a SOA or LSMS must have an “Origination Timestamp”. This timestamp indicates when the request was set into motion, not the time the request was sent to the NPAC. It should go back to the point where the originator can ensure data consistency for the request. In the case of a batched message, each request will have its own timestamp.

When the NPAC processes the request, it will compare the “Origination Timestamp” in the message with the “Origination Timestamp” stored in the associated database object (or logical division of an object) being updated. If the timestamp in the message is older than the timestamp in the object, then the request is rejected with the basic_code in the asynchronous reply set to origination_ts_failure indicating it should be re-evaluated by the sender. Otherwise, the change will be applied, and “Origination Timestamp” associated with the database object will be updated to the timestamp in the requestors' message.

[bookmark: _Toc394492783]Notifications and downloads sent from the NPAC to the SOA/LSMS

Each download and notification sent from the NPAC will contain an “Origination Timestamp”. As the NPAC sets the "Origination Timestamp" it will also populate the "Activity Timestamp" on the database object with the same value to indicate broadcast activity has occurred on the database object.

When the SOA/LSMS system receives a notification or download it should compare the “Origination Timestamp” in the message with the “Origination Timestamp” stored on the database object being updated. If the timestamp in the message is older than the timestamp in the object, the SOA/LSMS system should determine the correct message order before applying the update  or fail the out-of-order notification or download with the basic_code in the asynchronous reply set to origination_ts_failure and the update should not be applied to local database. The SOA/LSMS system may need to query the NPAC to get the current version of the object. If the timestamp in the message is newer they should apply the update and set the “Origination Timestamp” associated with the database object to the timestamp in the message
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In the event that a service provider SOA or LSMS system is unavailable to respond or fails a message sent from the NPAC, the NPAC will continuously retry sending the message until successful delivery is achieved. In order to preserve message ordering, other messages queued to the SOA or LSMS system will be held waiting for successful delivery of the failed message. There are four different types of failures that can be encountered when initiating a message from the NPAC to a provider’s SOA or LSMS:

1. The NPAC fails in attempting to establish a connection to the HTTPS server provided by the SOA or LSMS system, or fails to receive a synchronous acknowledgement before the connection times out.

2. The NPAC is able to establish a connection to the SOA or LSMS system HTTPS server, but a synchronous acknowledgement message is returned with a failure status.  

3. The NPAC is able to establish a connection with the SOA or LSMS system HTTPS server and a successful synchronous acknowledgement is received, but no asynchronous reply is received before the established reply timeout period.  

4. The NPAC is able to establish a connection with the SOA or LSMS system HTTPS server and a successful synchronous acknowledgement is received, however, the asynchronous reply to the message indicates an error. 

In cases 1, 2, and 3 the default behavior of the NPAC system will be to continuously retry the message until successful. For case 4, subscription versions and pooled blocks will be automatically re-transmitted in the next housekeeping resend. For network data download and notifications, provider systems are responsible for either querying the NPAC or requesting a BDD. 

It is also important to note that in cases 1 and 2, the NPAC will repeatedly resend the same message until it can be delivered and a successful synchronous acknowledgement message is returned.  In cases where the local system can determine that the failure is due to a temporary condition that affects all messages (e.g. a database issue), the default behavior of allowing the NPAC to continuously retry the current message is desirable.  In cases where the failure is message specific (e.g. a software error is preventing the parsing of that particular message), it may be desirable to respond with an access_denied error to allow other messages to flow to the local system.

The NPAC will have the capability to turn off the continuous retries for any specific message or all queued messages for a SPID. When this is done, the SOA or LSMS system must take corrective action (a BDD, query, or audit) to recover what has been missed.
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This section describes the expected failover behavior of the NPAC, SOA and LSMS systems when using the XML interface. Each system provides a designated primary and secondary URL for clients to connect to their server. Under normal conditions, the system serving the primary URL will be responding by accepting requests while the system serving the secondary URL (if running) will be responding by denying requests with an error code of try_other_host. 

When the primary system needs to go down for only a short period of time (secondary will not take over), the primary will either not be responding (if down) or denying requests with an error code of try_same_host  (if partially up). The secondary system will be responding by denying requests with error code of try_other_host.

When the primary system goes down (scheduled or unscheduled) and the secondary is re-synchronizing to become active, the primary will be denying requests with an error code of try_other_host.  The secondary will be responding by denying requests with an error code of try_same_host. Once the secondary is done initializing, it will then start accepting requests.
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The following is an algorithm that can be used by the NPAC as well as service provider’s SOA and Local SMS client systems when trying to send a request to a LNP system providing an XML server:

try to send a request to the primary system URL if an error response was obtained check for failover error codes:

{ 

   switch (basic code) 

   { 

      case access_denied 

        find out what is causing the error and fix it 

        retry the request to the primary system URL

      case try_same_host 

        wait X seconds 

        retry the request to the same system 

      case try_other_host 

        wait X seconds

        retry the request to the secondary system URL

    } 

} 

else 

{ 

  # timeout - some type of network error has occurred 

  # a number of different things can be done: 

  # 

  #   wait X seconds

  #   try primary system URL

  # 

  #       or 

  # 

  #   find out what is causing the error and fix it 

  #   try the request on the primary system URL

  # 

  #       or 

  # 

  #   wait X seconds 

  #   execute this algorithm again substituting

  #   "secondary" for "primary" 

} 
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Out-Bound Flow Control is a mechanism used by the NPAC to ensure that it is not delivering messages to a local system faster than that local system can process the messages.  Under normal conditions the NPAC SMS sends messages to the SOA/LSMS and the SOA/LSMS is able to keep up with the NPAC, and Flow Control is not encountered.  However, under certain conditions (e.g. high volume or problems in the local system) that cause the SOA/LSMS to be unable to keep up with the messages sent from the NPAC SMS, Flow Control may be engaged.

For a SOA/LSMS that is currently in a normal state (not in Flow Control), the NPAC SMS monitors the number of outstanding messages (where the NPAC is awaiting an asynchronous reply) for that system.  While the number of outstanding messages is less than or equal to the Flow Control Upper Threshold (tunable value), the NPAC will continue to send to the system.  Once the number of outstanding messages is greater than the Flow Control Upper Threshold tunable, the NPAC engages Flow Control for the system, and no new messages are sent to the system.  

Once a system enters Flow Control, it will remain in Flow Control until the system replies to enough of the outstanding messages that the total number of outstanding messages reaches the Flow Control Lower Threshold tunable.

When a SOA/LSMS is in a Flow Control state the NPAC will hold both outstanding messages and deferred messages (messages that have not been delivered because the system is in Flow Control).  For all outstanding messages that were sent, NPAC response timers will apply and messages will be resent when they expire. For all messages NOT sent but held because the system is in Flow Control, the NPAC response timers will NOT be started.

Note that Flow Control only applies to new messages and does not apply to asynchronous reply messages.  For example, a SOA system that is in Flow Control will still be able to send requests to the NPAC, and will still receive asynchronous replies from the NPAC, but it will not receive new message from the NPAC such as Notifications and downloads.  Also, ProcessingError and application level KeepAlive messages are sent even when a system is in Flow Control.

Flow Control is implemented on the NPAC SMS side of the XML interface and it is optionally implemented on the SOA/LSMS.  The implementation of Flow Control by the sending system is independent of any implementation of Flow Control by the receiving system and is applicable on a per system basis.
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To provide flexibility for specifying query expressions the NPAC XML Schema provides a query_expression parameter defined as a text string. The following section defines the operations and the syntax of the expressions supported for the NPAC XML Interface. The following are general syntax rules for the query_expression:

· All parameters and enumerations are expected to be in abbreviated 4 character mnemonics.

· The values for integers and enumerations should NOT be enclosed with any delimiter (single quote, double quote, or parentheses).

· The values for all string and dateTime parameters are expected to be enclosed in single quotes, double quotes aren’t supported.

· Parentheses should be used to specify operand priority. 

· All date/time parameters should be in xs:dateTime format.

· Query expressions that cannot be processed will result in an asynchronous reply with a basic_code of invalid_data_values, and if supported, a status_code will be defined for this situation.

· Queries that would return too much data receive an asynchronous reply with a basic_code of results_too_large.  A new status_code will be defined for this situation.

· Queries that would return no data receive an asynchronous reply with a basic_code of not_found.  A new status_code will be defined for this situation.

· All of the query expression string is case insensitive except the values for string parameters that are enclosed in single quotes.
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For the AuditQueryRequest operation from the SOA, the NPAC must support the following query expressions for Audit objects: 



		Operation

		Direction

		Operands

		Parameters



		AuditQueryRequest

		SOA to NPAC

		<= 

<

>=

>

=

!=

AND

OR

NOT

		audit_id

audit_name









Example:

   (audit_name = 'Audit-1' OR audit_name='Audit-2')
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For the LrnQueryRequest operation from the SOA or the LSMS, the NPAC must support the following query expressions for LRN objects: 



		Operation

		Direction

		Operands

		Parameters



		LrnQueryRequest

		SOA to NPAC

LSMS to NPAC

		<= 

<

>=

>

=

!=

AND

OR

NOT

		sp_id

lrn_id

lrn_value

lrn_creation_timestamp







Example:

	   (lrn_creation_timestamp>='2004-04-01T15:00:00' OR lrn_value='1111110000')
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For the NpaNxxDxQueryRequest operation from the SOA or the LSMS, the NPAC must support the following query expressions for NPA-NXX-X objects: 



		Operation

		Direction

		Operands

		Parameters



		NpaNxxDxQueryRequest

		SOA to NPAC

LSMS to NPAC

		<= 

<

>=

>

=

!=

AND

OR

NOT

		sp_id

npa_nxx_x_id

npa_nxx_x_value

npa_nxx_x_effective_timestamp

npa_nxx_x_creation_timestamp

npa_nxx_x_modified_timestamp







Example:

(npa_nxx_x_value>='1111110' AND npa_nxx_x_value>='1111119')
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For the NpaNxxQueryRequest operation from the SOA or the LSMS, the NPAC must support the following query expressions for NPA-NXX objects: 



		Operation

		Direction

		Operands

		Parameters



		NpaNxxQueryRequest

		SOA to NPAC

LSMS to NPAC

		<= 

<

>=

>

=

!=

AND

OR

NOT

		sp_id

npa_nxx_id

npa_nxx_value

npa_nxx_effective_timestamp

npa_nxx_creation_timestamp

npa_nxx_modified_timestamp







Example:

	(npa_nxx_value>='111000' AND npa_nxx_value<='111999')
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For the NpbQueryRequest operation from the SOA or the LSMS, the NPAC must support the following query expressions for Number Pool objects: 



		Operation

		Direction

		Operands

		Parameters



		NpbQueryRequest

		SOA to NPAC

LSMS to NPAC

		<= 

<

>=

>

=

!=

AND

OR

NOT

		sp_id

block_id

block_status 1

block_dash_x

svb_lrn

svb_activation_timestamp

svb_broadcast_timestamp







Note:

1. The query_expression in an NpbQueryRequest is considered invalid if the only parameter it contains is block_status. 



Example:

   (block_id=17 OR block_id=7 OR block_id=71)
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Th QueryLsmsNpbRequest is sent from the NPAC to the LSMS when the NPAC is performing an audit.  In processing this message, LSMS must support the following query expressions for Number Pool Blocks: 



		Operation

		Direction

		Operands

		Parameters



		QueryLsmsNpbRequest

		NPAC to LSMS

		<= 

>=

=

AND

		block_dash_x

svb_activation_timestamp







Example:

(block_dash_x = '1111113' AND 

(svb_activation_timestamp >= '2012-09-28T15:00:00Z' AND

 svb_activation_timestamp  <= '2012-09-28T19:00:00Z'))"
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The QueryLsmsSvRequest is sent from the NPAC to the LSMS when the NPAC is performing an audit.  In processing this message, the LSMS must support the following query expression for SVs: 



		Operation

		Direction

		Operands

		Parameters



		QueryLsmsSvRequest

		NPAC to LSMS

		<= 

>=

=

AND

		sv_tn

svb_activation_timestamp











Example:



((sv_tn >= '1111119000' AND sv_tn <= '1111119049') AND 

	 (svb_activation_timestamp >= '2012-09-28T15:00:00Z' AND 

		  svb_activation_timestamp <= '2012-09-28T19:00:00Z'))
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For the SpidQueryRequest operation from the SOA or the LSMS, the NPAC must support the following query expressions for NPAC Customer objects: 



		Operation

		Direction

		Operands

		Parameters



		SpidQueryRequest

		SOA to NPAC

LSMS to NPAC

		<= 

<

>=

>

=

!=

AND

OR

NOT

		sp_id







Example:

	(sp_id='1111' OR sp_id='5555')
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For the SvQueryRequest operation from the SOA or the LSMS, the NPAC must support the following query expressions for SV objects: 



		Operation

		Direction

		Operands

		Parameters



		SvQueryRequest

		SOA to NPAC

LSMS to NPAC

		<= 

<

>=

>

=

!=

AND

OR

NOT

		sp_id 2

sv_tn 3

sv_id

sv_status 1

sv_lnp_type 1

sv_porting_to_original_sp_switch 1

sv_precancellation_status 1

svb_lrn

sv_old_sp

sv_old_sp_due_date

svb_new_sp 2

svb_new_sp_due_date

svb_creation_timestamp

svb_activation_timestamp

svb_broadcast_timestamp







Notes:

1. The query_expression in an SvQueryRequest is considered invalid if the only parameter it contains is one of the following:

· sv_status

· sv_lnp_type

· sv_porting_to_original_sp_switch

· sv_precancellation_status

2. The “not” operator and "!=" operator may not be used in conjunction with the sv_tn parameter.  A query that includes such a term will return a basic_code with a value of invalid_data_values.



3. The parameters sp_id and svb_new_sp both map to the SPID of the new SP for an SV. 



Example:	

	(svb_new_sp='1111' AND (sv_tn>='1111110000' AND  sv_tn<='1111119999'))
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Information is provided on how the NPAC handles the XML string as well as how providers system should deal with Activate and Modify downloads that contain the XML structure svb_optional_data. Disconnects are not covered here because they don’t contain the XML svb_optional_data structure. If a SOA request contains multiple optional data fields with the same field name, the first of the duplicates will be used.

· Activate – The svb_optional_data structure contains only those fields supported by the provider and specified in the create request.

· Provider systems should store the fields specified in the message.

· Modify - The svb_optional_data structure contains only those fields supported by the provider and that were modified in the modify request. 

· If the modify removed a value from an optional field, it is included in the svb_optional_data structure with an od_value of nil.

· Provider systems should modify only the fields specified in the message. Any other optional fields should be retained.

· Downloads resulting from an Audit - The svb_optional_data structure is included only for fields supported by the provider.

· Only the optional data fields supported by an LSMS are audited.

· Only the optional data fields supported by the auditing SOA are returned to the SOA in the discrepancy notifications

· For Modify downloads that result from an Audit:

· The svb_optional_data contains all fields supported by the provider, regardless of whether or not that individual field was discrepant, and regardless of whether or not the NPAC’s subscription version has values for those fields. 

· Fields not supported by the provider are omitted even if they were returned in the Audit query reply from the LSMS.

· Fields supported by the provider but not present in the NPAC’s subscription version are included with a od_value of nil.

· Provider systems should store the fields as specified above for Activate or Modify downloads.

· Notifications – 

· For a create notification (Number Pool Block only), the svb_optional_data structure contains only fields supported by the provider and specified in the create request.

· For an AVC the svb_optional_data structure contains only those fields supported by the provider that were modified. If a supported field is removed, it is included in the structure with a od_value of nil.

· BDD - Each field supported by the provider has a position in the BDD record.

· For fields supported by the provider but not present in the NPAC’s subscription version, the field is included in the string with an empty value (two adjacent pipe characters).

· For fields not supported by the provider, no field placeholder is included in the string (no adjacent pipe characters).

· Provider systems should replace all fields with those in the BDD.



Please refer to www.npac.com for a complete list of optional data fields supported by the NPAC. Specifically, the XML schema file, XML Specification (XIS), and the excel spreadsheet that maps schema attributes long names to the 4 character abbreviated names can all be found in the NPAC software release documentation. To find these on the NPAC website, select "The NPAC", "Software Releases", and then the desired release number from the listed on the left side of the screen.
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Delete messages are not sent for subscription versions set to old as a result of subsequent porting activity. Delete messages for subscription versions are only sent as a result of disconnect or port to original processing.  Local SMS systems are responsible for deletion of the subscription versions in their Local SMS database due to the fact that some LSMS implementations may choose to retain old subscription versions in their database.
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Generally, errors can be transmitted to a remote system in two ways:

· In the synchronous acknowledgement of an http post operation.

· In the asynchronous reply to a previous request.

For the second form above, most of the time error information is contained within a reply message whose type is associated with the request message that caused the error (e.g. an NewSpCreateReply would contain error information for a received NewSpCreateRequest).  However, in rare circumstances, it might not be possible to determine the specific reply message type.  For example, this will happen when the incoming XML cannot be parsed.  In these cases, a generic ProcessingError message is generated.  Details of the ProcessingError message are found in section 5 of this document. 

Both synchronous and asynchronous error reporting make use of the BasicStatus XML structure.  This structure contains a basic_code element indicating a high level indication of the success or failure status of the operation.  The table below indicates each of the possible values as well as whether the value is possible in a synchronous acknowledgement, asynchronous reply, or both:



		basic_code 

		Sync Ack

		Async Reply



		success

		Indicates the message was received successfully.

		Indicates the message was processed successfully.



		failed

		N/A

		Indicates there was a general failure in processing the message.



		soa_not_authorized

		N/A

		Indicates the requesting system is not authorized to perform the requested operation.



		not_found

		N/A

		Indicates the data requested in the operation was not found.  For example, a query found no records.



		invalid_data_values

		Indicates there is a problem with the departure time. Correct the date/time and resend the message.

		Indicates an invalid data value was specified in the requested operation.



		already_exists

		N/A

		Indicates the data requested in the operation already exists.



		prior_to_effective_date

		N/A

		Indicates the operation cannot occur before an effective date on this object or a related object has been reached.



		invalid_subscription_versions

		N/A

		Indicates the subscription versions referenced are not valid for this operation.



		results_too_large

		Indicates that a batch of messages contains too many requests/replies or too many bytes.  The configuration of both systems need to be reviewed and changed to agree. The requesting system should then retransmit the requests/replies.

		Indicates the results of a query operation contain too many records or too many bytes.



		too_many_connections

		Indicates the requesting system has opened too many connects to the remote system.  The requesting system should shut down a connection and resend the message.

		N/A



		try_other_host

		Indicates the requesting system has contacted the remote system at the idle host and should attempt a new connection at the alternate host.

		N/A



		try_same_host

		Indicates the requesting system has contacted the remote system while it is still being initialized, and a new connection to this same host should be attempted shortly.

		N/A



		access_denied

		Indicates there was an error in the HTTP operation, a security error such as a bad certificate, or an error in the XML header attributes. Typically, these errors require a system change to correct. Attempting to resend the message will likely continue to fail.

		Indicates the requesting system is not authorized to perform the requested operation.



		origination_ts_failure

		N/A

		Indicates the operation could not be completed because the origination timestamp in the request is older than the origination timestamp in the receiving system’s database.





Table 1 – basic_code Usage Details



The basic_status structure also contains optional status_code and status_info fields.  Providers can opt-in to receive these fields.  The status_code indicates a more precise indication of any failure and the status_info contains a string that complements the status_code with specific information.



The table below lists details about specific SyncAck error scenarios and the approach used to report the error in the BasicStatus structure:



		Error Scenario

		basic code

		status code

		status info



		HTTP message is not “POST HTTP/1.1”

		access denied

		14517

		Only POST-HTTP/1.1 accepted - received XXX-YYY



		Certificate CN is not the connection SPID

		access denied

		14512

		Client certificate validation failure



		Certificate OU is not the connection system type

		access denied

		14512

		Client certificate validation failure



		Certificate L is not the connection region

		access denied

		14512

		Client certificate validation failure



		Certificate not found/supplied

		access denied

		14513

		No inbound client certificate



		Message header fields (schemaversion, spid, key, region, message direction) not valid

		access denied

		14514

		MessageHeader schema, spid, key, region, msgXtoY validation failure



		Message batch count too large

		results too large

		14515

		Payload message count of 99999 exceeds limit of 99999



		Message size too large

		results too large

		14516

		Payload message size of 99999 exceeds limit of 99999



		Departure time invalid

		invalid data values

		9001

		Departure time XXXXXX is not valid/UTC format



		Departure time out of range

		invalid data values

		14506

		Departure time XXXXXX not within 999 seconds of YYYYYY



		Too many XML connections established

		too many connections

		N/A

		N/A



		System needs to retry connection to same host

		try same host

		N/A

		N/A



		System needs to try connection to other host

		try other host

		N/A

		N/A





Table 2 – Detailed SyncAck Error Scenarios

 

For SOA and LSMS systems sending an asynchronous response message that contains the optional status_code or status_info parameters, it should be noted that the NPAC system considers only the basic_code in the processing the response. The status_code and status_info parameters may be specified by the SOA/LSMS systems and the NPAC will record these parameters in the log, but it will not use them in processing the response.



For LSMS download reply messages, some basic_code values have specific meanings, as follows:



· not_found – For a reply to an SvDeleteDownload or an NpbDeleteDownload, the NPAC will treat this as a successful reply.

· already_exists – For a reply to an SvCreateDownload or an NpbCreateDownload, the NPAC will treat this as a successful reply.



Interface Overview
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This section describes the security and connection management procedures for the service provider SOAs and Local SMSs to follow, and how error information will be passed between interfaces.

The first section describes the security and authentication procedures used in the NPAC SMS interface. The second section describes the NPAC SMS's behavior and error handling and suggests how a service provider SOA or Local SMS should proceed when establishing a connection.
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This section describes the security processes and procedures necessary for service provider SOA systems and Local SMSs to establish a secure connection and maintain secure communication with the NPAC SMS.  TLS server and client authentication is used to establish and maintain secure connection for all communication. Security threats to the NPAC SMS include:

· Spoofing - An intruder may masquerade as either the SOA, Local SMS, or NPAC SMS to falsely report information.

· Message Tampering - An intruder may modify, delete, or create messages passed.

· Denial or Disruption of Service - An intruder may cause denial or disruption of service by generating or modifying messages.

· Diversion of Resources - An intruder may generate or modify messages that cause resources to be diverted to unnecessary tasks.

· Slamming - An intruder may generate or modify messages that cause customer’s service to be moved between service providers.

Security threats are prevented in the NPAC SMS by use of the following methods:

· Strong two way authentication at association.

· Insuring data integrity by detection of replay, deletion, or modification to a message.

· Insuring non-repudiation of data by guaranteeing integrity and supporting data origination authentication for each incoming message.

· Enforcement of server and client certificate authentication and application level spid and key authentication that allows only authorized parties to cause changes to the NPAC SMS database. 
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The NPAC uses standard X.509 certificates and CRLs as part of the authentication mechanism for both clients and servers.  The certificate is a document that contains some basic identifying information about a system, along with a public key that can be used to initiate a secure connection to that system.  Certificates are digitally signed by a trusted authority prior to use.  CRLs are issued by the same trusted authority and are used to revoke certificates that are no longer valid.

In most web-base secure communications, certificates can be signed and authenticated by any number of publically trusted CAs (e.g., Equifax).  In the NPAC XML interface, the only trusted authority is the NPAC Certificate Authority (CA).  This means that a certificate signed by any CA other than the NPAC CA won’t be recognized when connecting to the NPAC.

The following is an overview of the process for requesting and using certificates for use with the NPAC XML interface:



· The provider obtains the public certificate for the NPAC Certificate Authority (CA) and installs it in their system.  Installation means that the certificate is available to validate certificates that are supposedly signed by the NPAC CA.

· The provider fills out an XML Certificate Request Form and sends it to the NPAC Certificate Authority.

· The NPAC Certificate Authority creates and signs the certificate and returns it to the provider.

· The provider installs their signed certificate.  Installation means that the signed certificate is available when the NPAC requests the provider’s certificate during establishment of a secure session.

· During a provider’s normal execution over the XML interface, a connection is formed from the provider’s system to the NPAC, and another connection is formed from the NPAC to the provider’s system.  For each of these connections, the client requests the certificate of the server, and the server requests the certificate of the client.  The authenticating party then uses the CA certificate to authentic the certificate of the other party.

· If a certificate is compromised (lost, stolen, etc.), contact the NPAC help desk to have the certificate revoked.



[bookmark: _Toc338686200][bookmark: _Ref339946838][bookmark: _Toc394492805]The NPAC Certificate Authority

The NPAC maintains a Certificate Authority (CA) for the purpose of signing certificate requests from providers for use in the NPAC XML interface.  The NPAC CA will accept XML Certificate Requests from providers as specified in the NPAC XML Certificate Trust Authority M&P that can be found at https://www.npac.com/npac-user/access-connectivity/npac-xml-certificate-trust-authority.

Processing of the  XML Certificate Request results in a signed certificate.  The file is in Privacy-enhanced Electronic Mail (PEM) format, and is emailed back to the requester.

The NPAC CA also issues a Certificate Revocation List (CRL) on a periodic basis.  The CRL contains a timespan that it is valid and serial numbers of certificates that have been revoked. A new CRL will be issued every 24 hours and will be valid for 7 days.  The CRL file will be in PEM format.



[bookmark: _Toc338686201][bookmark: _Toc394492806]Using Certificates at Runtime

There are two certificates that are required for a local system to properly communicate with the NPAC.

The first is the local system’s signed certificate.  The process for obtaining this certificate is described in section 3.3.1.  This certificate file must be accessed by the local system when it is connecting to the NPAC, because the NPAC will ask for it during the setup of the TLS connection.  This certificate must also be accessed when the NPAC is connecting to the local system, where the local system is acting as a server.  In this case as well, the NPAC will ask for the local system’s certificate.  As part of validating the certificate, the NPAC will validate the following:



· The certificate has been signed by the NPAC CA.

· The CN in the certificate matches the sp_id field in the message header of the XML message.

· The OU in the certificate matchs the type of connection (SOA or LSMS or ‘*’).

· The L in the certificate matches the NPAC region (or ‘*’).



The second certificate required by the local system is the public certificate of the NPAC CA.  This certificate is required so that the local system can validate that the remote system it is talking to is in fact the NPAC system.  When communicating with the NPAC, the local system will act as both a client and a server.  In both cases it will request the certificate of the other party as part of the TLS secure connection setup.  In this case the other party should be the NPAC.  The NPAC system itself also operates with a certificate that is signed by the NPAC CA.  The local system must use the NPAC CA’s public certificate to validate that the certificate returned has been signed by the NPAC CA.  Additionally, it must validate that the CN field in the certificate is the four-character NPAC SPID for the region in question, the OU field in the certificate is “NPAC”, and that the L field in the certificate is the 2-character NPAC region.  The following table shows the NPAC SPID value and NPAC Region value for each region:



		Region

		NPAC SPID Value

		NPAC Region Value



		Midwest

		0000

		MW



		Mid-Atlantic

		0001

		MA



		Northeast

		0002

		NE



		Southeast

		0003

		SE



		Southwest

		0004

		SW



		Western

		0005

		WE



		West Coast

		0006

		WC



		Canada

		0007

		CA





Table 3 - NPAC Region Information



Note that unlike typical Internet Browser HTTPS authentication, the certificate’s CN is not used to validate the hostname or IP address of the server.  The CN in the certificates used for the NPAC XML interface contain the SPID value, not the hostname.  Therefore, any attempt to perform hostname validation will fail.

[bookmark: _Toc394492807]Using CRLs at Runtime

When a new CRL is issued, it should be incorporated into the LNP system and any cache used for certificates should be cleared.  A new CRL will be issued every 24 hours and will be valid for 7 days. Access to the latest CRL will be via a pair of URLs, one for the primary site and one for the secondary site. Each CRL has has a limited timespan that it's valid; failure to update the CRL may result in the inability to communicate with the NPAC.



[bookmark: _Toc394492808]Service Provider Keys

As an additional level of security, a key will be issued for each system that makes connections over the XML interface. The NPAC will have a key that it includes in all messages and SOA/LSMS systems are responsible to verify the key. Likewise, the SOA/LSMS systems will have a key that is included in all the messages it sends. The NPAC is responsible to verify the key is correct. 

HTTPS Connections

All keys will be distributed by the NPAC. The process used to distribute and update these keys will be documented in an M&P and supported by NPAC personnel.  The NPAC will support the ability to use a different pair of keys (NPAC and SOA/LSMS) for each system in each region, or to use the same pair of keys for the SPID as a whole (SOA and LSMS), as well as cross-regionally.  Operationally, the normal configuration will be to use a different set of keys for each system in each region.  The NPAC key will never be shared across SPIDs.
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[bookmark: _Toc476614390][bookmark: _Toc483803376][bookmark: _Toc116975752]The latest version of the XML Schema definition is available on the NPAC website (www.npac.com). Specifically, the XML schema file, XML Specification (XIS), and the excel spreadsheet that maps schema attributes long names to the 4 character abbreviated names can all be found in the NPAC software release documentation. To find these on the NPAC website, select "The NPAC", "Software Releases", and then the desired release number from the listed on the left side of the screen.



The schema is organized into the following sections:



· Simple and complex attribute definitions

· Structures primarily associated with the SOA messages

· Structures primarily associated with the LSMS messages

· Definitions for messages from the SOA to the NPAC

· Definitions for messages from the NPAC to the SOA

· Definitions for messages from the LSMS to the NPAC

· Definitions for messages from the NPAC to the LSMS



Refer to section 5 – XML Interface Messaging for details on individual messages and their attributes.



There are several conventions used in the schema in an attempt to provide a consistent and logical representation of the messages:



· Requests from the SOA/LSMS to the NPAC all end with “Request”.  For example, NpbQueryRequest and ActivateRequest.

· Replies to previous requests always end with the “Reply”.  For example, NpbQueryReply and ActivateReply.

· Generally speaking, messages that disseminate NPAC objects are called downloads.  Examples of NPAC objects include subscription versions, pooled blocks, LRNs, NPANXXs, DashX and SPID.  In all cases, these download messages are sent to all providers when data needs to be broadcast.  In most cases, the entire object is included in the message (this is true for create downloads, but not modify or delete downloads).  All of these messages end with “Download”.  For example, LrnDeleteDownload and SvCreateDownload.  Downloads are present for both the SOA and LSMS branches of the schema.

· Generally speaking, messages that alert one or more local systems of some activity in the NPAC are called notifications.   For example, when a new subscription version is created, or when a response timer has expired.  Most notifications are related to activity on subscription versions and pooled block objects, and are sent only to the providers that are directly associated with the object (i.e. they are the old or new provider on the subscription version, or are the block holder for the pooled block).  However, there are a few exceptions to this – for example, the NewNpaNxxNotification and the LnpSpidMigrationNotification messages are sent to all local systems.  Notifications typically include only the subset of NPAC object data relevant to the action being notified, rather than the entire object.  All of these messages end with Notification.  For example, SvObjectCreationNotification and SvAttributeValueChangeNotification.  Notifications are present for both the SOA and LSMS branches of the schema, but most are specific to the SOA interface.

· While there are many types of Downloads and Notifications, the reply to any one of these messages is DownloadReply and NotificationReply respectively.

· There are several lexical conventions used in the schema:

· A prefix of Npb in a message name indicates the message is related to a Number Pooled Block.

· A prefix of Sv in a message name indicates the message is related to a Subscription Version.

· A prefix of svb is used for any attribute that can exist in either a Subscription Version or a Number Pooled Block.

· Attribute names are lower-case and have segments separated with underscores (e.g. svb_lrn).  Message names and data types are mixed case, with segments using upper-case (e.g. SpidCreateDownload, NumberString).



All date-time fields in the LNP XML schema use the standard dateTime type defined by W3.org.  Example fields from the schema that use this type are npa_nxx_effective_timestamp and svb_creation_timestamp.  The dateTime type consists of a date string, the character T, and a time string that may include 3digits of fractions of a second.  Unless explicitly stated to require fractions of a second, all date-time strings should be formatted as follows:



"YYYY-MM-DDThh:mm:ssZ"



The format of the date-time strings that contain miliseconds is as follows:



"YYYY-MM-DDThh:mm:ss.fffZ"





Listed below are examples of the accepted date-time formats: 



		Specification

		Example

		Meaning



		The character Z

		<startdate>2012-05-30T09:30:10Z</startdate>

		The string is interpreted with a timezone of UTC



		The character Z with fractions of a second included

		<startdate>2012-05-30T09:30:10.219Z</startdate>

		The string is interpreted with a timezone of UTC





Table 4 - Date/Time Formats









XML Interface Schema
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The XML Schema document is the official description of the XML interface for the SOA and LSMS.  This section provides commentary and examples to further describe and clarify the interface.



Note that while the runtime schema uses abbreviated names for the XML tags, the schema described here is the equivalent long form.  The shorter form provides operating efficiencies for the runtime system, but is somewhat harder to read.  

[bookmark: _Toc336959561][bookmark: _Toc338686204][bookmark: _Toc394492811]Message Structure



At the highest level, the schema messages are divided into two separate branches – one for the SOA and one for the LSMS.  However, there are similarities within each of these branches.  Each message consists of three sections – an XML header, a message header and the message contents.



The following is an example XML message that shows these three sections:



[bookmark: OLE_LINK1][bookmark: OLE_LINK2]<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" 

xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<lsms_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SpidQueryRequest/>

</Message>

</lsms_to_npac>

</MessageContent>

</LSMSMessages>



The first line is the XML header (not the Message Header) and identifies the XML version (not the schema version), the "UTF-8" character encoding, and an indication this document is using an external reference with the "standalone=no" declaration.



The second line is the main envelope for the message, and identifies that this is a message for the LSMS branch (as opposed to the SOA branch) of the schema.  Additionally, the default namespace (urn:lnp:npac:1.0) and the xsi namespace (http://www.w3.org/2001/XMLSchema-instance) are defined.



Within the main envelope are two structures.  The first is the MessageHeader and the second is the MessageContent.  



The message header consists of 5 mandatory fields:



		Header Field Name

		Description



		schema_version

		The version of the schema being used by the message originator.  This may be used in future versions to provide for backward compatibility.  The message originator should populate this field with the version of the schema it is using.  The version number must be of the form A.B, where A and B are integers greater than or equal to 0.  In addition to this syntactic checking, the NPAC may reject messages with an un-recognized schema version.



The schema version can be found in the schema itself, in a comment section near the beginning of the document, in a line that looks like this:

 

	Schema Version: 1.1		





		sp_id

		The 4 character identifier used to identify this provider in the NPAC.



		sp_key

		The key for this system.  The key is specific to each XML system (i.e. a SOA or LSMS system for a particular SPID).  The key is provided by the NPAC administrator.  The key is a character field with a maximum length of 12. Alphabetic, numeric, and punctuation (except a pipe '|') characters are allowed. 



		npac_region

		The region for which this message is intended.  This field is an enumeration with the following possible values:



· midwest_region

· midatlantic_region

· northeast_region

· southeast_region

· southwest_region

· western_region

· westcoast_region

· canadian_region







		

departure_timestamp

		The time when the message was transmitted.  The NPAC will reject messages that are too old, as measured by the difference between the current time and the value in this field.  The allowable time differential is a configurable parameter in the NPAC. This timestamp should contain milliseconds accuracy.





Table 5 - Message Header Fields

 



The MessageContent tag follows the MessageHeader.  The first tag within the MessageContent indicates the direction that this message is flowing – in the example the message is going from the LSMS to the NPAC (other possible tag include npac_to_lsms, soa_to_npac, and npac_to_soa).   The next structure is the Message.  This structure includes a set of standard fields common to all types of messages for that direction, as well as any other fields specific to the message.  In this example the message is very simple, and just includes a single tag (SpidQueryRequest).



The following table describes the common fields within the message structure.  Some fields only apply to the SOA portion of the interface, as indicated:



		Directions

		Field Name

		Description



		npac_to_soa

soa_to_npac

npac_to_lsms

lsms_to_npac



		invoke_id

		A unique unsigned integer (between 1 and 4,294,967,295) that originates in a request, and is included in the associated reply message.  The originator must not reuse an invoke id value until the receiving system provides an asynchronous reply. To avoid confusion when diagnosing issues, it’s recommended that reuse of invoke IDs occur as infrequently as possible.



		npac_to_soa

soa_to_npac



		secondary_sp_id

		Used by a service bureau when submitting a request on behalf of their secondary spid.  The value of the field is set to the secondary spid.  The sp_id in the message header is set to the primary spid.



Reply messages also have this field populated with the secondary spid value when their associated request came from a service  this field populated when their associated request d:riod to allow easy identification of a message in log bureau on behalf of a secondary spid.



In notification and download messages generated for a secondary spid, this field is populated with the secondary spid value.



This field only exists for the SOA portion of the interface.



		npac_to_soa

soa_to_npac



		request_sp_id

		The field is used by a delegate when they are submitting a request on behalf of a grantor spid.  The value of the field is set to the grantor spid.  The sp_id in the message header is set to the delegate spid.



Reply messages also have this field populated with the grantor spid value when their associated request came from a delegate spid on behalf of the grantor spid.



In notification messages generated for a delegate spid due to their delegate relationship with a grantor, this field is populated with grantor spid.  This allows the delegate spid to understand which grantor spid the notification belongs to.



In notification messages generated for a grantor spid as a result of an action performed by their delegate, this field is populated with delegate spid.  This allows the grantor spid to recognize that it was the delegate spid who performed the operation that resulted in this notification.



This field only exists for the SOA portion of the interface.



		

npac_to_soa

soa_to_npac

npac_to_lsms

lsms_to_npac



		

origination_timestamp

		A timestamp indicating when a request or reply is created (as distinguished from delivery). For example, in the NPAC this would be when a notification or download is created. Each request or reply sent over the XML interface must have an Origination Timestamp regardless of the system that originates the message. This timestamp should contain milliseconds accuracy.  



This timestamp should never be later than the departure timestamp in the message header.



		soa_to_npac

		initiator_suppression

		This field specifies no value, but when present indicates notifications for this request should be suppressed to the initiator/self of the request. The initiator of the request is determined from the sp_id field in the message header and is always independent of any delegation mechanism used to act on behalf of another provider.



		soa_to_npac

		request_sp_id_suppression

		This field can be specified with a value as one of three enumerations:

· suppress_provider 

· suppress_delegates

· suppress_provider and delegates



		soa_to_npac

		other_sp_id_suppression

		This field can be specified with a value as one of three enumerations:

· suppress_provider 

· suppress_delegates

· suppress_provider and delegates





Table 6  - Message Specific Common Fields



For messages coming from the SOA to the NPAC, the NPAC considers three fields to determine which SPID is actually issuing the request.  The determination is made by examining the fields in the following order:

· the request_sp_id from the message_content (if populated), 

· the secondary_sp_id from the message_content (if populated)

· The sp_id from the message_header (always populated).



For example, for a message that specifies the sp_id as 1111 and a request_sp_id as 2222, the NPAC will evaluate the message as if it was requested by spid 2222.

[bookmark: _Toc394492812]Notification Suppression



Notification suppression allows SOA systems to send requests to the NPAC indicating the notifications typically created and sent to the SOA shouldn't be generated for this request. In some scenarios such as mass updates or TN reassignment, notifications are not needed for normal operations. The XML MessageContent fields initiator_suppression, request_sp_id_suppression, and other_sp_id_suppression can be used in a SOA request to suppress notifications to any combination of:

· the SOA system making the request.

· the SOA system for a grantor of the provider making the request.

· the SOA systems for delegates of the provider making the request.

· the SOA system for the grantor of the other provider when both new and old providers are involved in a request.

· the SOA system of the delegates of the other provider when both new and old providers are involved in a request.



Listed below are examples of partial XML messages with MessageContent sections that contain the notification suppression fields for the scenarios above:



SOA system suppressing notifications to self/initiator:

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<initiator_suppression/>

<ActivateRequest>

<sv_id>1000</sv_id>

</ActivateRequest>

</Message>

</soa_to_npac>

</MessageContent>







SOA system suppressing notifications to their grantor:



<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>

<request_spid>2222</request_spid>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<request_sp_id_suppression>suppress_provider

   </request_sp_id_suppression>

<ActivateRequest>

<sv_id>1000</sv_id>

</ActivateRequest>

</Message>

</soa_to_npac>

</MessageContent>



SOA system suppressing notifications to their delegates or delegates of their grantor:



<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>

<request_spid>2222</request_spid>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<request_sp_id_suppression>suppress_delegates

   </request_sp_id_suppression>

<ActivateRequest>

<sv_id>1000</sv_id>

</ActivateRequest>

</Message>

</soa_to_npac>

</MessageContent>



SOA system suppressing notifications to the other provider when both new and old providers are involved in a request:



<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>

<request_spid>2222</request_spid>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<other_sp_id_suppression>suppress_provider

   </other_sp_id_suppression>

<CancelRequest>

<sv_id>1000</sv_id>

</CancelRequest>

</Message>

</soa_to_npac>

</MessageContent>







SOA system suppressing notifications to the delegates of the other provider when both new and old providers are involved in a request:



<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>

<request_spid>2222</request_spid>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<other_sp_id_suppression>suppress_delegates

   </other_sp_id_suppression>

<CancelRequest>

<sv_id>1000</sv_id>

</CancelRequest>

</Message>

</soa_to_npac>

</MessageContent>



The notification suppression attributes may be combined as well, for example a SOA system suppressing notification to new and old providers as well as new and old provider's delegates:



<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>

<request_spid>2222</request_spid>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<request_sp_id_suppression>suppress_provider_and_delegates

   </request_sp_id_suppression>

<other_sp_id_suppression>suppress_provider_and_delegates</other_sp_id_suppression>

<CancelRequest>

<sv_id>1000</sv_id>

</CancelRequest>

</Message>

</soa_to_npac>

</MessageContent>



[bookmark: _Toc394492813]Authorizations

Anytime the NPAC receives a request that contains notification suppression for any SPID except their own, it will be validated against a table of authorizations. Requests that are made to suppress notifications without authorization won't fail, but notifications won't be suppressed. Entries in the authorization table are created when a provider calls the NPAC help desk and requests a notification suppression relationship be added for their SPID. These relationships can be specified as a request initiating SPID and a notification destination SPID. For example, if SPID 1111 contacts the NPAC and requests a notification suppression relationship be established with SPID 2222, then SPID 2222 is authorized to send requests to the NPAC that include notification suppression for their SPID as well as SPID 1111. 

For providers that utilize the grantor/delegate feature, a grantor can be included in the notification suppression relationship. For example, SPID 1111 contacts the NPAC and requests a notification suppression relationship be established with SPID 2222 where SPID 3333 is the grantor. This means that SPID 2222 is authorized to send requests to the NPAC that include notification suppression for SPID 1111 when the request specifies SPID 3333 as the grantor.



[bookmark: _Toc394492814]Options

Refer to Table 7 for details on which notification suppression requests require authorization and which options can be specified for a given role of the requestor. Requests that are made with incorrect options for a role or requests that are made with correct options, but without a required authorization relationship will result in the request being processed and notifications won't be suppressed.





		

		                 Notification Suppression Options



		Role of SPID Sending Request

		Initiator/Self

		Grantor

		Delegate(s)

		Other SPID

		Delegate(s) of Other SPID



		

		

		

		

		

		



		BAU SPID

		Y

		N/A

		N/A

		Y

		Y



		Delegate

		Y

		Y

		Y

		Y

		Y



		Grantor

		Y

		N/A

		Y

		Y

		Y



		

		

		

		

		

		



		(shading)

		 = Authorization required from the SPID being suppressed





[bookmark: _Ref394308455]Table 7 - Notification Suppression Options



[bookmark: _Toc336959562][bookmark: _Toc338686205][bookmark: _Toc394492815]Message Batching



The preceding text shows that XML message can be divided into several distinct parts – the XML Header, the Message Header, and the Message Content.  Within the MessageContent we have the request or reply itself (the Message tag).  However, the MessageContent can contain more than 1 request or reply, as shown in the example below (only the MessageContent portion is shown):



<MessageContent>

<lsms_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SpidQueryRequest/>

</Message>

<Message>

<invoke_id>262</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<DownloadReply>

<basic_code>success</basic_code>

</DownloadReply>

</Message>

</lsms_to_npac>	

</MessageContent>





This XML message contains a request (SpidQueryRequest) and a reply (DownloadReply).    



Batching of requests or replies provides a major benefit to interface throughput.  HTTPS is a synchronous protocol, which means that a second message cannot be transmitted until the previously delivered message has been acknowledged.  Due to network latency, this can slow the rate of message transmission.  By putting multiple requests or replies into a single XML message, the latency per application message has much less impact and throughput improves significantly.



There are several things to note about this ability to batch several requests or replies into a single XML messages:



· An XML message can only be related to SOA or LSMS, but not both.  Therefore all requests or replies within an XML message are for the same system type.

· The message direction is only specified once within the MessageContent tag, so all requests or replies in the XML message will be in the same direction – either from the client to the NPAC (lsms_to_npac or soa_to_npac) or from the NPAC to the client (npac_to_lsms or npac_to_soa)

· The messages can contain a combination of new requests and replies to previous requests.  In the example above, the first is a request (SpidQueryRequest) and the second (DownloadReply) is a reply to a previous request from the NPAC.

· Each request or reply has its own invoke_id.  This allows the receiving side to treat each request or reply independently once they have all been unpacked.  For example, if the NPAC sends the LSMS an XML message containing three SVCreateDownload requests, the LSMS can send the associated asynchronous DownloadReply replies back the NPAC in separate XML messages.

· There is only one sync ack for the XML message as a whole. 

· The client does not have to batch outbound XML messages.  However, throughput will be significantly improved if batching is used.

· The client is required to handle batches on inbound XML messages from the NPAC.

· To help ensure messages in a batch are processed in the correct order, the NPAC will sort a batch of messages by the message origination timestamp for both inbound and outbound XML message batches.

· [bookmark: OLE_LINK8]The NPAC will have the ability to control batching sizes.  One setting will limit the total number of bytes in the XML message and the other will limit the total number of requests or replies contained in the message.  Each system (both NPAC and the local system) should ensure these limits aren’t exceeded when sending messages over the XML interface.

· If a system receives a batch that is either larger than the tunable limit or contains more requests/replies than the tunable limit the entire batch should be failed in the synchronous reply with a basic_code status of results_too_large.

[bookmark: _Toc336959563][bookmark: _Toc338686206][bookmark: _Toc394492816]Message Flow



Generally speaking, all messages described in the schema follow the following paradigm:



· Originating entity sends a request with a specific invoke id.

· Receiving entity replies synchronously with an acknowledgement of receipt of the request.

· Receiving entity processes the request.

· Receiving entity send an asynchronous response that includes the invoke_id from the request.

· Originating entity replies synchronously with an acknowledgement of receipt of the response.



In the above example the originating entity could be either the SOA/LSMS, or the NPAC.  For example, in the case of an ActivateRequest, the originating entity is the SOA and the receiving entity is the NPAC.  In the case of an SvCreateDownload, the originating entity is the NPAC and the receiving entity is the LSMS.



There is only one exception to this general message flow – the ProcessingError message.  The ProcessingError message is intended to inform the receiving system that the originating system has received a message from them that could not be parsed, and therefore no reply could be issued.  Because it is just informational there is no need for the receiving system to send an asynchronous reply.



In Table 7 below, each of the XML interface requests are listed with the expected reply:



		Request

		Direction

		Reply



		ActivateRequest

		SOA to NPAC

		ActivateReply



		AuditCancelRequest

		SOA to NPAC

		AuditCancelReply



		AuditCreateRequest

		SOA to NPAC

		AuditCreateReply



		AuditQueryRequest

		SOA to NPAC

		AuditQueryReply



		CancelRequest

		SOA to NPAC

		CancelReply



		DisconnectRequest

		SOA to NPAC

		DisconnectReply



		KeepAlive

		SOA to NPAC

		NotificationReply



		LrnCreateRequest

		SOA to NPAC

		LrnCreateReply



		LrnDeleteRequest

		SOA to NPAC

		LrnDeleteReply



		LrnQueryRequest

		SOA to NPAC

		LrnQueryReply



		ModifyRequest

		SOA to NPAC

		ModifyReply



		NewSpCreateRequest

		SOA to NPAC

		NewSpCreateReply



		NpaNxxCreateRequest

		SOA to NPAC

		NpaNxxCreateReply



		NpaNxxDeleteRequest

		SOA to NPAC

		NpaNxxDeleteReply



		NpaNxxQueryRequest

		SOA to NPAC

		NpaNxxQueryReply



		NpaNxxDxQueryRequest

		SOA to NPAC

		NpaNxxDxQueryReply



		NpbCreateRequest

		SOA to NPAC

		NpbCreateReply



		NpbModifyRequest

		SOA to NPAC

		NpbModifyReply



		NpbQueryRequest

		SOA to NPAC

		NpbQueryReply



		OldSpCreateRequest

		SOA to NPAC

		OldSpCreateReply



		RemoveFromConflictRequest

		SOA to NPAC

		RemoveFromConflictReply



		SpidQueryRequest

		SOA to NPAC

		SpidQueryReply



		SvQueryRequest

		SOA to NPAC

		SvQueryReply



		

		

		



		AuditResultsNotification

		NPAC to SOA

		NotificationReply



		KeepAlive

		NPAC to SOA

		NotificationReply



		LnpSpidMigrationNotification

		NPAC to SOA

		NotificationReply



		LrnCreateDownload

		NPAC to SOA

		DownloadReply



		LrnDeleteDownload

		NPAC to SOA

		DownloadReply



		NewNpaNxxNotification

		NPAC to SOA

		NotificationReply



		NpaNxxCreateDownload

		NPAC to SOA

		DownloadReply



		NpaNxxModifyDownload

		NPAC to SOA

		DownloadReply



		NpaNxxDeleteDownload

		NPAC to SOA

		DownloadReply



		NpaNxxDxCreateDownload

		NPAC to SOA

		DownloadReply



		NpaNxxDxModifyDownload

		NPAC to SOA

		DownloadReply



		NpaNxxDxDeleteDownload

		NPAC to SOA

		DownloadReply



		NpbAttributeValueChangeNotification

		NPAC to SOA

		NotificationReply



		NpbObjectCreationNotification

		NPAC to SOA

		NotificationReply



		SpidCreateDownload

		NPAC to SOA

		DownloadReply



		SpidDeleteDownload

		NPAC to SOA

		DownloadReply



		SpidModifyDownload

		NPAC to SOA

		DownloadReply



		SvAttributeValueChangeNotification

		NPAC to SOA

		NotificationReply



		SvCancelAckNotification

		NPAC to SOA

		NotificationReply



		SvCustomerDisconnectDateNotification

		NPAC to SOA

		NotificationReply



		SvNewSpCreateNotification

		NPAC to SOA

		NotificationReply



		SvNewSpFinalCreateWindowExpiration Notification

		NPAC to SOA

		NotificationReply



		SvObjectCreationNotification

		NPAC to SOA

		NotificationReply



		SvOldSpConcurrenceNotification

		NPAC to SOA

		NotificationReply



		SvOldSpFinalConcurrenceWindowExpirationNotification

		NPAC to SOA

		NotificationReply



		

		

		



		KeepAlive

		LSMS to NPAC

		NotificationReply



		LrnQueryRequest

		LSMS to NPAC

		LrnQueryReply



		NpaNxxDxQueryRequest

		LSMS to NPAC

		NpaNxxDxQueryReply



		NpaNxxQueryRequest

		LSMS to NPAC

		NpaNxxQueryReply



		NpbQueryRequest

		LSMS to NPAC

		NpbQueryReply



		SpidQueryRequest

		LSMS to NPAC

		SpidQueryReply



		SvQueryRequest

		LSMS to NPAC

		SvQueryReply



		

		

		



		KeepAlive

		NPAC to LSMS

		NotificationReply



		LnpSpidMigrationNotification

		NPAC to LSMS

		NotificationReply



		LrnCreateDownload

		NPAC to LSMS

		DownloadReply



		LrnDeleteDownload

		NPAC to LSMS

		DownloadReply



		NewNpaNxxNotification

		NPAC to LSMS

		NotificationReply



		NpaNxxCreateDownload

		NPAC to LSMS

		DownloadReply



		NpaNxxModifyDownload

		NPAC to LSMS

		DownloadReply



		NpaNxxDeleteDownload

		NPAC to LSMS

		DownloadReply



		NpaNxxDxCreateDownload

		NPAC to LSMS

		DownloadReply



		NpaNxxDxDeleteDownload

		NPAC to LSMS

		DownloadReply



		NpaNxxDxModifyDownload

		NPAC to LSMS

		DownloadReply



		NpbCreateDownload

		NPAC to LSMS

		DownloadReply



		NpbDeleteDownload

		NPAC to LSMS

		DownloadReply



		NpbModifyDownload

		NPAC to LSMS

		DownloadReply



		QueryLsmsNpbRequest

		NPAC to LSMS

		QueryLsmsNpbReply



		QueryLsmsSvRequest

		NPAC to LSMS

		QueryLsmsSvReply



		SpidCreateDownload

		NPAC to LSMS

		DownloadReply



		SpidModifyDownload

		NPAC to LSMS

		DownloadReply



		SpidDeleteDownload

		NPAC to LSMS

		DownloadReply



		SvCreateDownload

		NPAC to LSMS

		DownloadReply



		SvDeleteDownload

		NPAC to LSMS

		DownloadReply



		SvModifyDownload

		NPAC to LSMS

		DownloadReply
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[bookmark: _Toc336959565][bookmark: _Toc338686208][bookmark: _Toc394492818]ActivateRequest

SOA requests the activation of a subscription version. The request can be done via SVID, a TN, or a TN range. 

The asynchronous reply to this message is an ActivateReply message.

[bookmark: _Toc336959566][bookmark: _Toc338686209]ActivateRequest Parameters

		Parameter

		Description



		sv_id

sv_tn

tn_range

		This required field is a choice among SV ID, a single TN (sv_tn) or a range of TNs (tn_range). Sv_tn identifies the 10 digit telephone number. tn_range identifies a contiguous telephone number range.  It consists of a 10 digit field called start_tn and a 4 digit field called stop_tn.
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<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" 

xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<initiator_suppression/>

<ActivateRequest>

<sv_id>1000</sv_id>

</ActivateRequest>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>	
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SOA requests the cancellation of an audit.  The SOA provides the audit_id for the audit(s) to be cancelled.  The asynchronous reply to this message is an AuditCancelReply message.
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		Parameter

		Description



		audit_id 



		This required field specifies the id of the audit to cancel.





[bookmark: _Toc336959570][bookmark: _Toc338686213]

AuditCancelRequest XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" 

xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<AuditCancelRequest>

<audit_id>1029</audit_id>

</AuditCancelRequest>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>	



[bookmark: _Toc336959571][bookmark: _Toc338686214][bookmark: _Toc394492820]AuditCreateRequest

SOA requests the audit of a single LSMS or all LSMSs for a range of TNs. SOA can optionally specify the range of activation timestamps. The asynchronous reply to this message is an AuditCreateReply message.

Note that an audit compares all fields in the SV/Block that are supported by the LSMS being audited.  It is not possible to limit the audit to a subset of fields.

[bookmark: _Toc336959572][bookmark: _Toc338686215]AuditCreateRequest Parameters

		Parameter

		Description



		audit_name

		This required field specifies the name of the audit



		tn_range

		This required field specifies the TN range to be audited.  Only a contiguous range of numbers can be specified.  The range is specified as a starting number and an ending station (station is the last 4 digits of the phone number).  Therefore, the maximum number of TNs to be audited is 10,000.



		audit_activation_range

		This optional field specifies the TN activation date/time range to be audited.  The NPAC will find all TNs that were activated during the specified time range, and perform an audit.



		audit_spid_range

		This required field specifies the service providers to be audited. It is a choice of two possible elements. Values include:

· audit_all_service_providers – audit all service providers

· audit_sp_name_or_id – audit only a single spid, identified by either sp_id or Service Provider Name.
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<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" 

xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"> 

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<AuditCreateRequest>

<audit_name>Audit #1</audit_name>

<tn_range>

<start_tn>5512340000</start_tn>

<stop_tn>0999</stop_tn>

</tn_range>

<audit_activation_range>

<start_time>2001-12-17T08:30:47Z</start_time>

<stop_time>2001-12-17T09:30:47Z</stop_time>

</audit_activation_range>

<audit_spid_range>

<audit_sp_name_or_id>2222</audit_sp_name_or_id>

</audit_spid_range>

</AuditCreateRequest>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>



[bookmark: _Toc336959574][bookmark: _Toc338686217][bookmark: _Toc394492821]AuditQueryRequest

SOA queries the NPAC about an existing audit.  The query is done using an audit id that was returned via a previous AuditCreateReply. The asynchronous reply to this message is an AuditQueryReply message.
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		Parameter

		Description



		audit_id 

query_expression

		This required field is a choice between an audit ID or a query expression.  The query expression attribute is used to convey a formatted string indicating objects to be queried and returned. Please see Section 2.9.1 for a detail description of the format of this string.
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AuditQueryRequest XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" 

xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<AuditQueryRequest>

<audit_id>10</audit_id>

</AuditQueryRequest>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>	
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This message has two distinct uses.  In the first usage, the issuer requests the cancellation of an existing subscription version that is in pending, conflict or cancel-pending status.  After successful processing of the request, the subscription version goes to either cancelled or cancel-pending status.

In the second usage, the owner of a subscription version in Disconnect-pending status requests the cancellation of a previously issued disconnect request.  After successful processing of the request, the subscription version goes back to active status.

In both usages, the only parameters for this request are used to specify the set of subscription versions that should be operated upon.  This can be done in one of several ways:

· A single SVID

· A single 10 digit telephone number

· A TN Range (a range of contiguous phone numbers specified as a 10 digit starting telephone number and a 4 digit ending station number to complete the range).



The asynchronous reply to this message is a CancelReply message
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		Parameter

		Description



		sv_id

sv_tn

tn_range

		This required field is a choice among SV ID, a single TN (sv_tn) or a range of TNs (tn_range). Sv_tn identifies the 10 digit telephone number. tn_range identifies a contiguous telephone number range.  It consists of a 10 digit field called start_tn and a 4 digit field called stop_tn.
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<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" 

xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<CancelRequest>

<sv_id>100023</sv_id>

</CancelRequest>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>	
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SOA requests the disconnect of a subscription version with the DisconnectRequest message.

A disconnect request occurs when a customer desires to have their phone service terminated.  When this message is processed, the telephone number disconnect is either immediate or scheduled for later date/time based on the sv_effective_release_date parameter. If the parameter is absent, the portability record is set to sending status and immediately broadcast to the LSMS systems. If the parameter is present, the disconnect is scheduled for the specified date and the portability record is set to disconnect-pending status.  Once the effective release date is reached, the portability record is set to sending status and the disconnect is broadcast to the LSMS systems.  At the conclusion of this broadcast process, the portability record changes from sending to old status.

At the start of the broadcast to the LSMS systems, a SvCustomerDisconnectDateNotification message is sent to the NPANXX code holder’s SOA, advising them that this number is returning to their inventory.

At any point between the time the portability record is changed to disconnect-pending status until the time the disconnect is broadcast, the disconnect can be canceled via a CancelRequest message.  This changes the status of the record from disconnect-pending to active.  

While the record is in disconnect-pending status prior to the disconnect broadcast, the disconnect dates may be modified.  

Once the disconnect of the SV record is broadcast to the LSMS systems, it can no longer be cancelled or modified.  

The asynchronous reply to this message is a DisconnectReply message.
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		Parameter

		Description



		sv_info

		This structure specifies the subscription to be disconnected.  It is a choice between the following:

· sv_id - A single version id.

· sv_tn - A single telephone number.

· tn_range - specified wth start_tn (10 digit) and stop_tn (4 digit ending station).



		sv_customer_disconnect_date

		This required field specifies the date and time that the customer’s service is to be disconnected.  



		sv_effective_release_date

		This optional field specifies the date and time the disconnect should be broadcast to the LSMS systems. If it is not specified in the request, it is assumed to be the current time.
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<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>	

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<DisconnectRequest>

<sv_info>

<sv_id>100024</sv_id>

</sv_info>

<sv_customer_disconnect_date>2012-12-17T09:30:47Z </sv_customer_disconnect_date>

<sv_effective_release_date>2012-12-17T09:30:47Z </sv_effective_release_date>

</DisconnectRequest>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>	
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SOA replies to a download initiated by the NPAC.  There is rarely an error that is returned from a download.  The reply is intended to confirm to the NPAC processing of the download by the SOA system.

This message is the asynchronous reply to all of the download messages. 
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		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 
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<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<DownloadReply>

<basic_code>success</basic_code>

</DownloadReply>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>



[bookmark: _Toc338686229][bookmark: _Toc394492825]Keep Alive

The KeepAlive message is a heartbeat from one entity to the other.  The intention is for the originating entity to inform the receiving entity of its presence.  



The asynchronous reply to this message is a NotificationReply message.
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None.



[bookmark: _Toc336959588][bookmark: _Toc338686231]KeepAlive XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>



<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>	

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<KeepAlive/>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>
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SOA requests the creation of a LRN. The request can be done via a LRN value. 

The asynchronous reply to this message is a LrnCreateReply message.
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		Parameter

		Description



		lrn_value

		This required field identifies the LRN value.







[bookmark: _Toc336959591][bookmark: _Toc338686234]LrnCreateRequest XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<LrnCreateRequest>

<lrn_value>2024593456</lrn_value>

</LrnCreateRequest>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>	
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SOA requests the deletion of a LRN. The request can be done via a LRN ID or LRN value.

The asynchronous reply to this message is a LrnDeleteReply message.
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		Parameter

		Description



		lrn_id 

lrn_value

		This required field is a choice of an LRN ID or LRN value.  





[bookmark: _Toc336959594][bookmark: _Toc338686237]

LrnDeleteRequest XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<LrnDeleteRequest>

<lrn_value>2024593456</lrn_value>

</LrnDeleteRequest>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>
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SOA queries the NPAC about existing LRN(s). The query can be done via LRN id, LRN value, or a query expression. 

The asynchronous reply to this message is an LrnQueryReply message.
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		Parameter

		Description



		lrn_id 

lrn_value

query_expression

		This required field is a choice of a LRN  ID,  LRN value, or a query expression.  The query expression attribute is used to convey a formatted string indicating objects to be queried and returned. Please see Section 2.9.2 for a detail description of the format of this string.





[bookmark: _Toc336959597][bookmark: _Toc338686240]

LrnQueryRequest XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<LrnQueryRequest>

<lrn_id>10</lrn_id>

</LrnQueryRequest>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>		
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New SP or Old SP can request modification of existing SVs.  This message has the following uses:

· New SP SOA requests the modification of pending-like SV(s).  Pending-like means statuses of pending, cancel-pending, or conflict.

· Old SP SOA requests the modification of pending-like SV(s).  Pending-like means statuses of pending, cancel-pending, or conflict.

· New SP SOA requests the modification of active SV(s).  

· New SP SOA requests the undo cancel of cancel-pending SV(s).  

· Old SP SOA requests the undo cancel of cancel-pending SV(s).  

The asynchronous reply to this message is a ModifyReply message.
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		Parameter

		Description



		sv_info

		This structure specifies the subscription to be modified.  It is a choice between the following:

· sv_id - A single version id.

· sv_tn - A single telephone number.  

· tn_range specified wth start_tn (10 digit) and stop_tn (4 digit ending station).



		sv_status

		This optional field is the status of SVs to be modified.  



		modify_data

		It is required since at least one of the modify types must be specified as follows:

· modify_pending_new

· modify_pending_old

· modify_active_new

· modify_cancel_undo



		modify_pending_new

		This complex element contains all the data fields that follow.  It is required if this option is chosen.  All of the fields that follow are optional since a modify request may or may not involve any particular field:

· svb_new_sp_due_date

· svb_lrn

· svb_class_dpc

· svb_class_ssn

· svb_lidb_dpc

· svb_lidb_ssn

· svb_isvm_dpc

· svb_isvm_ssn

· svb_cnam_dpc

· svb_cnam_ssn

· svb_wsmsc_dpc

· svb_wsmsc_ssn

· svb_end_user_location_type

· svb_end_user_location_value

· svb_billing_id

· svb_optional_data

· svb_sv_type

· sv_customer_disconnect_date

· sv_effective_release_date

· sv_new_sp_medium_timer_indicator



		modify_pending_old

		This complex element contains all the data fields that follow.  It is required if this option is chosen.  All of the fields that follow are optional since a modify request may or may not involve any particular field:

· sv_old_sp_due_date

· sv_old_sp_authorization

· sv_status_change_cause_code 

· sv_old_sp_medium_timer_indicator 



		modify_active_new

		This complex element contains all the data fields that follow.  It is required if this option is chosen.  All of the fields that follow are optional since a modify request may or may not involve any particular field:

· svb_lrn

· svb_class_dpc

· svb_class_ssn

· svb_lidb_dpc

· svb_lidb_ssn

· svb_isvm_dpc

· svb_isvm_ssn

· svb_cnam_dpc

· svb_cnam_ssn

· svb_wsmsc_dpc

· svb_wsmsc_ssn

· svb_end_user_location_type

· svb_end_user_location_value

· svb_billing_id

· svb_optional_data

· svb_sv_type



		modify_cancel_undo

		It is required if this option is chosen.  No data is needed.



		svb_new_sp_due_date

		This field specifies the due date specified by new SP.



		sv_old_sp_due_date

		This field specifies the due date specified by old SP.



		sv_old_sp_authorization

		This field specifies the authorization indicator specified by old SP.



		sv_status_change_cause_code

		This optional field specifies the cause code if sv_old_sp_authorization is set to false.



		svb_lrn

		This field specifies the LRN value of the SV. 



		svb_class_dpc

		This optional field specifies the CLASS DPC value of the SV. 



		svb_class_ssn

		This optional field specifies the CLASS SSN value of the SV. 



		svb_lidb_dpc

		This optional field specifies the LIDB DPC value of the SV. 



		svb_lidb_ssn

		This optional field specifies the LIDB SSN value of the SV. 



		svb_isvm_dpc

		This optional field specifies the ISVM DPC value of the SV. 



		svb_isvm_ssn

		This optional field specifies the ISVM SSN value of the SV. 



		svb_cnam_dpc

		This optional field specifies the CNAM DPC value of the SV. 



		svb_cnam_ssn

		This optional field specifies the CNAM SSN value of the SV. 



		svb_wsmsc_dpc

		This optional field specifies the WSMSC DPC value of the SV. 



		svb_wsmsc_ssn

		This optional field specifies the WSMSC SSN value of the SV. 



		svb_end_user_location_value

		This optional field specifies the End user location value value of the SV. 



		svb_end_user_location_type

		This optional field specifies the End user location type value of the SV. 



		svb_billing_id

		This optional field specifies the Billing ID value of the SV. 



		sv_customer_disconnect_date

		This optional field specifies the Customer disconnect date of the SV.  For SV in disconnect –pending status only.



		sv_effective_release_date

		This optional field specifies the Effective release date of the SV.  For SV in disconnect –pending status only.



		svb_sv_type

		This optional field specifies the SV type value of the SV. 



		svb_optional_data

		This structure specifies a set of optional fields to be modified.  They must be specified as od_name and od_value pair.



		sv_new_sp_medium_timer_indicator

		This optional field specifies the Medium timer indicator for new SP.



		sv_old_sp_medium_timer_indicator

		This optional field specifies the Medium timer indicator for old SP.
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ModifyRequest XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<ModifyRequest>

<sv_info>

<sv_id>1000</sv_id>

</sv_info>

<sv_status>status_pending</sv_status>

<modify_data>

<modify_pending_new>

<svb_lrn>2023563780</svb_lrn>

<svb_new_sp_due_date>2012-12-17T09:30:47Z</svb_new_sp_due_date>

<svb_class_dpc>111222111</svb_class_dpc>

<svb_class_ssn>0</svb_class_ssn>

<svb_lidb_dpc>111222111</svb_lidb_dpc>

<svb_lidb_ssn>0</svb_lidb_ssn>

<svb_isvm_dpc>111222111</svb_isvm_dpc>

<svb_isvm_ssn>0</svb_isvm_ssn>

<svb_cnam_dpc>111222111</svb_cnam_dpc>

<svb_cnam_ssn>0</svb_cnam_ssn>

<svb_end_user_location_value>10</svb_end_user_location_value>

<svb_end_user_location_type>10</svb_end_user_location_type>

<svb_billing_id>10</svb_billing_id>

<svb_wsmsc_dpc>111222111</svb_wsmsc_dpc>

<svb_wsmsc_ssn>0</svb_wsmsc_ssn>

<svb_sv_type>wireline</svb_sv_type>

<svb_optional_data>

<od_field>

<od_name>ALTSPID</od_name>

<od_value>2222</od_value>

</od_field>

</svb_optional_data>

<sv_new_sp_medium_timer_indicator>false </sv_new_sp_medium_timer_indicator>

</modify_pending_new>

</modify_data>

</ModifyRequest>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>	
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New SP requests the creation of a subscription version.

This message creates one or more new SV records.  Upon successful creation of a record, a SvObjectCreationNotification is sent to both the new and the old SPs for inter-provider ports, and timers are created to wait for the second create from the other SP.  For intra-provider ports, a SvObjectCreationNotification is sent to the new SP, and no timers are created because no authorization is needed.  

The asynchronous reply to this message is a NewSpCreateReply message.
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		Parameter

		Description



		sv_tn

tn_range

		This required field is a choice between a single TN (sv_tn) or a range of TNs (tn_range). Sv_tn identifies the 10 digit telephone number. tn_range identifies a contiguous telephone number range.  It consists of a 10 digit field called start_tn and a 4 digit field called stop_tn.



		svb_new_sp

		This is a required field specifying new SP.



		sv_old_sp

		This is a required field specifying old SP.



		svb_new_sp_due_date

		This required field is the due date specified by new SP.



		svb_lrn

		This optional field is the LRN value of the SV. 



		svb_class_dpc

		This optional field specifies the CLASS DPC value of the SV. 



		svb_class_ssn

		This optional field specifies the CLASS SSN value of the SV. 



		svb_lidb_dpc

		This optional field specifies the LIDB DPC value of the SV. 



		svb_lidb_ssn

		This optional field specifies the LIDB SSN value of the SV. 



		svb_isvm_dpc

		This optional field specifies the ISVM DPC value of the SV. 



		svb_isvm_ssn

		This optional field specifies the ISVM SSN value of the SV. 



		svb_cnam_dpc

		This optional field specifies the CNAM DPC value of the SV. 



		svb_cnam_ssn

		This optional field specifies the CNAM SSN value of the SV. 



		svb_wsmsc_dpc

		This optional field specifies the WSMSC DPC value of the SV. 



		svb_wsmsc_ssn

		This optional field specifies the WSMSC SSN value of the SV. 



		svb_end_user_location_type

		This optional field specifies the End user location type value of the SV. 



		svb_end_user_location_value

		This optional field specifies the End user location value value of the SV. 



		svb_billing_id

		This optional field specifies the Billing ID value of the SV. 



		sv_lnp_type

		This required field specifies the LNP type as one of the following:

· inter_provider

· intra_provider



		sv_porting_to_original_sp_switch

		This required field indicates if the port  is a port to original.



		svb_sv_type

		This optional field specifies the SV type value of the SV. 



		svb_optional_data

		This optional field specifies a set of optional items to be modified.  They must be specified as od_name and od_value pair.



		sv_new_sp_medium_timer_indicator

		Medium timer indicator for new SP.
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<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NewSpCreateRequest>

<sv_tn>2023561000</sv_tn>

<svb_lrn>2024593456</svb_lrn>

<svb_new_sp>1111</svb_new_sp>

<sv_old_sp>2222</sv_old_sp>

<svb_new_sp_due_date>2012-12-17T09:30:47Z</svb_new_sp_due_date>

<svb_class_dpc>111222111</svb_class_dpc>

<svb_class_ssn>0</svb_class_ssn>

<svb_lidb_dpc>111222111</svb_lidb_dpc>

<svb_lidb_ssn>0</svb_lidb_ssn>

<svb_isvm_dpc>111222111</svb_isvm_dpc>

<svb_isvm_ssn>0</svb_isvm_ssn>

<svb_cnam_dpc>111222111</svb_cnam_dpc>

<svb_cnam_ssn>0</svb_cnam_ssn>

<svb_end_user_location_value>387</svb_end_user_location_value>

<svb_end_user_location_type>12</svb_end_user_location_type>

<svb_billing_id>3333</svb_billing_id>

<sv_lnp_type>inter_provider</sv_lnp_type>

<sv_porting_to_original_sp_switch>false

</sv_porting_to_original_sp_switch>

<svb_wsmsc_dpc>111222111</svb_wsmsc_dpc>

<svb_wsmsc_ssn>0</svb_wsmsc_ssn>

<svb_sv_type>wireline</svb_sv_type>

<svb_optional_data>

<od_field>

<od_name>ALTSPID</od_name>

<od_value>3333</od_value>

</od_field>

</svb_optional_data>

<sv_new_sp_medium_timer_indicator>true

</sv_new_sp_medium_timer_indicator>

</NewSpCreateRequest>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>	
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SOA replies to a notification or KeepAlive initiated by the NPAC.  There is rarely an error that is returned from a Notification.  The reply is intended to confirm to the NPAC processing of the notification by the SOA system.

This message is the asynchronous reply to all of the notification messages. 
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		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 
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<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NotificationReply>

<basic_code>success</basic_code>

</NotificationReply>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>	
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SOA requests the creation of a NPA-NXX. The request can be done via a NPA-NXX value. 

The asynchronous reply to this message is an NpaNxxCreateReply message.
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		Parameter

		Description



		npa_nxx_value

		This required field identifies the NPA-NXX value.



		npa_nxx_effective_timestamp

		This required field specifies the effective date of the NPA-NXX.
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NpaNxxCreateRequest XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpaNxxCreateRequest>

<npa_nxx_value>111222</npa_nxx_value>

<npa_nxx_effective_timestamp>2012-12-17T09:30:47Z </npa_nxx_effective_timestamp>

</NpaNxxCreateRequest>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>	
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SOA requests the deletion of a NPA-NXX. The request can be done via a NPA-NXX ID or a NPA-NXX value. 

The asynchronous reply to this message is an NpaNxxDeleteReply message.
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		Parameter

		Description



		npa_nxx_id

npa_nxx_value

		This required field is a choice of an NPA-NXX ID or an NPA-NXX value.
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<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpaNxxDeleteRequest>

<npa_nxx_value>111222</npa_nxx_value>

</NpaNxxDeleteRequest>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>	
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SOA queries the NPAC about an existing NPANXX. The query can be done via NPANXX id, NPANXX value, or a query expression. 

The asynchronous reply to this message is a NpaNxxQueryReply message.
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		Parameter

		Description



		npa_nxx_id 

npa_nxx_value

query_expression

		This required field is a choice among a NPA-NXX ID, NPA-NXX value, or a query expression.  The query expression attribute is used to convey a formatted string indicating objects to be queried and returned. Refer to Section 2.9.4 for a detail description of the format of this string.
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<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>	

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpaNxxQueryRequest>

<npa_nxx_value>111222</npa_nxx_value>

</NpaNxxQueryRequest>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>	
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SOA queries the NPAC about an existing NPA-NXX-X. The query can be done via NPA-NXX-X id, NPA-NXX-X value, or a query expression. 

The asynchronous reply to this message is an NpaNxxDxQueryReply message.
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		Parameter

		Description



		npa_nxx_x_id 

npa_nxx_x_value

query_expression

		This required field is a choice among a NPA-NXX-X ID, NPA-NXX-X value, or a query expression.  The query expression attribute is used to convey a formatted string indicating objects to be queried and returned. Refer to Section 2.9.4 for a detail description of the format of this string.
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<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpaNxxDxQueryRequest>

<npa_nxx_x_value>1112221</npa_nxx_x_value>

</NpaNxxDxQueryRequest>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>	
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SOA requests the creation of a PoolBlock. The request can be done via a DashX value. 

The asynchronous reply to this message is an NpbCreateReply message.
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		Parameter

		Description



		block_dash_x

		This required field identifies the 7 digit NPA-NXX-X to be created.  



		svb_new_sp

		This required field required field specifying new SP.



		svb_lrn

		This required field is the LRN value for the block. 



		svb_class_dpc

		This optional field is the CLASS DPC value of the block. 



		svb_class_ssn

		This optional field is the CLASS SSN value of the block. 



		svb_lidb_dpc

		This optional field is the LIDB DPC value of the block. 



		svb_lidb_ssn

		This optional field is the LIDB SSN value of the block. 



		svb_isvm_dpc

		This optional field is the ISVM DPC value of the block. 



		svb_isvm_ssn

		This optional field is the ISVM SSN value of the block. 



		svb_cnam_dpc

		This optional field is the CNAM DPC value of the block. 



		svb_cnam_ssn

		This optional field is the CNAM SSN value of the block. 



		svb_wsmsc_dpc

		This optional field is the WSMSC DPC value of the block. 



		svb_wsmsc_ssn

		This optional field is the WSMSC SSN value of the block. 



		svb_sv_type

		This optional field is the SV type value of the block. 



		svb_optional_data

		This optional field specifies a set of optional fields to be modified.  They must be specified as od_name and od_value pair.







[bookmark: _Toc336959621][bookmark: _Toc338686264]NpbCreateRequest XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpbCreateRequest>

<block_dash_x>1112221</block_dash_x> 

<svb_new_sp>1111</svb_new_sp>

<svb_lrn>2024593456</svb_lrn>

<svb_class_dpc>111222111</svb_class_dpc>

<svb_class_ssn>0</svb_class_ssn>

<svb_lidb_dpc>111222111</svb_lidb_dpc>

<svb_lidb_ssn>0</svb_lidb_ssn>

<svb_isvm_dpc>111222111</svb_isvm_dpc>

<svb_isvm_ssn>0</svb_isvm_ssn>

<svb_cnam_dpc>111222111</svb_cnam_dpc>

<svb_cnam_ssn>0</svb_cnam_ssn>

<svb_wsmsc_dpc>111222111</svb_wsmsc_dpc>

<svb_wsmsc_ssn>0</svb_wsmsc_ssn>

<svb_sv_type>wireline</svb_sv_type>

<svb_optional_data>

<od_field>

<od_name>ALTSPID</od_name>

<od_value>3333</od_value>

</od_field>

</svb_optional_data>

</NpbCreateRequest>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>



[bookmark: _Toc336959622][bookmark: _Toc338686265][bookmark: _Toc394492837]NpbModifyRequest

SOA requests the modification of a PoolBlock. The request can be done via a PoolBlock ID or a DashX value. 

The asynchronous reply to this message is an NpbModifyReply message.



[bookmark: _Toc336959623][bookmark: _Toc338686266]NpbModifyRequest Parameters

		Parameter

		Description



		block_id

block_dash_x

		This required field is a choice between a Pool Block ID and a 7 digit NPA-NXX-X value..  



		svb_lrn

		This optional field is the LRN value of the block. 



		svb_class_dpc

		This optional field is the CLASS DPC value of the block. 



		svb_class_ssn

		This optional field is the CLASS SSN value of the block. 



		svb_lidb_dpc

		This optional field is the LIDB DPC value of the block. 



		svb_lidb_ssn

		This optional field is the LIDB SSN value of the block. 



		svb_isvm_dpc

		This optional field is the ISVM DPC value of the block. 



		svb_isvm_ssn

		This optional field is the ISVM SSN value of the block. 



		svb_cnam_dpc

		This optional field is the CNAM DPC value of the block. 



		svb_cnam_ssn

		This optional field is the CNAM SSN value of the block. 



		svb_wsmsc_dpc

		This optional field is the WSMSC DPC value of the block. 



		svb_wsmsc_ssn

		This optional field is the WSMSC SSN value of the block. 



		svb_sv_type

		This optional field is the SV type value of the block. 



		svb_optional_data

		This optional structure specifies a set of optional fields to be modified.  They must be specified as od_name and od_value pair.







[bookmark: _Toc336959624][bookmark: _Toc338686267]NpbModifyRequest XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>	

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpbModifyRequest>

<block_id>10</block_id>

<svb_lrn>1001001000</svb_lrn>

<svb_class_dpc>111222111</svb_class_dpc>

<svb_class_ssn>0</svb_class_ssn>

<svb_lidb_dpc>111222111</svb_lidb_dpc>

<svb_lidb_ssn>0</svb_lidb_ssn>

<svb_isvm_dpc>111222111</svb_isvm_dpc>

<svb_isvm_ssn>0</svb_isvm_ssn>

<svb_cnam_dpc>111222111</svb_cnam_dpc>

<svb_cnam_ssn>0</svb_cnam_ssn>

<svb_wsmsc_dpc>111222111</svb_wsmsc_dpc>

<svb_wsmsc_ssn>0</svb_wsmsc_ssn>

<svb_sv_type>wireline</svb_sv_type>

<svb_optional_data>

<od_field>

<od_name>ALTSPID</od_name>

<od_value>3333</od_value>

</od_field>

</svb_optional_data>

</NpbModifyRequest>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>	



[bookmark: _Toc336959625][bookmark: _Toc338686268][bookmark: _Toc394492838]NpbQueryRequest

SOA queries the NPAC about an existing PoolBlock. The query can be done via PoolBlock id, DashX value, or a query expression. 

The asynchronous reply to this message is an NpbQueryReply message.



[bookmark: _Toc336959626][bookmark: _Toc338686269]NpbQueryRequest Parameters

		Parameter

		Description



		block_id

block_dash_x

query_expression

		This required field is a choice among a block ID, DashX value, or a query expression.  The query expression attribute is used to convey a formatted string indicating objects to be queried and returned. Refer to Section 2.9.5 for a detail description of the format of the query_expression string.





[bookmark: _Toc336959627]

[bookmark: _Toc338686270]NpbQueryRequest XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpbQueryRequest>

<block_id>45</block_id>

</NpbQueryRequest>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>	



[bookmark: _Toc336959628][bookmark: _Toc338686271][bookmark: _Toc394492839]OldSpCreateRequest

The old service provider SOA requests the creation of an individual or range of subscription versions. The asynchronous reply to this message is an OldSpCreateReply message.

[bookmark: _Ref336852848][bookmark: _Toc336959629][bookmark: _Toc338686272]OldSpCreateRequest Parameters

		Parameter

		Description



		sv_tn

tn_range

		This required field is a choice between a single TN (sv_tn) or a range of TNs (tn_range). It specifies the TN(s) that are included in the old SP create request.



		svb_new_sp

		This required field specifies the SPID of the new service provider for the SV(s).



		sv_old_sp

		This required field specifies the SPID of the old service provider for the SV(s). This should be the same SPID as the initiator of this request.



		sv_old_sp_due_date



		This required field specifies the date/time the old service provider agrees for the port.



		sv_old_sp_authorization

		This required field indicates if the old service provider agrees to the port. If specified as false, the sv_status_change_cause_code is a required field.

		



		sv_status_change_cause_code

		This required field indicates the reason the old service provider has not authorized the port. It’s required if the sv_old_sp_authorization is specified as false. Valid values are:

· lsr_wpr_not_received

· foc_wprr_not_issued

· due_date_mismatch

· vacant_number_port

· general_conflict



		svb_lnp_type

		This required field specifies the LNP type for the subscription versions. Valid values are: 

· inter_provider

· intra_provider



		sv_old_sp_medium_timer_indicator

		If supported by the requestor, this field is required. It indicates if the port request if for an SV that can be ported using medium timers.







[bookmark: _Toc336959630][bookmark: _Toc338686273]OldSpCreateRequest XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>2222</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<OldSpCreateRequest>

<sv_tn>2023561000</sv_tn>

<svb_new_sp>1111</svb_new_sp>

<sv_old_sp>2222</sv_old_sp>

<sv_old_sp_due_date>2012-12-17T09:30:47Z</sv_old_sp_due_date>

<sv_old_sp_authorization>false</sv_old_sp_authorization>

<sv_status_change_cause_code>vacant_number_port

</sv_status_change_cause_code>

<sv_lnp_type>inter_provider</sv_lnp_type>

<sv_old_sp_medium_timer_indicator>true

</sv_old_sp_medium_timer_indicator>

</OldSpCreateRequest>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>	



[bookmark: _Toc336959631][bookmark: _Toc338686274][bookmark: _Toc394492840]ProcessingError

This message is an error reply that will be sent rarely.  When the receiving system is able to return a synchronous acknowledgement for a request, any error can be indicated as part of the asynchronous reply.  However, in certain circumstances the receiving system may not be able to send the asynchronous reply as part of a reply message that directly corresponds to the request.  For example, if the request contains invalid XML the receiving system will have a parsing failure and will not be able to determine the type of request, and therefore will not be able to determine the corresponding type of reply message.  In these cases, the receiving system should send a ProcessingError message to indicate the error.  The invoke id of the ProcessingError message must match that of the incoming message.  This means that if the receiving system cannot determine the invoke id of the request, it will not be able to generate a ProcessingError.  

When multiple requests are sent as a batch, a separate ProcessingError message will be created for each one. Note that the batch itself is one large XML message. Any parsing error in the batch will cause all messages in the batch to be failed with a ProcessingError.



[bookmark: _Toc336959632][bookmark: _Toc338686275]ProcessingError Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		This optional field specifies the error number. 



		status_info

		This optional field describes the error info. 







[bookmark: _Toc336959633][bookmark: _Toc338686276]ProcessingError XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<ProcessingError>

<basic_code>failed</basic_code>

<status_code>6100</status_code>

<status_info>request could not be processed</status_info>

</ProcessingError>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>	



[bookmark: _Toc336959634][bookmark: _Toc338686277][bookmark: _Toc394492841]RemoveFromConflictRequest

SOA requests the removal of a conflict subscription version. The request can be done via SVID, a TN, or a TN range.

The asynchronous reply to this message is a RemoveFromConflictReply message.



[bookmark: _Toc336959635][bookmark: _Toc338686278]RemoveFromConflictRequest Parameters

		Parameter

		Description



		sv_id

sv_tn

tn_range

		This required field is a choice among SV ID,  a single TN (sv_tn) or a range of TNs (tn_range). Sv_tn identifies the 10 digit telephone number. tn_range identifies a contiguous telephone number range.  It consists of a 10 digit field called start_tn and a 4 digit field called stop_tn.







[bookmark: _Toc336959636][bookmark: _Toc338686279]RemoveFromConflictRequest XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" >

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<RemoveFromConflictRequest>

<sv_id>100245</sv_id>

</RemoveFromConflictRequest>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>	



[bookmark: _Toc336959637][bookmark: _Toc338686280][bookmark: _Toc394492842]SpidQueryRequest

This message is used by the SOA to query the NPAC about an existing service provider. There are three different formats for this request:

· No parameter is specified – This is a query for all service provider information. The SpidQueryReply short_form will be returned (see SpidQueryReply for details) for all SPID objects.

· The sp_id parameter is specified – This is a query for a specific service provider. If this sp_id parameter matches the SPID issuing the query , the SpidQueryReply long_form is returned (see SpidQueryReply for details).  Otherwise, the SpidQueryReply short_form is returned for the specified SPID object.  See the section 5.1 (“Message Structure”) for details on how the NPAC determines which spid is issuing the query.

· The query_expression is specified – This is a query that can return multiple SPID records. Regardless of which objects match the criteria, the SpidQueryReply short_form is returned (see SpidQueryReply for details) for the service provider objects that match the query_expression criteria.

The asynchronous reply to this message is a SpidQueryReply message.



[bookmark: _Toc336959638][bookmark: _Toc338686281]SpidQueryRequest Parameters

		Parameter

		Description



		sp_id

query_expression

		This optional field is a choice between sp_id and a query expression. Refer to Section 2.9.8 for a detail description of the format of the query_expression string.







[bookmark: _Toc336959639][bookmark: _Toc338686282]SpidQueryRequest XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SpidQueryRequest/>

</Message>

</soa_to_npac>

 </MessageContent>

</SOAMessages>	



[bookmark: _Toc336959640][bookmark: _Toc338686283][bookmark: _Toc394492843]SvQueryRequest

SOA queries the NPAC about an existing subscription version. The query can be done via subscription version id, a single TN, and a query expression. 

The asynchronous reply to this message is a SvQueryReply message.



[bookmark: _Toc336959641][bookmark: _Toc338686284]SvQueryRequest Parameters

		Parameter

		Description



		sv_id 

sv_tn

query_expression

		This required field is a choice between a SV ID, sv_tn, and a query expression.  The query expression attribute is used to convey a formatted string indicating objects to be queried and returned. Refer to Section 2.9.9 for a detail description of the format of this string.







[bookmark: _Toc336959642][bookmark: _Toc338686285]SvQueryRequest XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SvQueryRequest>

<sv_id>100245</sv_id>

</SvQueryRequest>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>	

	

[bookmark: _Toc336959643][bookmark: _Toc338686286][bookmark: _Toc394492844]NPAC to SOA Messages

[bookmark: _Toc336959644][bookmark: _Toc338686287][bookmark: _Toc394492845]ActivateReply

This message is the asynchronous reply to an ActivateRequest message.



[bookmark: _Toc338686288]ActivateReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		[bookmark: OLE_LINK5][bookmark: OLE_LINK6]This optional field specifies the error number. 



		status_info

		This optional field specifies the error info. 







[bookmark: _Toc338686289]ActivateReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<ActivateReply>

<basic_code>success</basic_code>

</ActivateReply>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>



[bookmark: _Toc336959646][bookmark: _Toc338686293][bookmark: _Toc394492846]AuditCancelReply

This message is the asynchronous reply to an AuditCancelRequest message. 



[bookmark: _Toc338686294]AuditCancelReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		audit_id

		This optional field provides id of the audit that was cancelled.







[bookmark: _Toc338686295]AuditCancelReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<AuditCancelReply>

<reply_status>

<basic_code>success</basic_code>

</reply_status>

<audit_id>10</audit_id>

</AuditCancelReply>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>



[bookmark: _Toc336959645][bookmark: _Toc394492847][bookmark: _Toc336959647]AuditCreateReply

This message is the asynchronous reply to an AuditCreateRequest message. 



AuditCreateReply Parameters

		Parameter

		Description



		audit_id

		This optional field provides the unique identifier of the audit.



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 







AuditCreateReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<AuditCreateReply>

<reply_status>

<basic_code>success</basic_code>

</reply_status>

<audit_id>100</audit_id>

</AuditCreateReply>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>



[bookmark: _Toc338686296][bookmark: _Toc394492848]AuditQueryReply

This message is the asynchronous reply to an AuditQueryRequest message. 



[bookmark: _Toc338686297]AuditQueryReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		audit_list

		This optional field provides list of the audit data items that satisfy the criteria specified on the request. The following parameters make up the audit_data structure:

· audit_id – the unique ID for the audit

· audit_name – The name assigned to audit when it was created.

· audit_status – One of  the following statuses:

· audit_in_progress

· audit_cancelled

· audit_complete


· tn_range – 10 digit start_tn and a 4 digit stop_tn (ending station)

· audit_activation_range – a start_time and stop_time specified when the audit was created.

· audit_spid_range – either audit_all_service_providers or audit_sp_name_or_id with a service provider SPID or name specified to audit.

· audit_tn_count  - a count of the number of TNs in the audit

· audit_tns_complete – a count of the number of TNs that are complete in an active audit. If the audit is complete this should match the audit_tn_count.

· audit_requesting_spid – The SPID of the provider that requested the audit.







[bookmark: _Toc338686298]AuditQueryReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2011-12-31T12:00:00.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<AuditQueryReply>

<reply_status>

<basic_code>success</basic_code>

</reply_status>

<audit_list>

<audit_data>

<audit_id>10</audit_id>

<audit_name>Audit 3045</audit_name>

<audit_status>audit_complete</audit_status>

<tn_range>

<start_tn>2023562020</start_tn>

<stop_tn>2024</stop_tn>

</tn_range>

<audit_activation_range>

<start_time>2011-12-31T12:00:00Z</start_time>

<stop_time>2011-12-31T13:00:00Z</stop_time>

</audit_activation_range>

<audit_spid_range>

<audit_all_service_providers/>

</audit_spid_range>

<audit_tn_count>5</audit_tn_count>

<audit_tns_complete>5</audit_tns_complete>

<audit_requesting_spid>1111</audit_requesting_spid>

</audit_data>

<audit_data>

<audit_id>14</audit_id>

<audit_name>Audit 3055</audit_name>

<audit_status>audit_complete</audit_status>

<tn_range>

<start_tn>2023564020</start_tn>

<stop_tn>4021</stop_tn>

</tn_range>

<audit_spid_range>

<audit_sp_name_or_id>Service Provider 1111 </audit_sp_name_or_id>

</audit_spid_range>	

<audit_tn_count>2</audit_tn_count>

<audit_tns_complete>2</audit_tns_complete>

<audit_requesting_spid>1111</audit_requesting_spid>

</audit_data>

</audit_list>

</AuditQueryReply>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>



[bookmark: _Toc336959648][bookmark: _Toc338686299][bookmark: _Toc394492849]AuditResultsNotification

This message is sent from the NPAC to the SOA upon completion of an audit to notify the SOA of the audit results.

[bookmark: _Toc338686300]AuditResultsNotification Parameters

		Parameter

		Description



		audit_id

		Identifier of the audit assigned by the NPAC



		audit_results_status

		The status of the audit performed. Enumeration values include:

· audit_success

· audit_failed_due_to_discrepancies

· audit_failed_on_lsms

· audit_no_audit_performed



		audit_failed_list

		Optional list of LSMSs that that either don’t support audit queries or those that didn’t successfully respond to the audit queries.



		audit_discrepancy_data

		The list discrepant TN that were corrected The following fields are included for each discrepancy:

· sv_tn – 10 digit telephone number

· sv_id – the unique ID for the SV

· sp_id – the SPID of the provider that owns the SV

· audit_discrepancy_reason - one of the following values: audit_tn_missing_npac, audit_tn_missing_lsms, audit_tn_mismatch_data which indicates the field that was discrepant.



		audit_discrepancy_count

		Number of discrepancies between the LSMS of the audited service provider and the NPAC



		audit_completion_time

		Timestamp of the completion of the audit







[bookmark: _Toc338686301]AuditResultsNotification XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<AuditResultsNotification>

<audit_id>95</audit_id>

<audit_results_status>audit_failed_due_to_discrepancies</audit_results_status>

<audit_failed_list>

<sp_id>3333</sp_id>

<sp_name>Service Provider #3</sp_name>

</audit_failed_list>

<audit_discrepancy_data>

<sv_tn>2023562000</sv_tn>

<sv_id>100345</sv_id>

<sp_id>2222</sp_id>

<audit_discrepancy_reason>

<audit_tn_missing_lsms/>

</audit_discrepancy_reason>

</audit_discrepancy_data>	

<audit_discrepancy_count>1</audit_discrepancy_count>

<audit_completion_time>2012-12-17T09:30:46</audit_completion_time>

</AuditResultsNotification>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>



[bookmark: _Toc336959649][bookmark: _Toc338686302][bookmark: _Toc394492850]CancelReply

This message is the asynchronous reply to a CancelRequest message. 



[bookmark: _Toc338686303]CancelReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 







[bookmark: _Toc338686304]CancelReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<CancelReply>

<basic_code>success</basic_code>

</CancelReply>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>



[bookmark: _Toc336959650][bookmark: _Toc338686305][bookmark: _Toc394492851]DisconnectReply

This message is the asynchronous reply to a DisconnectRequest message. 



[bookmark: _Toc338686306]DisconnectReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 





[bookmark: _Toc338686307]

DisconnectReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<DisconnectReply>

<basic_code>success</basic_code>

</DisconnectReply>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>



[bookmark: _Toc336959651][bookmark: _Toc338686308][bookmark: _Toc394492852]KeepAlive

The KeepAlive message is a heartbeat from one entity to the other.  The intention is for the originating entity to inform to receiving entity of its presence.  



The asynchronous reply to this message is a NotificationReply message.





[bookmark: _Toc338686309]KeepAlive Parameters

None.



[bookmark: _Toc338686310]KeepAlive XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<KeepAlive/>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>



[bookmark: _Toc336959652][bookmark: _Toc338686311][bookmark: _Toc394492853]LnpSpidMigrationNotification

The NPAC notifies the SOA with the pending SPID migration. All the parameters listed below are required.

[bookmark: _Toc338686312]LnpSpidMigrationNotification Parameters

		Parameter

		Description



		migration_from_sp

		Identifier of the migrate-from SP.



		migration_to_sp

		Identifier of the migrate-to SP.



		migration_npa_nxx_data

		List of involved NPA-NXX data in following pair:

npa_nxx_id

npa_nxx_value



		migration _creation_timestamp

		Timestamp of the creation of the migration



		migration _due_date

		Due date of the migration



		migration _activation_timestamp

		Timestamp of the activation of the migration







[bookmark: _Toc338686313]LnpSpidMigrationNotification XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<LnpSpidMigrationNotification>

<migration_from_sp>2222</migration_from_sp>

<migration_to_sp>1111</migration_to_sp>

<migration_npanxx_data>

<npa_nxx_data>

<npa_nxx_id>25</npa_nxx_id>

<npa_nxx_value>111222</npa_nxx_value>

</npa_nxx_data>

</migration_npanxx_data>

<migration_creation_timestamp>2012-12-01T12:00:00 </migration_creation_timestamp>

<migration_due_date>2012-12-31T12:00:00</migration_due_date>

<migration_activation_timestamp>2012-12-31T12:00:00 </migration_activation_timestamp>

</LnpSpidMigrationNotification>

</Message>	

</npac_to_soa>

</MessageContent>

</SOAMessages>



[bookmark: _Toc336959653][bookmark: _Toc338686314][bookmark: _Toc394492854]LrnCreateDownload

The NPAC notifies the SOA with the LRN creation download. All the parameters listed below are required.

[bookmark: _Toc338686315]LrnCreateDownload Parameters

		Parameter

		Description



		sp_id

		Owning spid.



		lrn_id

		Identifier of the LRN.



		lrn_value

		Value of the LRN.



		lrn _creation_timestamp

		Timestamp of the creation of the lrn



		download_reason

		Download reason of the LRN specificed as dr_new. 







[bookmark: _Toc338686316]LrnCreateDownload XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<LrnCreateDownload>

<sp_id>1111</sp_id>

<lrn_id>10</lrn_id>

<lrn_value>2023563780</lrn_value>

<download_reason>dr_new</download_reason>

<lrn_creation_timestamp>2012-12-16T12:00:00 </lrn_creation_timestamp>

</LrnCreateDownload>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>



[bookmark: _Toc336959654][bookmark: _Toc338686317][bookmark: _Toc394492855]LrnCreateReply

This message is the asynchronous reply to an LrnCreateRequest message. 



[bookmark: _Toc338686318]LrnCreateReply Parameters:

		Parameter

		Description



		lrn_id

		The optional unique identifier of the LRN.  This field will be present if the request is successful, and not present otherwise.



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		invalid_data

		This optional field is present when the request to create an LRN fails due to an incorrect lrn value.







[bookmark: _Toc338686319]LrnCreateReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<LrnCreateReply>

<reply_status>

<basic_code>success</basic_code>

</reply_status>

<lrn_id>123</lrn_id>

</LrnCreateReply>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>



[bookmark: _Toc336959655][bookmark: _Toc338686320][bookmark: _Toc394492856]LrnDeleteDownload

The NPAC notifies the SOA with the LRN delete download.

[bookmark: _Toc338686321]LrnDeleteDownload Parameters

		Parameter

		Description



		sp_id

		This required field specifies the owning SPID.



		lrn_id

		This required field specifies the unique identifier of the LRN.



		download_reason



		This field specifies the reason for the download of the deleted LRN – should always be dr_delete.







[bookmark: _Toc338686322]LrnDeleteDownload XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<LrnDeleteDownload>

<sp_id>1111</sp_id>

<lrn_id>55</lrn_id>

<download_reason>dr_delete</download_reason>

</LrnDeleteDownload>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>

	

[bookmark: _Toc336959656][bookmark: _Toc338686323][bookmark: _Toc394492857]LrnDeleteReply

This message is the asynchronous reply to an LrnDeleteRequest message. 



[bookmark: _Toc338686324]LrnDeleteReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		lrn_id

		This optional field provides LRN ID of the deleted LRN.







[bookmark: _Toc338686325]LrnDeleteReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<LrnDeleteReply>

<reply_status>

<basic_code>success</basic_code>

</reply_status>

<lrn_id>10</lrn_id>

</LrnDeleteReply>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>



[bookmark: _Toc336959657][bookmark: _Toc338686326][bookmark: _Toc394492858]LrnQueryReply

This message is the asynchronous reply to an LrnQueryRequest message. 



[bookmark: _Toc338686327]LrnQueryReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		lrn_list

		This optional field is a list of one or more lrn_data structures.  Each lrn_data structure contains the following 6 values.  This list will not be present if the query finds no results.



		sp_id

		This required field indicates the SPID that created the LRN.



		lrn_id

		This required field specifies the unique numeric identifier of the LRN



		lrn_value

		This required field specifies the value of the LRN.



		download_reason

		This required field specifies the reason for the download of the LRN



		lrn_creation_timestamp

		This required field specifies the timestamp of when the LRN was created.



		activity_timestamp

		This required field specifies the timestamp of when the NPAC last created a notification or download for this object.







[bookmark: _Toc338686328]LrnQueryReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<LrnQueryReply>

<reply_status>

<basic_code>success</basic_code>

</reply_status>

<lrn_list>

<lrn_data>

<sp_id>1111</sp_id>

<lrn_id>10</lrn_id>

<lrn_value>2023563780</lrn_value>

<download_reason>dr_new</download_reason>

<lrn_creation_timestamp>2012-12-16T12:00:00 </lrn_creation_timestamp>

<activity_timestamp>2012-12-17T09:30:46.936Z </activity_timestamp>

</lrn_data>

<lrn_data>

<sp_id>1111</sp_id>

<lrn_id>11</lrn_id>

<lrn_value>2023563785</lrn_value>

<download_reason>dr_new</download_reason>

<lrn_creation_timestamp>2010-10-31T12:00:00Z </lrn_creation_timestamp>

<activity_timestamp>2012-12-17T09:30:46.936Z </activity_timestamp>

</lrn_data>

</lrn_list>

</LrnQueryReply>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>



[bookmark: _Toc336959658][bookmark: _Toc338686329][bookmark: _Toc394492859]ModifyReply

This message is the asynchronous reply to a ModifyRequest message. 



[bookmark: _Toc338686330]ModifyReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		invalid_data

		This optional field indicates the fields in the request that caused the modify request to fail:

svb_lrn

svb_new_sp_due_date

sv_effective_release_date

sv_old_sp_due_date

sv_old_sp_authorization

svb_class_dpc

svb_class_ssn

svb_lidb_dpc

svb_lidb_ssn

svb_isvm_dpc

svb_isvm_ssn

svb_cnam_dpc

svb_cnam_ssn

svb_end_user_location_value

svb_end_user_location_type

svb_billing_id

sv_status_change_cause_code 

svb_wsmsc_dpc

svb_wsmsc_ssn

sv_customer_disconnect_date

sv_effective_release_date

svb_sv_type

svb_optional_data

sv_status

sv_new_sp_medium_timer_indicator 

sv_old_sp_medium_timer_indicator 







[bookmark: _Toc338686331]ModifyReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<ModifyReply>

<reply_status>

<basic_code>failed</basic_code>

<status_code>5126</status_code>

<status_info>LRN specified for SV is in a different LATA from TN.</status_info>

</reply_status>

<invalid_data>

<svb_lrn>2023563700</svb_lrn>

</invalid_data>

</ModifyReply>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>



[bookmark: _Toc336959659][bookmark: _Toc338686332][bookmark: _Toc394492860]NewNpaNxxNotification

The NPAC notifies the SOA with the NPANXX creation notification. All the parameters listed below are required.

[bookmark: _Toc338686333]NewNpaNxxNotification Parameters

		Parameter

		Description



		sp_id

		This required field specifies the SPID that owns the NPA-NXX where the first port was done.



		npa_nxx_id

		The unique identifier of the NPA-NXX.



		npa_nxx_value

		The 6 digit value of the NPA-NXX.



		npa_nxx _effective_timestamp

		The effective timestamp of the NPA-NXX.









[bookmark: _Toc338686334]NewNpaNxxNotification XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NewNpaNxxNotification>

<sp_id>1111</sp_id>

<npa_nxx_id>10</npa_nxx_id>

<npa_nxx_value>202356</npa_nxx_value>

<npa_nxx_effective_timestamp>2011-12-31T12:00:00Z </npa_nxx_effective_timestamp>

</NewNpaNxxNotification>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>



[bookmark: _Toc336959660][bookmark: _Toc338686335][bookmark: _Toc394492861]NewSpCreateReply

This message is the asynchronous reply to a NewSpCreateRequest message. 



[bookmark: _Toc338686336]NewSpCreateReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		invalid_data

		This optional field indicates which parameter in the request caused a failure:

sv_tn

tn_range

svb_lrn

svb_new_sp

svb_old_sp

svb_new_sp_due_date

svb_class_dpc

svb_class_ssn

svb_lidb_dpc

svb_lidb_ssn

svb_isvm_dpc

svb_isvm_ssn

svb_cnam_dpc

svb_cnam_ssn

svb_end_user_location_type

svb_end_user_location_value

svb_billing_id

sv_lnp_type

sv_porting_to_original_sp_switch

svb_wsmsc_dpc

svb_wsmsc_ssn

svb_sv_type

svb_optional_data

sv_new_sp_medium_timer_indicator 







[bookmark: _Toc338686337]NewSpCreateReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NewSpCreateReply>

<reply_status>

<basic_code>failed</basic_code>

<status_code>5126</status_code>

<status_info> LRN specified for SV is in a different LATA from TN.</status_info>

</reply_status>

<invalid_data>

<svb_lrn>2023563780</svb_lrn>

</invalid_data>

</NewSpCreateReply>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>

[bookmark: _Toc394492862]NotificationReply

NPAC replies to a KeepAlive initiated by the SOA.  There is rarely an error that is returned from a KeepAlive.  The reply is intended to confirm to the SOA processing of the KeepAlive by the NPAC system.

This message is the asynchronous reply to all of the notification messages. 

NotificationReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 







NotificationReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NotificationReply>

<basic_code>success</basic_code>

</NotificationReply>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>	





[bookmark: _Toc336959661][bookmark: _Toc338686338][bookmark: _Toc394492863]NpaNxxCreateDownload

The NPAC notifies the SOA with the NPANXX creation download.

[bookmark: _Toc338686339]NpaNxxCreateDownload Parameters

		Parameter

		Description



		sp_id

		This required field indicates the SPID that created the NPA-NXX.



		npa_nxx_id

		This required field is the unique identifier of the NPA-NXX.



		npa_nxx_value

		This required field is the 6 digit value of the NPA-NXX.



		npa_nxx _effective_timestamp

		This required field is the effective timestamp of the NPA-NXX



		download_reason

		This required field is the download reason of the NPA-NXX (dr_new)



		npa_nxx _creation_timestamp

		This required field is the timestamp for when the NPA-NXX was created.







[bookmark: _Toc338686340]NpaNxxCreateDownload XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2011-12-31T12:00:00.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpaNxxCreateDownload>

<sp_id>1111</sp_id>

<npa_nxx_id>25</npa_nxx_id>

<npa_nxx_value>111222</npa_nxx_value>

<npa_nxx_effective_timestamp>2011-12-31T12:00:00Z </npa_nxx_effective_timestamp>

<download_reason>dr_new</download_reason>

<npa_nxx_creation_timestamp>2011-12-31T12:00:00Z </npa_nxx_creation_timestamp>

</NpaNxxCreateDownload>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>



[bookmark: _Toc336959662][bookmark: _Toc338686341][bookmark: _Toc394492864]NpaNxxCreateReply

This message is the asynchronous reply to an NpaNxxCreateRequest. 



[bookmark: _Toc338686342]NpaNxxCreateReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		npa_nxx_id

		This field is optional with NPA-NXX ID



		invalid_data

		This optional field indicates the invalid parameter that that caused the request to fail:

npa_nxx_value

npa_nxx_effective_timestamp







[bookmark: _Toc338686343]NpaNxxCreateReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpaNxxCreateReply>

<reply_status>

<basic_code>failed</basic_code>

<status_code>5135</status_code>

<status_info>NPA-NXX not valid for this region.</status_info>

</reply_status>

<invalid_data>

<npa_nxx_value>111222</npa_nxx_value>

</invalid_data>

</NpaNxxCreateReply>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>



[bookmark: _Toc338686344][bookmark: _Toc394492865][bookmark: _Toc336959663]NpaNxxDeleteDownload

This message is a download to a SOA for an NPA-NXX deletion. All the parameters listed below are required.

[bookmark: _Toc338686345]NpaNxxDeleteDownload Parameters

		Parameter

		Description



		sp_id

		This field is the SPID that owned the NPA-NXX that has been deleted.



		npa_nxx_id

		This field is the unique identifier of the NPA-NXX.



		download_reason



		This required field specifies the reason for the download of the created NPA-NXX – should always be dr_delete.







[bookmark: _Toc338686346]NpaNxxDeleteDownload XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpaNxxDeleteDownload>

<sp_id>1111</sp_id>

<npa_nxx_id>25</npa_nxx_id>

<download_reason>dr_delete</download_reason>

</NpaNxxDeleteDownload>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>

[bookmark: _Toc338686347][bookmark: _Toc394492866]NpaNxxDeleteReply

This message is the asynchronous reply to an NpaNxxDeleteRequest message. 



[bookmark: _Toc338686348]NpaNxxDeleteReply Parameters



		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		npa_nxx_id

		This optional npa_nxx ID indicates the object that was deleted by the request.







[bookmark: _Toc338686349]NpaNxxDeleteReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpaNxxDeleteReply>

<reply_status>

<basic_code>success</basic_code>

</reply_status>

<npa_nxx_id>25</npa_nxx_id>

</NpaNxxDeleteReply>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>

[bookmark: _Toc338686350][bookmark: _Toc394492867]NpaNxxDxCreateDownload

This message is a download to a SOA for an NPA-NXX-X creation. All parameters listed below are required.

[bookmark: _Toc338686351]NpaNxxDxCreateDownload Parameters

		Parameter

		Description



		sp_id

		This field indicates the SPID that owns the NPA-NXX.-X.



		npa_nxx_x_id

		This field is the unique identifier of the NPA-NXX-X.



		npa_nxx_x_value

		This field is the 7 digit value of the NPA-NXX-X.



		npa_nxx_x_effective_timestamp

		This field is the effective timestamp of the NPA-NXX-X.



		npa_nxx_x_creation_timestamp

		This field is the creation timestamp of the NPA-NXX-X.



		npa_nxx_x_modified_timestamp

		This field is the modification timestamp of the NPA-NXX-X. For NPA-NXX-X objects that haven’t been modified, this timestamp will be the same as the creation timestamp.



		download_reason

		This field is the download reason (dr_new)







[bookmark: _Toc338686352]NpaNxxDxCreateDownload XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpaNxxDxCreateDownload>

<sp_id>1111</sp_id>

<npa_nxx_x_id>35</npa_nxx_x_id>

<npa_nxx_x_value>1112221</npa_nxx_x_value>

<npa_nxx_x_effective_timestamp>2001-12-17T09:30:47Z </npa_nxx_x_effective_timestamp>

<npa_nxx_x_creation_timestamp>2001-12-17T09:30:47Z </npa_nxx_x_creation_timestamp>

<npa_nxx_x_modified_timestamp>2001-12-17T09:30:47Z </npa_nxx_x_modified_timestamp>

<download_reason>dr_new</download_reason>

</NpaNxxDxCreateDownload>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>

[bookmark: _Toc338686353][bookmark: _Toc394492868]NpaNxxDxModifyDownload

This message is a download to a SOA for an NPA-NXX-X modification. All the parameters listed below are required.

[bookmark: _Toc338686354]NpaNxxDxModifyDownload Parameters

		Parameter

		Description



		sp_id

		This field indicates the SPID that owns the NPA-NXX.-X.



		npa_nxx_x_id

		This field is the unique identifier of the NPA-NXX-X.



		npa_nxx_x_effective_timestamp

		This field is the effective timestamp of the NPA-NXX-X.



		npa_nxx_x_modified_timestamp

		This field is the modification timestamp of the NPA-NXX-X.



		download_reason

		This field is the download reason (dr_modified)







[bookmark: _Toc338686355]NpaNxxDxModifyDownload XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpaNxxDxModifyDownload>

<sp_id>1111</sp_id>

<npa_nxx_x_id>35</npa_nxx_x_id>

<npa_nxx_x_effective_timestamp>2001-12-17T09:30:47Z </npa_nxx_x_effective_timestamp>

<npa_nxx_x_modified_timestamp>2001-12-17T09:30:47Z </npa_nxx_x_modified_timestamp>

<download_reason>dr_modified</download_reason>

</NpaNxxDxModifyDownload>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>

[bookmark: _Toc338686356][bookmark: _Toc394492869]NpaNxxDxDeleteDownload

This message is a download to a SOA for an NPA-NXX-X deletion. All parameters listed below are required.

[bookmark: _Toc338686357]NpaNxxDxDeleteDownload Parameters

		Parameter

		Description



		sp_id

		This field indicates the SPID that owns the NPA-NXX.-X.



		npa_nxx_x_id

		This field is the unique identifier of the NPA-NXX-X.



		download_reason



		This field specifies the reason for the download of the deleted NPA-NXX-X – should always be dr_delete.







[bookmark: _Toc338686358]NpaNxxDxDeleteDownload XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpaNxxDxDeleteDownload>

<sp_id>2222</sp_id>

<npa_nxx_x_id>35</npa_nxx_x_id>

<download_reason>dr_delete</download_reason>

</NpaNxxDxDeleteDownload>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>

[bookmark: _Toc338686359][bookmark: _Toc394492870]NpaNxxDxQueryReply

This message is the asynchronous reply to an NpaNxxDxQueryRequest message. 



[bookmark: _Toc338686360]NpaNxxDxQueryReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		npa_nxx_x_list

		This element is a list of npa_nxx_x_data structures that contain the results of the query.



		npa_nxx_x_data

		This field is an optional list with one or more sets of the following 8 values:



		sp_id

		This required field specifies the SPID that owns the NPA-NXX-X



		npa_nxx_x_id

		This required field specifies the unique numeric identifier of the NPA-NXX-X



		npa_nxx_x_value

		This required field specifies the value of the NPA-NXX-X.



		npa_nxx_x_effective_timestamp

		This required field specifies the timestamp of when the NPA-NXX-X is effective.



		npa_nxx_x_creation_timestamp

		This required field specifies the timestamp of when the NPA-NXX-X was created.



		npa_nxx_x_modified_timestamp

		This required field specifies the timestamp of when the NPA-NXX-X was last modified.



		download_reason

		This required field specifies the reason for the download of the NPA-NXX-X



		activity_timestamp

		This required field specifies the timestamp of when the NPAC last created a notification or download for this object.









[bookmark: _Toc338686361]NpaNxxDxQueryReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpaNxxDxQueryReply>

<reply_status>

<basic_code>success</basic_code>

</reply_status>

<npa_nxx_x_list>

<npa_nxx_x_data>

<sp_id>1111</sp_id>

<npa_nxx_x_id>123</npa_nxx_x_id>

<npa_nxx_x_value>1234567</npa_nxx_x_value>

<npa_nxx_x_effective_timestamp>2001-12-17T09:30:47Z

</npa_nxx_x_effective_timestamp>

<npa_nxx_x_creation_timestamp>2001-12-17T09:30:47Z

</npa_nxx_x_creation_timestamp>

<npa_nxx_x_modified_timestamp>2001-12-17T09:30:47Z

</npa_nxx_x_modified_timestamp>

<download_reason>dr_new</download_reason>

<activity_timestamp>2012-12-17T09:30:46.136Z </activity_timestamp>

</npa_nxx_x_data>

</npa_nxx_x_list>

</NpaNxxDxQueryReply>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>

[bookmark: _Toc338686362][bookmark: _Toc394492871]NpaNxxModifyDownload

This message is a download to a SOA for an NPA-NXX modification.

[bookmark: _Toc338686363]NpaNxxModifyDownload Parameters

		Parameter

		Description



		sp_id

		This required field indicates the SPID that created the NPA-NXX.



		npa_nxx_id

		This field is the unique identifier of the NPA-NXX.



		npa_nxx_effective_timestamp

		This required field is the effective timestamp of the NPA-NXX



		download_reason

		This required field is the download reason of the NPA-NXX (dr_modified)



		npa_nxx_modified_timestamp

		This required field is the timestamp for when the NPA-NXX was modified.







[bookmark: _Toc338686364]NpaNxxModifyDownload XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

[bookmark: OLE_LINK3][bookmark: OLE_LINK4]</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpaNxxModifyDownload>

<sp_id>1111</sp_id>

<npa_nxx_id>123</npa_nxx_id>

<npa_nxx_effective_timestamp>2011-12-17T09:30:47Z

</npa_nxx_effective_timestamp>

<download_reason>dr_modified</download_reason>

<npa_nxx_modified_timestamp>2011-12-25T09:30:47Z

</npa_nxx_modified_timestamp>

</NpaNxxModifyDownload>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>

[bookmark: _Toc338686365][bookmark: _Toc394492872]NpaNxxQueryReply

This message is the asynchronous reply to an NpaNxxQueryRequest message. 



[bookmark: _Toc338686366]NpaNxxQueryReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		npa_nxx_list

		This element is a list of npa_nxx_data structures that contain the results of the query



		npa_nxx_data

		This field is an optional list with one or more sets of the following 8 values:



		sp_id

		This required field specifies the SPID that owns the NPA-NXX



		npa_nxx_id

		This required field specifies the unique numeric identifier of the NPA-NXX



		npa_nxx_value

		This required field specifies the value of the NPA-NXX



		npa_nxx_effective_timestamp

		This required field specifies the timestamp of when the NPA-NXX is effective.



		download_reason

		This required field specifies the reason for the download of the NPA-NXX



		npa_nxx_creation_timestamp

		This required field specifies the timestamp of when the NPA-NXX was created.



		npa_nxx_modified_timestamp

		This optional field specifies the timestamp of when the NPA-NXX was last modified.



		activity_timestamp

		This required field specifies the timestamp of when the NPAC last created a notification or download for this object.





[bookmark: _Toc338686367]

NpaNxxQueryReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:47.224Z </origination_timestamp>

<NpaNxxQueryReply>

<reply_status>

<basic_code>success</basic_code>

</reply_status>

<npa_nxx_list>

<npa_nxx_data>

<sp_id>1234</sp_id>

<npa_nxx_id>123</npa_nxx_id>

<npa_nxx_value>111222</npa_nxx_value>

<npa_nxx_effective_timestamp>2011-12-17T09:30:47Z

</npa_nxx_effective_timestamp>

<download_reason>dr_new</download_reason>

<npa_nxx_creation_timestamp>2011-12-17T09:30:47Z

</npa_nxx_creation_timestamp>

<activity_timestamp>2012-12-17T09:30:47.136Z </activity_timestamp>

</npa_nxx_data>

<npa_nxx_data>

<sp_id>1234</sp_id>

<npa_nxx_id>125</npa_nxx_id>

<npa_nxx_value>111223</npa_nxx_value>

<npa_nxx_effective_timestamp>2011-12-17T09:30:47Z

</npa_nxx_effective_timestamp>

<download_reason>dr_new</download_reason>

<npa_nxx_creation_timestamp>2011-12-17T09:30:47Z

</npa_nxx_creation_timestamp>

<activity_timestamp>2012-12-17T09:30:47.136Z </activity_timestamp>

</npa_nxx_data>

</npa_nxx_list>

</NpaNxxQueryReply>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>

[bookmark: _Toc338686368][bookmark: _Toc394492873]NpbAttributeValueChangeNotification

This message is a notification to a SOA that attribute values of a number pool block have been changed. 

[bookmark: _Toc338686369]NpbAttributeValueChangeNotification Parameters

		Parameter

		Description



		block_id

		This required field is the unique identifier of the number pooled block that has changed.  



		block_dash_x

		This required field is the NPA-NXX-X value associated with the block that has changed.  It helps to identify the block, and does not indicate that the NPA-NXX-X value has changed.



		block_status

		This optional field indicates the status of the block as one of the following: 

· block_status_active

· block_status_sending

· block_status_failed

· block_status_partial_failed

· block_status_old



		svb_failed_sp_list

		This optional field is a list of LSMSs that have not successfully received download of a pooled block.



		svb_lrn

		This optional field is the Location Routing Number of the block.



		svb_class_dpc

		This optional field it the CLASS DPC value of the block.



		svb_class_ssn

		This optional field is the CLASS SSN value of the block



		svb_lidb_dpc

		This optional field is the LIDB DPC value of the block



		svb_lidb_ssn

		This optional field is the LIDB SSN value of the block



		svb_isvm_dpc

		This optional field is the ISVM DPC value of the block



		svb_isvm_ssn

		This optional field is the ISVM SSN value of the block



		svb_cnam_dpc

		This optional field is the CNAM DPC value of the block



		svb_cnam_ssn

		This optional field is the CNAM SSN value of the block



		svb_wsmsc_dpc

		This optional field is the WSMSC DPC value of the block



		svb_wsmsc_ssn

		This optional field is the WSMSC SSN value of the block



		block_soa_origination

		This optional field indicates if SOA Origination is set.



		svb_sv_type

		This optional field indicates the SV type for the block. Possible values are: 

wireline

wireless

class2_voip_no_num_assgnmt 

vowifi

prepaid_wireless

class1_and_2_voip_with_num_assgnmt 

sv_type_6

sv_type_7

sv_type_8

sv_type_9



		svb_optional_data

		This optional field specifies the optional data for the block.





[bookmark: _Toc338686370]

NpbAttributeValueChangeNotification XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>	

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpbAttributeValueChangeNotification>

<block_id>35</block_id>

<block_dash_x>2023563</block_dash_x>

<svb_lrn>2023563000</svb_lrn>

</NpbAttributeValueChangeNotification>

</Message>	

</npac_to_soa>

</MessageContent>

</SOAMessages>

[bookmark: _Toc338686371][bookmark: _Toc394492874]NpbCreateReply

This message is the asynchronous reply to an NpbCreateRequest message. 



[bookmark: _Toc338686372]NpbCreateReply Parameters

		Parameter

		Description



		block_id

		This field is the unique identifier of the number pooled block.



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		invalid_data

		This optional field indicates the invalid data when an error is returned. One of the following will be populated:

· block_dash_x

· svb_lrn

· svb_class_dpc

· svb_class_ssn

· svb_lidb_dpc

· svb_lidb_ssn

· svb_isvm_dpc

· svb_isvm_ssn

· svb_cnam_dpc

· svb_cnam_ssn

· svb_wsmsc_dpc

· svb_wsmsc_ssn

· svb_sv_type

· svb_optional_data





[bookmark: _Toc338686373]

NpbCreateReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpbCreateReply>

<block_id>35</block_id>

<reply_status>

<basic_code>success</basic_code>

</reply_status>

</NpbCreateReply>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>

[bookmark: _Toc338686374][bookmark: _Toc394492875][bookmark: _Toc336959673]NpbModifyReply

This message is the asynchronous reply to an NpbModifyRequest message. 



[bookmark: _Toc338686375]NpbModifyReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		invalid_data

		This optional field indicates the invalid data when an error is returned. One of the following will be populated:

· svb_lrn

· svb_class_dpc

· svb_class_ssn

· svb_lidb_dpc

· svb_lidb_ssn

· svb_isvm_dpc

· svb_isvm_ssn

· svb_cnam_dpc

· svb_cnam_ssn

· svb_wsmsc_dpc

· svb_wsmsc_ssn

· svb_sv_type

· svb_optional_data.



		block_id

		An optional block_id identifying the block that was successfully modified.  This field will not be present if the operation was not successful.





[bookmark: _Toc338686376]







NpbModifyReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpbModifyReply>

<reply_status>

<basic_code>failed</basic_code>

<status_code>5127</status_code>

<status_info>LRN specified for Block is in a different LATA from DashX</status_info>

</reply_status>

<invalid_data>

<svb_lrn>2023563780</svb_lrn>

</invalid_data>

<block_id>70</block_id>

</NpbModifyReply>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>

[bookmark: _Toc338686377][bookmark: _Toc394492876]NpbObjectCreationNotification

This message is a notification to a SOA indicating a number pool block object has been created.

[bookmark: _Toc338686378]NpbObjectCreationNotification Parameters

		Parameter

		Description



		block_id

		This required field is the unique identifier of the number pooled block.



		block_soa_origination

		This required field indicates if SOA Origination is set.



		svb_creation_timestamp

		This required field indicates if SOA Origination is set.



		block_dash_x

		This required field is the NPA-NXX-X value associated with the block



		sp_id

		This required field identifies the SPID that owns the block.



		svb_lrn

		This required field is the Location Routing Number of the block.



		svb_class_dpc

		This optional field it the CLASS DPC value of the block.



		svb_class_ssn

		This optional field is the CLASS SSN value of the block



		svb_lidb_dpc

		This optional field is the LIDB DPC value of the block



		svb_lidb_ssn

		This optional field is the LIDB SSN value of the block



		svb_isvm_dpc

		This optional field is the ISVM DPC value of the block



		svb_isvm_ssn

		This optional field is the ISVM SSN value of the block



		svb_cnam_dpc

		This optional field is the CNAM DPC value of the block



		svb_cnam_ssn

		This optional field is the CNAM SSN value of the block



		svb_wsmsc_dpc

		This optional field is the WSMSC DPC value of the block



		svb_wsmsc_ssn

		This optional field is the WSMSC SSN value of the block



		svb_sv_type

		This optional field indicates the SV type for the block. Possible values are: 

wireline

wireless

class2_voip_no_num_assgnmt 

vowifi

prepaid_wireless

class1And2VoIP-WithNumAssgnmt. 

sv_type_6

sv_type_7

sv_type_8

sv_type_9



		svb_optional_data

		This optional field specifies the optional data for the block.





[bookmark: _Toc338686379]

NpbObjectCreationNotification XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpbObjectCreationNotification>

<block_id>35</block_id>

<block_soa_origination>false</block_soa_origination>

<svb_creation_timestamp>2001-12-17T09:30:47Z

</svb_creation_timestamp>

<block_dash_x>1112221</block_dash_x>

<sp_id>1111</sp_id>

<svb_lrn>2023563780</svb_lrn>

</NpbObjectCreationNotification>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>

[bookmark: _Toc338686380][bookmark: _Toc394492877]NpbQueryReply

This message is the asynchronous reply to an NpbQueryRequest message. 



[bookmark: _Toc338686381]NpbQueryReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		npb_list	

		This is a list of npb_data structures that contain the data returned by the query.



		npb_data	

		This optional field is a list with one or more sets of the following values:



		block_id

		This required field specifies the unique numeric identifier of the created number pool block



		block_soa_origination

		This required true/false field specifies if the SOA originates the data for the block



		svb_creation_timestamp

		This required field specifies when the block was created



		block_status

		This required field specifies the status of the block



		block_dash_x

		This required field specifies the NPA-NXX-X value of the block



		sp_id

		This field specifies the SPID that owns the block (block holder)



		svb_lrn

		This required field specifies the LRN of the block



		svb_class_dpc

		This optional field specifies the CLASS DPC of the block



		svb_class_ssn

		This optional field specifies the CLASS SSN of the block



		svb_lidb_dpc

		This optional field specifies the LIDB DPC of the block



		svb_lidb_ssn

		This optional field specifies the LIDB SSN of the  block



		svb_isvm_dpc

		This optional field specifies the ISVM DPC of the block



		svb_isvm_ssn

		This optional field specifies the ISVM SSN of the  block



		svb_cnam_dpc

		This optional field specifies the CNAM DPC of the  block



		svb_cnam_ssn

		This optional field specifies the CNAM SSN of the  block



		svb_wsmsc_dpc

		This optional field specifies the WSMSC DPC of the  block



		svb_wsmsc_ssn

		This optional field specifies the  WSMSC SSN of the  block



		svb_activation_timestamp

		This optional field specifies the timestamp of when the block was activated



		svb_broadcast_timestamp

		This field specifies the timestamp of when the block was last broadcast



		svb_disconnect_complete_timestamp

		This optional field specifies the timestamp of when the block was disconnected



		svb_modified_timestamp

		This optional field specifies the timestamp of when the block was last modified



		download_reason

		This required field is the download reason of the block



		svb_sv_type

		This optional field specifies the SV type of the block



		svb_optional_data

		This optional field specifies (possibly multiple) name-value pairs of optional data associated with the block



		svb_failed_sp_list

		This optional field specifies (possibly multiple) spid/name pairs of LSMSs that may not have the latest information on this block 



		activity_timestamp

		This required field specifies the timestamp of when the NPAC last created a notification or download for this object.





[bookmark: _Toc338686382]

NpbQueryReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:47.224Z </origination_timestamp>

<NpbQueryReply>

<reply_status>

<basic_code>success</basic_code>

</reply_status>

<npb_list>

<npb_data>

<block_id>45</block_id>

<block_soa_origination>false</block_soa_origination>

<svb_creation_timestamp>2001-12-17T09:30:47Z

</svb_creation_timestamp>

<block_status>block_status_active</block_status>

<block_dash_x>1112221</block_dash_x>

<sp_id>1111</sp_id>

<svb_lrn>2023563780</svb_lrn>

<svb_activation_timestamp>2001-12-17T09:30:47Z </svb_activation_timestamp>

<svb_broadcast_timestamp>2001-12-17T09:30:47Z </svb_broadcast_timestamp>

<svb_disconnect_complete_timestamp>2001-12-17T09:30:47Z </svb_disconnect_complete_timestamp>

<svb_modified_timestamp>2001-12-17T09:30:47Z </svb_modified_timestamp>

<download_reason>dr_new</download_reason>

<svb_sv_type>wireline</svb_sv_type>

<activity_timestamp>2012-12-17T09:30:47.136Z </activity_timestamp>

</npb_data>

</npb_list>

</NpbQueryReply>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>	

[bookmark: _Toc338686383][bookmark: _Toc394492878]OldSpCreateReply

This message is the asynchronous reply to an OldSpCreateRequest message. 



[bookmark: _Toc338686384]OldSpCreateReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		invalid_data

		One of sv_tn, tn_range, svb_new_sp, sv_old_sp, sv_old_sp_due_date, sv_old_sp_authorization, sv_status_change_cause_code, sv_lnp_type, sv_old_sp_medium_timer_indicator





[bookmark: _Toc338686385]

OldSpCreateReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<OldSpCreateReply>

<reply_status>

<basic_code>success</basic_code>

</reply_status>

</OldSpCreateReply>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>

[bookmark: _Toc338686386][bookmark: _Toc394492879]ProcessingError

This message is an error reply that will be sent rarely.  When the receiving system is able to return a synchronous acknowledgement for a request, any error can be indicated as part of the asynchronous reply.  However, in certain circumstances the receiving system may not be able to send the asynchronous reply as part of a reply message that directly corresponds to the request.  For example, if the request contains invalid XML the receiving system will not be able to determine the type of request, and therefore will not be able to determine the corresponding type of reply message.  In these cases, the receiving system should send a ProcessingError message to indicate the error.  The invoke id of the ProcessingError message must match that of the incoming request.  This means that if the receiving system cannot determine the invoke id of the request, it will not be able to generate a ProcessingError.  

When multiple requests are sent as a batch, a separate ProcessingError message will be created for each one. Note that the batch itself is one large XML message. Any parsing error in the batch will cause all messages in the batch to be failed with a ProcessingError.

[bookmark: _Toc338686387]ProcessingError Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 





[bookmark: _Toc338686388]



ProcessingError XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<ProcessingError>

<basic_code>invalid_data_values</basic_code>

<status_code>14506</status_code>

<status_info>Specified departure time is more than 5 minutes old</status_info>

</ProcessingError>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>

[bookmark: _Toc338686389][bookmark: _Toc394492880]RemoveFromConflictReply

This message is the asynchronous reply to a RemoveFromConflictRequest message. 



[bookmark: _Toc338686390]RemoveFromConflictReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 





[bookmark: _Toc338686391]

RemoveFromConflictReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<RemoveFromConflictReply>

<basic_code>success</basic_code>

</RemoveFromConflictReply>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>



[bookmark: _Toc338686392][bookmark: _Toc394492881]SpidCreateDownload

This message is a download to a SOA when a new NPAC Service Provider Profile has been created at the NPAC.

[bookmark: _Toc338686393]SpidCreateDownload Parameters

		Parameter

		Description



		sp_id

		This required field indicates the Service Provider ID.



		sp_name

		This optional field indicates the Service Provider name and it will be populated in all SpidCreateDownload messages.  It is optional because it part of a structure that is also used in the SpidModifyDownload message.



		sp_type

		This optional field indicates the Service Provider type and, if supported, it will be populated as one of the following in SpidCreateDownload messages:

· wireline 

· wireless

· non_carrier

· class1_and_2_voip_with_num_assgnmt 

· sp_type_4

· sp_type_5



		download_reason

		This required field indicates the cause of the download as dr_new.





[bookmark: _Toc338686394]

SpidCreateDownload XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SpidCreateDownload>

<sp_id>2222</sp_id>

<sp_name>2 Telecom</sp_name>

<sp_type>wireline</sp_type>

<download_reason>dr_new</download_reason>

</SpidCreateDownload>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>

[bookmark: _Toc338686395][bookmark: _Toc394492882]SpidDeleteDownload

This message is a download to a SOA when an existing NPAC Service Provider Profile has been deleted at the NPAC.

[bookmark: _Toc338686396]SpidDeleteDownload Parameters

		Parameter

		Description



		sp_id

		This required field indicates the Service Provider ID.



		download_reason

		This required field is the reason for the download of the deleted SP – should always be dr_delete





[bookmark: _Toc338686397]

SpidDeleteDownload XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SpidDeleteDownload>

<sp_id>2222</sp_id>

<download_reason>dr_delete</download_reason>

</SpidDeleteDownload>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>

[bookmark: _Toc338686398][bookmark: _Toc394492883]SpidModifyDownload

This message is a download to a SOA when an existing NPAC Service Provider Profile has been modified at the NPAC.

[bookmark: _Toc338686399]SpidModifyDownload Parameters

		Parameter

		Description



		sp_id

		This required field indicates the Service Provider ID.



		sp_name

		This optional field indicates the Service Provider name.



		sp_type

		This optional field indicates the Service Provider type and, if supported, when modified it will be set to one of the following:

· wireline 

· wireless

· non_carrier

· class1_and_2_voip_with_num_assgnmt 

· sp_type_4

· sp_type_5



		download_reason

		This required field indicates the cause of the download as dr_modified.







[bookmark: _Toc338686400]

SpidModifyDownload XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SpidModifyDownload>

<sp_id>2222</sp_id>

<sp_name>3 Telecom Changed</sp_name>

<download_reason>dr_modified</download_reason>

</SpidModifyDownload>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>

[bookmark: _Toc338686401][bookmark: _Toc394492884]SpidQueryReply

This message is the asynchronous reply to a SpidQueryRequest message. 	

There are two forms for this reply. The short form includes the sp_id, sp_name, and sp_type. The long form adds the Service Providers contact information. Replies will be in short form unless the criteria specified in the SpidQueryRequest was just a sp_id parameter and it matches the SPID issuing the query.  See the section 5.1 (“Message Structure”) for details on how the NPAC determines which spid is issuing the query.

[bookmark: _Toc338686402]SpidQueryReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		spid_list (short form)

		This field contains an optional repeating list of sp_data items where each contains the following items:

· sp_id

· sp_name

· optional sp_type

· activity_timestamp

· download_reason



		spid_list (long form)

		This field contains the Service Provider profile information for the requesting SPID. It’s an optional list that contains a single sp_data item with the following parameters:

· sp_id

· sp_name

· optional sp_type

· sp_system_type

· sp_address

· address_line1

· optional address_line2

· address_city

· address_state

· address_zip

· optional address_province

· address_country

· address_contract_phone

· address_contact

· optional address_contact_fax

· optional address_contact_pager

· optional address_contact_pager_pin

· optional address_contact_email

· sp_billing_address *

· optional sp_soa_address *

· optional sp_lsms_address *

· optional sp_web_address *

· optional sp_net_address *

· optional sp_conflict_address *

· optional sp_operations_address *

· sp_repair_center_address *

· sp_security_address *

· optional sp_user_admin_address *

· activity_timestamp

· download_reason



* See sp_address for complete list of parameters in an “address”





[bookmark: _Toc338686403]

SpidQueryReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>2222</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:47.224Z </origination_timestamp>

<SpidQueryReply>

<reply_status>

<basic_code>success</basic_code>

</reply_status>

<spid_list>

<spid_data>

<sp_id>2222</sp_id>

<sp_name>2 Telecom</sp_name>

<sp_type>wireline</sp_type>

<sp_system_type>lsms_soa_system</sp_system_type>

<sp_address>

<address_line1>2222 Two St</address_line1>

<address_city>Anytown</address_city>

<address_state>NV</address_state>

<address_zip>12345</address_zip>

<address_country>US</address_country>

<address_contact_phone>1234567890</address_contact_phone>

<address_contact>John Doe</address_contact>

</sp_address>

<sp_billing_address>

<address_line1>222 Two St</address_line1>

<address_city>Anytown</address_city>

<address_state>NV</address_state>

<address_zip>12345</address_zip>

<address_country>US</address_country>

<address_contact_phone>1234567890</address_contact_phone>

<address_contact>John Doe</address_contact>

</sp_billing_address>

<sp_repair_center_address>

<address_line1>222 Two St</address_line1>

<address_city>Anytown</address_city>

<address_state>NV</address_state>

<address_zip>12345</address_zip>

<address_country>US</address_country>

<address_contact_phone>1234567890</address_contact_phone>

<address_contact>John Doe</address_contact>

</sp_repair_center_address>

<sp_security_address>

<address_line1>222 Two St</address_line1>

<address_city>Anytown</address_city>

<address_state>NV</address_state>

<address_zip>12345</address_zip>

<address_country>US</address_country>

<address_contact_phone>1234567890</address_contact_phone>

<address_contact>John Doe</address_contact>

</sp_security_address>

<activity_timestamp>2012-12-17T09:30:47.136Z </activity_timestamp>

<download_reason>dr_new</download_reason></spid_data>

</spid_list>

</SpidQueryReply>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>

[bookmark: _GoBack][bookmark: _Toc338686404][bookmark: _Toc394492885][bookmark: _Toc336959683]SvAttributeValueChangeNotification

This message is a notification to a SOA that attribute values of an SV have been changed.

[bookmark: _Toc338686405]SvAttributeValueChangeNotification Parameters

		Parameter

		Description



		range_notif_tn_id_info

		This field is a structure that identifies the subscription versions affected by this notification message. It’s a choice between one or more lists of TNs with associated SVIDs, or one or more lists of TN ranges with associated SVID ranges.

list_info:

   sv_tn – A 10 digit phone number

   sv_id – A unique SV Id					

range_info:	

   start_tn – A 10 digit phone number

   stop_tn – A 4 digit ending TN station

   start_id – The starting SV unique Id

   stop_id – The ending SV unique Id



		object_info

		This field is a structure of SV information for the following SV objects:



		svb_new_sp_due_date

		This optional field is the new SP due date of the SV



		svb_new_sp_creation_ts

		This optional field is the date/time the SV was created by the new SP



		sv_old_sp_due_date

		This optional field is the old SP due date of the SV



		sv_old_sp_authorization_ts

		This optional field indicates the timestamp when the old SP provided authorization for the port.



		sv_old_sp_authorization

		This optional field indicates if the old SP authorizes the port



		sv_conflict_timestamp

		This optional field indicates the timestamp when the SV was placed into conflict status.



		svb_lrn

		This optional field is the Location Routing Number of the SV.



		svb_class_dpc

		This optional field it the CLASS DPC value of the SV.



		svb_class_ssn

		This optional field is the CLASS SSN value of the SV



		svb_lidb_dpc

		This optional field is the LIDB DPC value of the SV



		svb_lidb_ssn

		This optional field is the LIDB SSN value of the SV



		svb_isvm_dpc

		This optional field is the ISVM DPC value of the SV



		svb_isvm_ssn

		This optional field is the ISVM SSN value of the SV



		svb_cnam_dpc

		This optional field is the CNAM DPC value of the SV



		svb_cnam_ssn

		This optional field is the CNAM SSN value of the SV



		svb_wsmsc_dpc

		This optional field is the WSMSC DPC value of the SV



		svb_wsmsc_ssn

		This optional field is the WSMSC SSN value of the SV



		svb_billing_id

		This optional field is the Billing ID value of the SV.



		svb_end_user_location_value

		This optional field is the End user location value value of the SV



		svb_end_user_location_type

		This optional field is the End user location type value of the SV. 



		svb_sv_type

		This optional field indicates the SV type for the SV. Possible values are: 

wireline

wireless

class2_voip_no_num_assgnmt 

vowifi

prepaid_wireless

class1_and_2_voip_with_num_assgnmt 

sv_type_6

sv_type_7

sv_type_8

sv_type_9



		svb_optional_data

		This optional field specifies the optional data for the block.



		sv_timer_type

		This optional field is timer type and consists of one of the following:

· short_timers

· long_timers

· medium_timers



		sv_business_type

		This optional field is the business type and consists of one of the following values:

· short_days_hours

· long_days_hours

· medium_days_hours



		sv_new_sp_medium_timer_indicator

		This optional field is set to true if the new SP indicated medium timers for this SV.



		sv_old_sp_medium_timer_indicator

		This optional field is set to true if the old SP indicated medium timers for this SV.



		sv_status

		This field indicates the current status of the SV as one of the following values:

· status_conflict

· status_active

· status_pending

· status_failed

· status_partial_failed

· status_disconnect_pending

· status_old

· status_canceled

· status_cancel_pending



		sv_failed_sp_list

		This optional field is a list of LSMSs that have not successfully received download of an SV.



		sv_status_change_cause_code

		This optional field is the status change cause code set by the old SP when they place the SV into conflict or when the SV status changed to conflict as a result of automatic flow processing by the NPAC. Valid values are:

· cause_code_none

· npac_auto_cancel

· npac_auto_conflict

· lsr_wpr_not_received

· foc_wprr_not_issued

· due_date_mismatch

· vacant_number_port

· general_conflict





[bookmark: _Toc338686406]





SvAttributeValueChangeNotification XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SvAttributeValueChangeNotification>

<range_notif_tn_id_info>

<list_info>

<sv_tn>2023561000</sv_tn>

<sv_id>100245</sv_id>

</list_info>

</range_notif_tn_id_info>

<object_info>

<svb_new_sp_due_date>2012-12-31T09:00:00Z

</svb_new_sp_due_date>

<svb_new_sp_creation_ts>2012-12-17T09:30:47Z

</svb_new_sp_creation_ts>

<sv_old_sp_due_date>2012-12-31T09:00:00Z

</sv_old_sp_due_date>

<sv_old_sp_authorization_ts>2012-12-17T09:30:47Z

</sv_old_sp_authorization_ts>

<sv_old_sp_authorization>true</sv_old_sp_authorization>

<sv_conflict_timestamp>2012-12-17T09:30:47Z

</sv_conflict_timestamp>

<sv_timer_type>medium_timers</sv_timer_type>

<sv_business_type>medium_days_hours</sv_business_type>

<sv_new_sp_medium_timer_indicator>true</sv_new_sp_medium_timer_indicator>

<sv_old_sp_medium_timer_indicator>true</sv_old_sp_medium_timer_indicator>

<sv_status>status_active</sv_status>

</object_info>

</SvAttributeValueChangeNotification>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>

[bookmark: _Toc338686407][bookmark: _Toc394492886]SvCancelAckNotification

This message is a notification to a SOA that an SV cancellation has been acknowledged.

[bookmark: _Toc338686408]SvCancelAckNotification Parameters

		Parameter

		Description



		range_notif_tn_id_info

		This field is a structure that identifies the subscription versions affected by this notification message. It’s a choice between one or more lists of TNs with associated SVIDs, or one or more lists of TN ranges with associated SVID ranges.

list_info:

   sv_tn – A 10 digit phone number

   sv_id – A SV unique Id					

range_info:	

   start_tn – A 10 digit phone number

   stop_tn – A 4 digit ending TN station

   start_id – The starting SV unique Id

   stop_id – The ending SV unique Id





[bookmark: _Toc338686409]

SvCancelAckNotification XML Example



<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SvCancelAckNotification>

<range_notif_tn_id_info>

<list_info>

<sv_tn>2023561000</sv_tn>

<sv_id>100245</sv_id>

</list_info>

</range_notif_tn_id_info>

</SvCancelAckNotification>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>

[bookmark: _Toc338686410][bookmark: _Toc394492887]SvCustomerDisconnectDateNotification

This message is a notification to a SOA that an SV has been scheduled for disconnect.

[bookmark: _Toc338686411]SvCustomerDisconnectDateNotification Parameters

		Parameter

		Description



		range_notif_tn_id_info

		This field is a structure that identifies the subscription versions affected by this notification message. It’s a choice between one or more lists of TNs with associated SVIDs, or one or more lists of TN ranges with associated SVID ranges.

list_info:

   sv_tn – A 10 digit phone number

   sv_id – A SV unique Id					

range_info:	

   start_tn – A 10 digit phone number

   stop_tn – A 4 digit ending TN station

   start_id – The starting SV unique Id

   stop_id – The ending SV unique Id



		sv_customer_disconnect_date

		This required field is the customer disconnect date of the SV.



		sv_effective_release_date

		This optional field is the effective release date of the SV.





[bookmark: _Toc338686412]

SvCustomerDisconnectDateNotification XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SvCustomerDisconnectDateNotification>

<range_notif_tn_id_info>

<list_info>

<sv_tn>2023561000</sv_tn>

<sv_id>100245</sv_id>

</list_info>

</range_notif_tn_id_info>

<sv_customer_disconnect_date>2012-12-31T09:00:00Z

</sv_customer_disconnect_date>

<sv_effective_release_date>2012-12-31T09:00:00Z

</sv_effective_release_date>

</SvCustomerDisconnectDateNotification>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>

[bookmark: _Toc338686413][bookmark: _Toc394492888]SvNewSpCreateNotification

This message is a notification to the SOA that SVs have been created in which they are the new SP.

[bookmark: _Toc338686414]SvNewSpCreateNotification Parameters

		Parameter

		Description



		range_notif_tn_id_info

		This field is a structure that identifies the subscription versions affected by this notification message. It’s a choice between one or more lists of TNs with associated SVIDs, or one or more lists of TN ranges with associated SVID ranges.

list_info:

   sv_tn – A 10 digit phone number

   sv_id – A SV unique Id					

range_info:	

   start_tn – A 10 digit phone number

   stop_tn – A 4 digit ending TN station

   start_id – The starting SV unique Id

   stop_id – The ending SV unique Id



		sv_old_sp

		This required field is the unique Service Provider ID for the old SPID on the SV(s).



		sv_old_sp_due_date

		This required field is the old SP due date of an SV.



		sv_old_sp_authorization_ts

		This required field is the authorization timestamp indicating the time the old SP provided authorization for the SV.



		sv_old_sp_authorization

		This required file indicates if the old service provider has authorized the SV.



		sv_status_change_cause_code

		This optional field is the status change cause code set by the old SP when they place the SV into conflict. Valid values are:

· lsr_wpr_not_received

· foc_wprr_not_issued

· due_date_mismatch

· vacant_number_port

· general_conflict



		sv_timer_type

		This optional field is timer type and consists of one of the following:

· short_timers

· long_timers

· medium_timers



		sv_business_type

		This optional field is the business type and consists of one of the following values:

· short_days_hours

· long_days_hours

· medium_days_hours







[bookmark: _Toc338686415]SvNewSpCreateNotification XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SvNewSpCreateNotification>

<range_notif_tn_id_info>

<list_info>

<sv_tn>2023561000</sv_tn>

<sv_id>100245</sv_id>

</list_info>

</range_notif_tn_id_info>

<sv_old_sp>1111</sv_old_sp>

<sv_old_sp_due_date>2012-12-31T09:00:00Z

</sv_old_sp_due_date>

<sv_old_sp_authorization_ts>2012-12-31T09:00:00Z

</sv_old_sp_authorization_ts>

<sv_old_sp_authorization>true</sv_old_sp_authorization>

<sv_status_change_cause_code>due_date_mismatch</sv_status_change_cause_code>

<sv_timer_type>short_timers</sv_timer_type>

<sv_business_type>short_days_hours</sv_business_type>

</SvNewSpCreateNotification>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>

[bookmark: _Toc338686416][bookmark: _Toc394492889]SvNewSpFinalCreateWindowExpirationNotification

This message is a notification to a SOA that the final window for creation of an SV by the new SP has expired.

[bookmark: _Toc338686417]SvNewSpFinalCreateWindowExpirationNotification Parameters

		Parameter

		Description



		range_notif_tn_id_info

		This field is a structure that identifies the subscription versions affected by this notification message. It’s a choice between one or more lists of TNs with associated SVIDs, or one or more lists of TN ranges with associated SVID ranges.

list_info:

   sv_tn – A 10 digit phone number

   sv_id – A subscription version unique Id					

range_info:	

   start_tn – A 10 digit phone number

   stop_tn – A 4 digit ending TN station

   start_id – The starting subscription version unique Id

   stop_id – The ending subscription version unique Id



		sv_old_sp

		This required field is the old Service Provider ID



		sv_old_sp_due_date

		This required field is the old SP due date of the SV.



		sv_old_sp_authorization_ts

		This required field is the timestamp of when the old SP  provided authorization for the old SP



		sv_old_sp_authorization

		This required field indicates if the old service provider has authorized the SV



		sv_status_change_cause_code

		This optional field is the status change cause code set by the old SP when they place the SV into conflict. Valid values are:

· lsr_wpr_not_received

· foc_wprr_not_issued

· due_date_mismatch

· vacant_number_port

· general_conflict



		sv_timer_type

		This optional field is timer type and consists of one of the following:

· short_timers

· long_timers

· medium_timers



		sv_business_type

		This optional field is the business type and consists of one of the following values:

· short_days_hours

· long_days_hours

· medium_days_hours





[bookmark: _Toc338686418]

SvNewSpFinalCreateWindowExpirationNotification XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SvNewSpFinalCreateWindowExpirationNotification>

<range_notif_tn_id_info>

<list_info>

<sv_tn>2023561000</sv_tn>

<sv_id>100245</sv_id>

</list_info>

</range_notif_tn_id_info>

<sv_old_sp>1111</sv_old_sp>

<sv_old_sp_due_date>2012-12-31T09:00:00Z

</sv_old_sp_due_date>

<sv_old_sp_authorization_ts>2012-12-31T09:00:00Z

</sv_old_sp_authorization_ts>

<sv_old_sp_authorization>true</sv_old_sp_authorization>

<sv_status_change_cause_code>due_date_mismatch</sv_status_change_cause_code>

<sv_timer_type>short_timers</sv_timer_type>

<sv_business_type>short_days_hours</sv_business_type>

</SvNewSpFinalCreateWindowExpirationNotification>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>	
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This message is a notification to a SOA that an SV has been created.
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		Parameter

		Description



		range_notif_tn_id_info

		This field is a structure that identifies the subscription versions affected by this notification message. It’s a choice between one or more lists of TNs with associated SVIDs, or one or more lists of TN ranges with associated SVID ranges.

list_info:

   sv_tn – A 10 digit phone number

   sv_id – A SV unique Id					

range_info:	

   start_tn – A 10 digit phone number

   stop_tn – A 4 digit ending TN station

   start_id – The starting SV unique Id

   stop_id – The ending SV unique Id



		object_info

		This field is a structure of SV information for the following SV objects:



		svb_new_sp

		This field is the new SP unique ID



		sv_old_sp

		This field is the old SP unique ID



		svb_new_sp_due_date

		This optional field is the new SP due date of the SV



		sv_old_sp_due_date

		This optional field is the old SP due date of the SV



		sv_old_sp_authorization

		This optional field indicates if the old SP authorizes the port



		sv_old_sp_authorization_ts

		This optional field indicates the timestamp when the old SP provided authorization for the port.



		svb_new_sp_creation_ts

		This optional field is the date/time the SV was created by the new SP



		sv_status_change_cause_code

		This optional field is the status change cause code set by the old SP when they place the SV into conflict. Valid values are:

· lsr_wpr_not_received

· foc_wprr_not_issued

· due_date_mismatch

· vacant_number_port

· general_conflict



		sv_status

		This field indicates the current status of the SV as one of the following values:

· status_conflict

· status_pending



		sv_conflict_timestamp

		This optional field indicates the timestamp when the old SP places the SV into conflict.



		sv_timer_type

		This optional field is timer type and consists of one of the following:

· short_timers

· long_timers

· medium_timers



		sv_business_type

		This optional field is the business type and consists of one of the following values:

· short_days_hours

· long_days_hours

· medium_days_hours



		sv_new_sp_medium_timer_indicator

		This optional field is set to true if the new SP indicated medium timers for this SV.



		sv_old_sp_medium_timer_indicator

		This optional field is set to true if the old SP indicated medium timers for this SV.
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SvObjectCreationNotification XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SvObjectCreationNotification>

<range_notif_tn_id_info>

<list_info>

<sv_tn>1234567890</sv_tn>

<sv_id>987654321</sv_id>

</list_info>

</range_notif_tn_id_info>

<object_info>

<svb_new_sp>1111</svb_new_sp>

<sv_old_sp>2222</sv_old_sp>

<svb_new_sp_due_date>2012-12-31T09:00:00Z

</svb_new_sp_due_date>

<sv_old_sp_due_date>2012-12-31T09:00:00Z

</sv_old_sp_due_date>

<sv_old_sp_authorization>true</sv_old_sp_authorization>

<sv_old_sp_authorization_ts>2012-12-17T09:30:47Z

</sv_old_sp_authorization_ts>

<svb_new_sp_creation_ts>2012-12-17T09:30:47Z

</svb_new_sp_creation_ts>

<sv_status>status_pending</sv_status>

<sv_conflict_timestamp>2012-12-17T09:30:47Z

</sv_conflict_timestamp>

<sv_timer_type>medium_timers</sv_timer_type>

<sv_business_type>medium_days_hours</sv_business_type>

<sv_new_sp_medium_timer_indicator>true</sv_new_sp_medium_timer_indicator>

<sv_old_sp_medium_timer_indicator>true</sv_old_sp_medium_timer_indicator>

</object_info>

</SvObjectCreationNotification>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>

[bookmark: _Toc338686422][bookmark: _Toc394492891]SvOldSpConcurrenceNotification

This message is a request to an old SP’s SOA for concurrence to an SV.
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		Parameter

		Description



		range_notif_tn_id_info

		This field is a structure that identifies the subscription versions affected by this notification message. It’s a choice between one or more lists of TNs with associated SVIDs, or one or more lists of TN ranges with associated SVID ranges.

list_info:

   sv_tn – A 10 digit phone number

   sv_id – A subscription version unique Id					

range_info:	

   start_tn – A 10 digit phone number

   stop_tn – A 4 digit ending TN station

   start_id – The starting subscription version unique Id

   stop_id – The ending subscription version unique Id



		svb_new_sp

		This required field is the unique Service Provider ID.



		svb_new_sp_due_date

		This required field is the  new SP due date of an SV.



		svb_new_sp_creation_ts

		This required field is the date/time the SV was created by the new SP



		sv_timer_type

		This optional field is timer type and consists of one of the following:

· short_timers

· long_timers

· medium_timers



		sv_business_type

		This optional field is the business type and consists of one of the following values:

· short_days_hours

· long_days_hours

· medium_days_hours





[bookmark: _Toc338686424]

SvOldSpConcurrenceNotification XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SvOldSpConcurrenceNotification>

<range_notif_tn_id_info>

<list_info>

<sv_tn>1234567890</sv_tn>

<sv_id>987654321</sv_id>

</list_info>

</range_notif_tn_id_info>

<svb_new_sp>1111</svb_new_sp>

<svb_new_sp_due_date>2012-12-31T09:00:00Z

</svb_new_sp_due_date>

<svb_new_sp_creation_ts>2012-12-31T09:00:00Z

</svb_new_sp_creation_ts>

<sv_timer_type>short_timers</sv_timer_type>

<sv_business_type>short_days_hours</sv_business_type>

</SvOldSpConcurrenceNotification>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>	

[bookmark: _Toc338686425][bookmark: _Toc394492892]SvOldSpFinalConcurrenceWindowExpirationNotification

This message is a notification to a SOA that the final window for old SP concurrence has expired.
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		Parameter

		Description



		range_notif_tn_id_info

		This field is a structure that identifies the subscription versions affected by this notification message. It’s a choice between one or more lists of TNs with associated SVIDs, or one or more lists of TN ranges with associated SVID ranges.

list_info:

   sv_tn – A 10 digit phone number

   sv_id – A subscription version unique Id					

range_info:	

   start_tn – A 10 digit phone number

   stop_tn – A 4 digit ending TN station

   start_id – The starting subscription version unique Id

   stop_id – The ending subscription version unique Id



		sv_timer_type

		This optional field is the time type for the SV and consists of one of the following:

· short_timer

· long_timers

· medium_timers



		sv_business_type

		This optional field is the business type for the SV and consists of one of the following:

· short_days_hours

· long_days_hours

· medium_days_hours





[bookmark: _Toc338686427]

SvOldSpFinalConcurrenceWindowExpirationNotification XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SvOldSpFinalConcurrenceWindowExpirationNotification>

<range_notif_tn_id_info>

<list_info>

<sv_tn>1234567890</sv_tn>

<sv_id>987654321</sv_id>

</list_info>

</range_notif_tn_id_info>

<sv_timer_type>short_timers</sv_timer_type>

<sv_business_type>short_days_hours</sv_business_type>

</SvOldSpFinalConcurrenceWindowExpirationNotification>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>
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This message is the asynchronous reply to a SvQueryRequest message. 
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		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		sv_list

		This field is a list of sv_data objects that describe the SVs returned by the query



		sv_id

		This required field is the unique identifier for this SV



		sv_tn	

		This required field is the telephone number of this SV



		svb_lrn

		This optional field is the Location Routing Number of the SV



		sbv_new_sp

		This required field is the unique identifier for the SPID that owns this SV.



		svb_activation_timestamp

		This optional field indicates the timestamp for the activation of this SV.



		svb_class_dpc

		This optional field it the CLASS DPC value of the SV.



		svb_class_ssn

		This optional field is the CLASS SSN value of the SV



		svb_lidb_dpc

		This optional field is the LIDB DPC value of the SV



		svb_lidb_ssn

		This optional field is the LIDB SSN value of the SV



		svb_isvm_dpc

		This optional field is the ISVM DPC value of the SV



		svb_isvm_ssn

		This optional field is the ISVM SSN value of the SV



		svb_cnam_dpc

		This optional field is the CNAM DPC value of the SV



		svb_cnam_ssn

		This optional field is the CNAM SSN value of the SV



		svb_end_user_location_value

		This optional field is the End user location value value of the SV



		svb_end_user_location_type

		This optional field is the End user location type value of the SV. 



		svb_billing_id

		This optional field is the Billing ID value of the SV.



		sv_lnp_type

		This required type indicates the portability type for this  SV.  Valid values include

inter_provider

intra_provider

pooled



		download_reason

		This required field indicates the reason for the most recent download for this SV.  The valid values include:

dr_new

dr_delete

dr_modified

dr_audit_discrepancy



		svb_wsmsc_dpc

		This optional field is the WSMSC DPC value of the SV. 



		svb_wsmsc_ssn

		This optional field is the WSMSC SSN value of the SV. 



		sv_status

		This required field is the status of the SV. 



		sv_old_sp

		This required field is the unique identifier for the SPID that own the telephone number for this SV prior to the creation of this SV.



		svb_new_sp_due_date

		This optional field specifies the due date specified by the new SP.



		svb_new_sp_creation_ts

		This optional field is the date/time the SV was created by the new SP



		svb_old_sp_due_date

		This optional field specifies the due date specified by the old SP.



		sv_old_sp_authorization

		This optional field indicates if the old SP has authorized the port



		sv_status_change_cause_code

		This optional field is the status change cause code set by the old SP when they place the SV into conflict or when the SV status changed to conflict as a result of automatic flow processing by the NPAC. Valid values are:

· cause_code_none

· npac_auto_cancel

· npac_auto_conflict

· lsr_wpr_not_received

· foc_wprr_not_issued

· due_date_mismatch

· vacant_number_port

· general_conflict



		svb_broadcast_timestamp

		This field specifies the timestamp of when the SV was last broadcast



		sv_conflict_timestamp

		This optional field indicates the timestamp when the SV was placed into conflict status.



		sv_customer_disconnect_date

		This optional field is the customer disconnect date of the SV.



		sv_effective_release_date

		This optional field is the effective release date of the SV.



		sv_disconnect_complete_timestamp

		This optional field is the timestamp that the disconnect of this SV was completed.



		sv_cancellation_timestamp

		This optional field is the timestamp that the cancellation of this SV was completed.



		sv_creation_timestamp

		This optional field is the timestamp that the SV was created.



		sv_cancellation_timestamp

		This optional field is the timestamp that the cancellation of this SV was completed.



		svb_failed_sp_list

		This optional field specifies (possibly multiple) spid/name pairs of LSMSs that may not have the latest information for this SV 



		svb_modified_timestamp

		This optional field specifies the timestamp of when the SV was last modified



		svb_old_timestamp

		This optional field specifies the timestamp of when the SV went to a status of Old.



		sv_old_sp_cancellation_timestamp

		This optional field specifies the timestamp of when the old SP cancelled this SV.



		sv_new_sp_cancellation_timestamp

		This optional field specifies the timestamp of when the new SP cancelled this SV.



		sv_old_sp_conflict_resolution_timestamp

		This optional field specifies the timestamp of when the old SP resolves a conflict on this SV.



		sv_new_sp_conflict_resolution_timestamp

		This optional field specifies the timestamp of when the new SP resolves a conflict on this SV.



		sv_porting_to_original_sp_switch

		This required field indicates if this SV represents a port to the original switch, thereby returning the SV to default routing.



		sv_precancellation_status

		This optional field indicates the status of the SV prior to cancellation



		sv_timer_type

		This optional field is timer type for the SV and consists of one of the following:

· short_timers

· long_timers

· medium_timers



		sv_business_type

		This optional field is the business type for the SV and consists of one of the following values:

· short_days_hours

· long_days_hours

· medium_days_hours



		svb_sv_type

		This optional field indicates the SV type for the SV.  Possible values are: 

wireline

wireless

class2_voip_no_num_assgnmt 

vowifi

prepaid_wireless

class1_and_2_voip_with_num_assgnmt 

sv_type_6

sv_type_7

sv_type_8

sv_type_9



		svb_optional_data

		This optional field specifies the optional data for the SV.



		sv_new_sp_medium_timer_indicator

		This optional field is set to true if the new SP indicated medium timers for this SV.



		sv_old_sp_medium_timer_indicator

		This optional field is set to true if the old SP indicated medium timers for this SV.



		activity_timestamp

		This required field specifies the timestamp of when the NPAC last created a notification or download for this SV.



		sv_remaining_count

		The number of sv_data elements remaining from the query which have not yet been sent.





[bookmark: _Toc338686430]

SvQueryReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>zyxwvuts</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>	

<MessageContent>

<npac_to_soa>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SvQueryReply>

<reply_status>

<basic_code>success</basic_code>

</reply_status>

<sv_list>

<sv_data>

<sv_id>1000</sv_id>

<sv_tn>5512341234</sv_tn>

<svb_lrn>1234567890</svb_lrn>

<svb_new_sp>1111</svb_new_sp>

<svb_activation_timestamp>2001-12-17T09:30:47Z

</svb_activation_timestamp>

<svb_class_dpc>111222111</svb_class_dpc>

<svb_class_ssn>0</svb_class_ssn>

<svb_lidb_dpc>111222111</svb_lidb_dpc>

<svb_lidb_ssn>0</svb_lidb_ssn>

<svb_isvm_dpc>111222111</svb_isvm_dpc>

<svb_isvm_ssn>0</svb_isvm_ssn>

<svb_cnam_dpc>111222111</svb_cnam_dpc>

<svb_cnam_ssn>0</svb_cnam_ssn>

<svb_end_user_location_value>1</svb_end_user_location_value>

<svb_end_user_location_type>12</svb_end_user_location_type>

<svb_billing_id>3333</svb_billing_id>

<sv_lnp_type>inter_provider</sv_lnp_type>

<download_reason>dr_new</download_reason>

<svb_wsmsc_dpc>111222111</svb_wsmsc_dpc>

<svb_wsmsc_ssn>0</svb_wsmsc_ssn>

<sv_status>status_active</sv_status>

<sv_old_sp>2222</sv_old_sp>

<svb_new_sp_due_date>2001-12-17T09:30:47Z

</svb_new_sp_due_date>

<svb_new_sp_creation_ts>2001-12-17T09:30:47Z

</svb_new_sp_creation_ts>

<sv_old_sp_due_date>2001-12-17T09:30:47Z

</sv_old_sp_due_date>

<sv_old_sp_authorization>true</sv_old_sp_authorization>

<sv_status_change_cause_code>cause_code_none</sv_status_change_cause_code>

<sv_old_sp_authorization_ts>2001-12-17T09:30:47Z

</sv_old_sp_authorization_ts>

<svb_broadcast_timestamp>2001-12-17T09:30:47Z

</svb_broadcast_timestamp>

<sv_conflict_timestamp>2001-12-17T09:30:47Z

</sv_conflict_timestamp>

<sv_customer_disconnect_date>2001-12-17T09:30:47Z

</sv_customer_disconnect_date>

<sv_effective_release_date>2001-12-17T09:30:47Z

</sv_effective_release_date>

<svb_disconnect_complete_timestamp>2001-12-17T09:30:47Z

</svb_disconnect_complete_timestamp>

<sv_cancellation_timestamp>2001-12-17T09:30:47Z

</sv_cancellation_timestamp>

<svb_creation_timestamp>2001-12-17T09:30:47Z 

</svb_creation_timestamp>

<svb_failed_sp_list>

<sp_id>1111</sp_id>

<sp_name>Telco 1</sp_name>

</svb_failed_sp_list>

<svb_modified_timestamp>2001-12-17T09:30:47Z

</svb_modified_timestamp>

<sv_old_sp_cancellation_timestamp>2001-12-17T09:30:47Z

</sv_old_sp_cancellation_timestamp>

<sv_new_sp_cancellation_timestamp>2001-12-17T09:30:47Z

</sv_new_sp_cancellation_timestamp>

<sv_old_sp_conflict_resolution_timestamp>2001-12-17T09:30:47Z

</sv_old_sp_conflict_resolution_timestamp>

<sv_new_sp_conflict_resolution_timestamp>2001-12-17T09:30:47Z

</sv_new_sp_conflict_resolution_timestamp>

<sv_porting_to_original_sp_switch>true

</sv_porting_to_original_sp_switch>

<sv_precancellation_status>pre_cancel_status_conflict

</sv_precancellation_status>

<sv_timer_type>medium_timers</sv_timer_type>

<sv_business_type>medium_days_hours</sv_business_type>

<svb_sv_type>wireless</svb_sv_type>

<svb_optional_data>

<od_field>

<od_name>ALTSPID</od_name>

<od_value>3333</od_value>

</od_field>

</svb_optional_data>

<sv_new_sp_medium_timer_indicator>true

</sv_new_sp_medium_timer_indicator>

<sv_old_sp_medium_timer_indicator>true

</sv_old_sp_medium_timer_indicator>

<activity_timestamp>2012-12-17T09:30:46.136Z </activity_timestamp>

</sv_data>

</sv_list>

<sv_remaining_count>0</sv_remaining_count>

</SvQueryReply>

</Message>

</npac_to_soa>

</MessageContent>

</SOAMessages>
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This message lets the NPAC know that the LSMS has successfully processed the work for the corresponding download request.

This message is the asynchronous reply to all the DownloadRequest messages.

[bookmark: _Toc338686433]DownloadReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 







[bookmark: _Toc338686434]DownloadReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>12345678</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<lsms_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<DownloadReply>

<basic_code>success</basic_code>

</DownloadReply>

</Message>

</lsms_to_npac>

</MessageContent>

</LSMSMessages>





[bookmark: _Toc338686435][bookmark: _Toc394492896]KeepAlive

The KeepAlive message is a heartbeat from one entity to the other such as LSMS to NPAC or vise versa. The intention is for the originating entity to inform to receiving entity of its presence.



The asynchronous reply to this message is a NotificationReply message.



[bookmark: _Toc338686436]KeepAlive Parameters

None

[bookmark: _Toc338686437]KeepAlive XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>12345678</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<lsms_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<KeepAlive/>

</Message>

</lsms_to_npac>

</MessageContent>

</LSMSMessages>



[bookmark: _Toc338686438][bookmark: _Toc394492897]LrnQueryRequest

LSMS queries the NPAC about an existing LRN. The query can be done via lrn_id, lrn_value  or a query_expression.

[bookmark: _Toc338686439]LrnQueryRequest Parameters

		Parameter

		Description



		lrn_id

		Identifier of the LRN  to be queried



		lrn_value

		The 10 digit LRN value to be queried



		query_expression

		The query expression attribute is used to convey a formatted string indicating objects to be queried and returned. Please see Section 2.9.2 for a detail description of the format of this string









[bookmark: _Toc338686440]LrnQueryRequest XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>12345678</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<lsms_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<LrnQueryRequest>

<lrn_value>2023563780</lrn_value>

</LrnQueryRequest>

</Message>

</lsms_to_npac>

</MessageContent>

</LSMSMessages>



[bookmark: _Toc338686441][bookmark: _Toc394492898]NotificationReply

LSMS replies to a notification or KeepAlive initiated by the NPAC.  There is rarely an error that is returned from a Notification.  The reply is intended to confirm to the NPAC processing of the notification by the LSMS system.

This message is the asynchronous reply to all of the notification messages.

[bookmark: _Toc338686442]NotificationReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 







[bookmark: _Toc338686443]NotificationReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>12345678</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<lsms_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NotificationReply>

<basic_code>success</basic_code>

</NotificationReply>

</Message>

</lsms_to_npac>

</MessageContent>

</LSMSMessages>



[bookmark: _Toc338686444][bookmark: _Toc394492899]NpaNxxDxQueryRequest

LSMS queries the NPAC about an existing NPANXX-X. The query can be done via NPA-NXX-X id, NPA-NXX-X value or a query expression.

[bookmark: _Toc338686445]NpaNxxDxQueryRequest Parameters

		Parameter

		Description



		npa_nxx_x_id

		Identifier of the NPANXX-X  to be queried



		npa_nxx_x_value

		The 7 digit NPANXX-X value to be queried



		query_expression

		The query expression attribute is used to convey a formatted string indicating objects to be queried and returned. Refer to Section 2.9.3 for a detail description of the format of this string







[bookmark: _Toc338686446]NpaNxxDxQueryRequest XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>12345678</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:46.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<lsms_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpaNxxDxQueryRequest>

<npa_nxx_x_value>1112221</npa_nxx_x_value>

</NpaNxxDxQueryRequest>

</Message>

</lsms_to_npac>

</MessageContent>

</LSMSMessages>

[bookmark: _Toc338686447][bookmark: _Toc394492900]NpaNxxQueryRequest

LSMS queries the NPAC about an existing NPANXX. The query can be done via NPANXX id, NPANXX value or a query expression.

[bookmark: _Toc338686448]NpaNxxQueryRequest Parameters

		Parameter

		Description



		npa_nxx_id

		Identifier of the NPANXX  to be queried



		npa_nxx_x_value

		The 6 digit NPANXX value to be queried



		query_expression

		The query expression attribute is used to convey a formatted string indicating objects to be queried and returned. Please see Section 2.9.4 for a detail description of the format of this string







[bookmark: _Toc338686449]NpaNxxQueryRequest XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>12345678</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<lsms_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpaNxxQueryRequest>

<npa_nxx_id>10</npa_nxx_id>

</NpaNxxQueryRequest>

</Message>

</lsms_to_npac>

</MessageContent>

</LSMSMessages>	



[bookmark: _Toc338686450][bookmark: _Toc394492901]NpbQueryRequest

LSMS queries the NPAC about an existing number pooled block (NPB). The query can be done via block id, block value or a query expression.

[bookmark: _Toc338686451]NpbQueryRequest Parameters

		Parameter

		Description



		block_id

		Identifier of the block to be queried



		block_dash_x

		The 7 digit block value to be queried



		query_expression

		The query expression attribute is used to convey a formatted string indicating objects to be queried and returned. Refer to Section 2.9.5 for a detail description of the format of this string





[bookmark: _Toc338686452]







NpbQueryRequest XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>12345678</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<lsms_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpbQueryRequest>

<block_dash_x>1112221</block_dash_x>

</NpbQueryRequest>

</Message>

</lsms_to_npac>

</MessageContent>

</LSMSMessages>



[bookmark: _Toc338686453][bookmark: _Toc394492902]ProcessingError

This message is an error reply that will be sent rarely.  When the receiving system is able to return a synchronous acknowledgement for a request, any error can be indicated as part of the asynchronous reply.  However, in certain circumstances the receiving system may not be able to send the asynchronous reply as part of a reply message that directly corresponds to the request.  For example, if the request contains invalid XML the receiving system will not be able to determine the type of request, and therefore will not be able to determine the corresponding type of reply message.  In these cases, the receiving system should send a ProcessingError message to indicate the error.  The invoke id of the ProcessingError message must match that of the incoming request.  This means that if the receiving system cannot determine the invoke id of the request, it will not be able to generate a ProcessingError.  

When multiple requests are sent as a batch, a separate ProcessingError message will be created for each one. Note that the batch itself is one large XML message. Any parsing error in the batch will cause all messages in the batch to be failed with a ProcessingError.

[bookmark: _Toc338686454]ProcessingError Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 





[bookmark: _Toc338686455]ProcessingError XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>12345678</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<lsms_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<ProcessingError>

<basic_code>failed</basic_code>

<status_code>9020</status_code>

<status_info>processing error: cannot parse reply</status_info>

</ProcessingError>

</Message>

</lsms_to_npac>

</MessageContent>

</LSMSMessages>



[bookmark: _Toc338686456][bookmark: _Toc394492903]QueryLsmsNpbReply

This message is the asynchronous reply to a QueryLsmsNpbRequest message. 

The LSMS uses this message to reply to a number pool block query initiated by the NPAC.  This is part of the audit process.  The NPAC can issue a query for a single number or a range of consecutive blocks. The LSMS uses this message to reply with the results.

[bookmark: _Toc338686457]QueryLsmsNpbReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		npb_list

		List of number pool block data containing the query result



		block_dash_x

		The 7 digit NPA-NXX-X value associated with the block



		block_id

		The unique identifier of the number pool block.



		sp_id

		Service Provider ID (block holder)



		svb_lrn

		LRN value of the SV. 



		svb_activation_timestamp

		The activation time stamp of a subscription or pool block



		svb_class_dpc

		CLASS DPC value of the SV. 



		svb_class_ssn

		CLASS SSN value of the SV. 



		svb_lidb_dpc

		LIDB DPC value of the SV. 



		svb_lidb_ssn

		LIDB SSN value of the SV. 



		svb_isvm_dpc

		ISVM DPC value of the SV. 



		svb_isvm_ssn

		ISVM SSN value of the SV. 



		svb_cnam_dpc

		CNAM DPC value of the SV. 



		svb_cnam_ssn

		CNAM SSN value of the SV. 



		svb_wsmsc_dpc

		WSMSC DPC value of the SV. 



		svb_wsmsc_ssn

		WSMSC SSN value of the SV. 



		download_reason

		An enumeration that indicates the reason this download is being sent.  The valid values include:

dr_ new

dr_ delete

dr_ modified

dr_ audit_discrepancy



		svb_sv_type

		One of wireline, wireless, class2_voip_no_num_assgnmt , vowifi, prepaid_wireless, class1_and_2_voip_with_num_assgnmt , sv_type_6, sv_type_7, sv_type_8, sv_type_9. 



		svb_optional_data

		This structure specifies a set of optional fields to be modified.  They must be specified as od_name and od_value pair.







[bookmark: _Toc338686458]QueryLsmsNpbReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>12345678</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<lsms_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<QueryLsmsNpbReply>

<reply_status>

<basic_code>success</basic_code>

</reply_status>

<npb_list>

<npb_data>

<block_id>97</block_id>

<block_dash_x>1001009</block_dash_x>

<sp_id>1111</sp_id>

<svb_activation_timestamp>2001-12-31T12:00:00 </svb_activation_timestamp>

<svb_lrn>2023563780</svb_lrn>

<svb_class_dpc>111222111</svb_class_dpc>

<svb_class_ssn>0</svb_class_ssn>

<svb_lidb_dpc>111222111</svb_lidb_dpc>

<svb_lidb_ssn>0</svb_lidb_ssn>

<svb_isvm_dpc>111222111</svb_isvm_dpc>

<svb_isvm_ssn>0</svb_isvm_ssn>

<svb_cnam_dpc>111222111</svb_cnam_dpc>

<svb_cnam_ssn>0</svb_cnam_ssn>

<svb_wsmsc_dpc>111222111</svb_wsmsc_dpc>

<svb_wsmsc_ssn>0</svb_wsmsc_ssn>

<download_reason>dr_new</download_reason>

<svb_sv_type>wireline</svb_sv_type>

<svb_optional_data>

<od_field>

<od_name>ALTSPID</od_name>

<od_value>3333</od_value>

</od_field>

</svb_optional_data>

</npb_data>

</npb_list>

</QueryLsmsNpbReply>

</Message>

</lsms_to_npac>

</MessageContent>

</LSMSMessages>



[bookmark: _Toc338686459][bookmark: _Toc394492904]QueryLsmsSvReply

This message is the asynchronous reply to a QueryLsmsSvRequest message. 

The LSMS uses this message to reply to a subscription version query initiated by the NPAC.  This is part of the audit process.  The NPAC can issue a query for a single number or a range of consecutive numbers. The LSMS uses this message to reply with the results.

[bookmark: _Toc338686460]QueryLsmsSvReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		sv_list

		List of SV data containing the query result



		sv_tn

		The 10 digit telephone number



		sv_id

		Identifier of the subscription version.



		svb_lrn

		LRN value of the SV. 



		svb_new_sp

		The new SP of an SV or pooled block.



		svb_activation_timestamp

		The activation time stamp of a subscription or pool block



		svb_class_dpc

		CLASS DPC value of the SV. 



		svb_class_ssn

		CLASS SSN value of the SV. 



		svb_lidb_dpc

		LIDB DPC value of the SV. 



		svb_lidb_ssn

		LIDB SSN value of the SV. 



		svb_isvm_dpc

		ISVM DPC value of the SV. 



		svb_isvm_ssn

		ISVM SSN value of the SV. 



		svb_cnam_dpc

		CNAM DPC value of the SV. 



		svb_cnam_ssn

		CNAM SSN value of the SV. 



		svb_wsmsc_dpc

		WSMSC DPC value of the SV. 



		svb_wsmsc_ssn

		WSMSC SSN value of the SV. 



		svb_end_user_location_type

		End user location type value of the SV. 



		svb_end_user_location_value

		End user location value value of the SV. 



		svb_billing_id

		Billing ID value of the SV. 



		sv_lnp_type

		It is required since at least one of the LNP type must be specified as follows:

inter_provider

intra_provider



		download_reason

		An enumeration that indicates the reason this download is being sent.  The valid values include:

dr_new

dr_delete

dr_modified

dr_audit_discrepancy



		svb_sv_type

		One of wireline, wireless, class2_voip_no_num_assgnmt, vowifi, prepaid_wireless, class1_and_2_voip_with_num_assgnmt , sv_type_6, sv_type_7, sv_type_8, sv_type_9. 



		svb_optional_data

		This structure specifies a set of optional fields to be modified.  They must be specified as od_name and od_value pair.







[bookmark: _Toc338686461]QueryLsmsSvReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>12345678</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<lsms_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<QueryLsmsSvReply>

<reply_status>

<basic_code>success</basic_code>

</reply_status>

<sv_list>

<sv_data>

<sv_tn>1001001000</sv_tn>

<sv_id>1235</sv_id>

<svb_lrn>1111111111</svb_lrn>

<svb_new_sp>1234</svb_new_sp>

<svb_activation_timestamp>2001-12-31T12:00:00 </svb_activation_timestamp>

<svb_class_dpc>111222111</svb_class_dpc>

<svb_class_ssn>0</svb_class_ssn>

<svb_lidb_dpc>111222111</svb_lidb_dpc>

<svb_lidb_ssn>0</svb_lidb_ssn>

<svb_isvm_dpc>111222111</svb_isvm_dpc>

<svb_isvm_ssn>0</svb_isvm_ssn>

<svb_cnam_dpc>111222111</svb_cnam_dpc>

<svb_cnam_ssn>0</svb_cnam_ssn>

<svb_end_user_location_value>120</svb_end_user_location_value>

<svb_end_user_location_type>12</svb_end_user_location_type>

<svb_billing_id>3333</svb_billing_id>

<sv_lnp_type>inter_provider</sv_lnp_type>

<download_reason>dr_new</download_reason>

<svb_wsmsc_dpc>111222111</svb_wsmsc_dpc>

<svb_wsmsc_ssn>0</svb_wsmsc_ssn>

<svb_sv_type>wireline</svb_sv_type>

<svb_optional_data>

<od_field>

<od_name>ALTSPID</od_name>

<od_value>3333</od_value>

</od_field>

</svb_optional_data>

</sv_data>

</sv_list>

</QueryLsmsSvReply>

</Message>

</lsms_to_npac>

</MessageContent>

</LSMSMessages>



[bookmark: _Toc338686462][bookmark: _Toc394492905]SpidQueryRequest

[bookmark: _Toc338686464]This message is used by the LSMS to query the NPAC about an existing service provider. There are three different formats for this request:

· No parameter is specified – This is a query for all service provider information. The SpidQueryReply short_form (see SpidQueryReply for details) will be returned for all SPID objects.

· The sp_id parameter is specified – This is a query for a specific service provider. If the sp_id parameter matches the SPID issuing the query, the SpidQueryReply long_form is returned (see SpidQueryReply for details).   Otherwise the SpidQueryReply short_form is returned for the specified SPID object.  See the section 5.1 (“Message Structure”) for details on how the NPAC determines which spid is issuing the query.

· The query_expression is specified – This is a query that can return multiple SPID records. Regardless of which objects match the criteria, the SpidQueryReply short_form is returned (see SpidQueryReply for details) for the service provider objects that match the query_expression criteria.

The asynchronous reply to this message is a SpidQueryReply message.



SpidQueryRequest Parameters

		Parameter

		Description



		sp_id

query_expression

		This optional field is a choice between sp_id and a query expression. 







SpidQueryRequest XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<lsms_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SpidQueryRequest/>

</Message>

</lsms_to_npac>

</MessageContent>

</LSMSMessages>



[bookmark: _Toc338686465][bookmark: _Toc394492906]SvQueryRequest

LSMS queries the NPAC about an existing subscription version (SV). The query can be done via SV id, TN value or a query expression.



[bookmark: _Toc338686466]SvQueryRequest Parameters

		Parameter

		Description



		sv_id 

sv_tn

query_expression

		This field is a required choice of an SV ID, a 10 digit SV TN, or a query_expression. Refer to Section 2.9.9 for a detail description of the format of this string.







[bookmark: _Toc338686467]SvQueryRequest XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<lsms_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SvQueryRequest>

<sv_tn>2023561000</sv_tn>

</SvQueryRequest>

</Message>

</lsms_to_npac>

</MessageContent>

</LSMSMessages>



[bookmark: _Toc336959705][bookmark: _Toc338686468][bookmark: _Toc394492907]NPAC to LSMS Messages

[bookmark: _Toc338686469][bookmark: _Toc394492908][bookmark: _Toc336959706]KeepAlive

The KeepAlive message is a heartbeat from one entity to the other.  The intention is for the originating entity to inform the receiving entity of its presence.  



The asynchronous reply to this message is a NotificationReply message.

  



[bookmark: _Toc338686470]KeepAlive Parameters

None.

[bookmark: _Toc338686471]KeepAlive XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<KeepAlive/>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>



[bookmark: _Toc338686472][bookmark: _Toc394492909]LrnQueryReply

This message is the asynchronous reply to an LrnQueryRequest message. 



[bookmark: _Toc338686473]LrnQueryReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		lrn_list	

		This optional field is a list of lrn_data structures that contain the data resulting from the query.



		lrn_data	

		This required field is a list with one or more sets of the following 6 values:



		sp_id

		This required field indicates the SPID that created the LRN.



		lrn_id

		This required field specifies the unique numeric identifier of the LRN



		lrn_value

		This required field specifies the value of the LRN.



		download_reason

		This required field specifies the reason for the download of the LRN



		lrn_creation_timestamp

		This required field specifies the timestamp of when the LRN was created.



		activity_timestamp

		This required field specifies the timestamp of when the NPAC last created a notification or download for this object.











[bookmark: _Toc338686474]LrnQueryReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<LrnQueryReply>

<reply_status>

<basic_code>success</basic_code>

</reply_status>

<lrn_list>

<lrn_data>

<sp_id>1111</sp_id>

<lrn_id>100</lrn_id>

<lrn_value>2023561000</lrn_value>

<download_reason>dr_new</download_reason>

<lrn_creation_timestamp>2011-12-17T09:30:47Z </lrn_creation_timestamp>

<activity_timestamp>2012-12-17T09:30:46.136Z </activity_timestamp>

</lrn_data>

</lrn_list>

</LrnQueryReply>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>



[bookmark: _Toc338686475][bookmark: _Toc394492910]LnpSpidMigrationNotification

The LnpSpidMigrationNotification message is sent from the NPAC to notify the LSMS about a SPID migration.

[bookmark: _Toc338686476]LnpSpidMigrationNotification Parameters

		Parameter

		Description



		migration_from_sp

		This required field is the Service Provider ID of the migrate-from SP.



		migration_to_sp

		This required field is the Service Provider ID of the migrate-to SP.



		migration_npanxx_data

		This required field is a list of the NPA-NXXs involved in the migration in following pair:

· npa_nxx_id

· npa_nxx_value



		migration_creation_timestamp

		This required field is the timestamp of the creation of the migration



		migration_due_date

		This required field is the due date of the migration



		migration_activation_timestamp

		This required field is the timestamp of the activation of the migration







[bookmark: _Toc338686477]LnpSpidMigrationNotification XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<LnpSpidMigrationNotification>

<migration_from_sp>2222</migration_from_sp>

<migration_to_sp>3333</migration_to_sp>

<migration_npanxx_data>

<npa_nxx_data>

<npa_nxx_id>10</npa_nxx_id>

<npa_nxx_value>111222</npa_nxx_value>

</npa_nxx_data>

</migration_npanxx_data>

<migration_creation_timestamp>2012-12-17T12:00:00 </migration_creation_timestamp>

<migration_due_date>2012-12-31T12:00:00</migration_due_date>

<migration_activation_timestamp>2012-12-31T12:00:00 </migration_activation_timestamp>

</LnpSpidMigrationNotification>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>



[bookmark: _Toc338686478][bookmark: _Toc394492911]LrnCreateDownload

The LrnCreateDownload message is sent from the NPAC to a LSMS to provide details of a new LRN.

[bookmark: _Toc338686479]LrnCreateDownload parameters

		Parameter

		Description



		sp_id

		This required field specifies the SPID that owns the created LRN



		lrn_id

		This required field specifies the unique numeric identifier of the created LRN



		lrn_value

		This required field specifies the value of the created LRN.



		download_reason



		This required field specifies the reason for the download of the created LRN – should always be dr_new.



		lrn_creation_timestamp

		This required field specifies the timestamp of when the LRN was created.

		







[bookmark: _Toc338686480]LrnCreateDownload XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<LrnCreateDownload>

<sp_id>2222</sp_id>

<lrn_id>15</lrn_id>

<lrn_value>2023563780</lrn_value>

<download_reason>dr_new</download_reason>

<lrn_creation_timestamp>2012-12-17T09:30:07Z </lrn_creation_timestamp>

</LrnCreateDownload>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>

[bookmark: _Toc338686481][bookmark: _Toc394492912]LrnDeleteDownload

The LrnDeleteDownload message is sent from the NPAC to a LSMS to indicate an LRN has been deleted from the NPAC.

[bookmark: _Toc338686482]LrnDeleteDownload parameters

		Parameter

		Description



		sp_id

		This required field specifies the SPID that owns the deleted LRN



		lrn_id

		This required field specifies the unique numeric identifier of the deleted LRN



		download_reason



		This field specifies the reason for the download of the deleted LRN – should always be dr_delete.





[bookmark: _Toc338686483]

LrnDeleteDownload XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<LrnDeleteDownload>

<sp_id>2222</sp_id>

<lrn_id>10</lrn_id>

<download_reason>dr_delete</download_reason>

</LrnDeleteDownload>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>



[bookmark: _Toc338686484][bookmark: _Toc394492913]NewNpaNxxNotification

The NPAC sends a NewNpaNxxNotification to a LSMS to indicate the first subscription version has been created in an NPA-NXX code.

[bookmark: _Toc338686485]NewNpaNxxNotification Parameters

		Parameter

		Description



		sp_id

		This required field indicates the Service Provider ID for the NPA-NXX.



		npa_nxx_id

		This required field is the unique identifier of the NPA-NXX.



		npa_nxx_value

		This required field is the 6 digit value of the NPA-NXX.



		npa_nxx_effective_timestamp

		This required field is the effective timestamp of the NPA-NXX







[bookmark: _Toc338686486]NewNpaNxxNotification XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NewNpaNxxNotification>

<sp_id>2222</sp_id>

<npa_nxx_id>100</npa_nxx_id>

<npa_nxx_value>111222</npa_nxx_value>

<npa_nxx_effective_timestamp>2012-12-18T09:30:46.284Z </npa_nxx_effective_timestamp></NewNpaNxxNotification>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>

[bookmark: _Toc394492914]NotificationReply

NPAC replies to a KeepAlive initiated by the LSMS.  There is rarely an error that is returned from a KeepAlive.  The reply is intended to confirm to the LSMS processing of the KeepAlive by the NPAC system.

This message is the asynchronous reply to all of the notification messages. 

NotificationReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 







NotificationReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NotificationReply>

<basic_code>success</basic_code>

</NotificationReply>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>	



[bookmark: _Toc338686487][bookmark: _Toc394492915]NpaNxxCreateDownload

The NpaNxxCreateDownload message is sent from the NPAC to a LSMS to provide details of a new NPA-NXX.

[bookmark: _Toc338686488]NpaNxxCreateDownload Parameters

		Parameter

		Description



		sp_id

		This required field specifies the SPID that owns the created NPA-NXX (code holder)



		npa_nxx_id

		This required field specifies the unique numeric identifier of the created NPA-NXX



		npa_nxx_value

		This required field specifies the value of the created NPA-NXX.



		npa_nxx_effective_timestamp

		This required field specifies the timestamp at which the NPA-NXX becomes available for porting.  SVs that are part of this NPA-NXX cannot have a due date prior to the effective timestamp.



		download_reason



		This required field specifies the reason for the download of the created NPA-NXX – should always be dr_new.



		npa_nxx_creation_timestamp

		This required field specifies the timestamp of when the NPA-NXX was created.

		







[bookmark: _Toc338686489]NpaNxxCreateDownload XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpaNxxCreateDownload>

<sp_id>2222</sp_id>

<npa_nxx_id>0</npa_nxx_id>

<npa_nxx_value>111222</npa_nxx_value>

<npa_nxx_effective_timestamp>2012-12-21T09:30:47Z </npa_nxx_effective_timestamp>

<download_reason>dr_new</download_reason>

<npa_nxx_creation_timestamp>2012-12-17T09:20:47Z </npa_nxx_creation_timestamp>

</NpaNxxCreateDownload>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>



[bookmark: _Toc338686490][bookmark: _Toc394492916]NpaNxxDeleteDownload

The NpaNxxDeleteDownload message is sent from the NPAC to a LSMS to indicate an NPA-NXX has been deleted from the NPAC.



[bookmark: _Toc338686491]NpaNxxDeleteDownload Parameters

		Parameter

		Description



		sp_id

		This required field specifies the SPID that owns the deleted NPA-NXX (code holder)



		npa_nxx_id

		This required field specifies the unique numeric identifier of the deleted NPA-NXX



		download_reason



		This required field specifies the reason for the download of the deleted NPA-NXX – should always be dr_delete.







[bookmark: _Toc338686492]NpaNxxDeleteDownload XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpaNxxDeleteDownload>

<sp_id>2222</sp_id>

<npa_nxx_id>25</npa_nxx_id>

<download_reason>dr_delete</download_reason>

</NpaNxxDeleteDownload>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>

[bookmark: _Toc338686499][bookmark: _Toc394492917]NpaNxxDxCreateDownload

The NpaNxxDxCreateDownload message is sent from the NPAC to a LSMS to provide details of a new NPA-NXX-X. All parameters listed below are required.



[bookmark: _Toc338686500]NpaNxxDxCreateDownload Parameters

		Parameter

		Description



		sp_id

		This field specifies the SPID that owns the created NPA-NXX-X (block holder)



		npa_nxx_x_id

		This field specifies the unique numeric identifier of the created NPA-NXX-X



		npa_nxx_x_value

		This field specifies the value of the created NPA-NXX-X.



		npa_nxx_x_effective_timestamp

		This field specifies the timestamp at which the NPA-NXX-X becomes available for porting.  SVs that are part of this NPA-NXX-X cannot have a due date prior to the effective timestamp.



		npa_nxx_x_creation_timestamp

		This field specifies the timestamp of when the NPA-NXX-X was created.



		npa_nxx_x_modified_timestamp

		This field specifies the timestamp of when the NPA-NXX-X was modified.



		download_reason



		This field specifies the reason for the download of the created NPA-NXX-X – should always be dr_new.







[bookmark: _Toc338686501]NpaNxxDxCreateDownload XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpaNxxDxCreateDownload>

<sp_id>2222</sp_id>

<npa_nxx_x_id>35</npa_nxx_x_id>

<npa_nxx_x_value>1112221</npa_nxx_x_value>

<npa_nxx_x_effective_timestamp>2012-12-18T09:30:47Z </npa_nxx_x_effective_timestamp>

<npa_nxx_x_creation_timestamp>2012-12-17T09:30:47Z </npa_nxx_x_creation_timestamp>

<npa_nxx_x_modified_timestamp>2012-12-17T09:30:47Z </npa_nxx_x_modified_timestamp>

<download_reason>dr_new</download_reason>

</NpaNxxDxCreateDownload>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>	

[bookmark: _Toc338686502][bookmark: _Toc394492918]NpaNxxDxDeleteDownload

The NpaNxxDxDeleteDownload message is sent from the NPAC to a LSMS to indicate an NPA-NXX-X has been deleted from the NPAC.



[bookmark: _Toc338686503]NpaNxxDxDeleteDownload Parameters

		Parameter

		Description



		sp_id

		This required field specifies the SPID that owns the deleted NPA-NXX-X (block holder)



		npa_nxx_x_id

		This required field specifies the unique numeric identifier of the deleted NPA-NXX-X



		download_reason



		This field specifies the reason for the download of the deleted NPA-NXX-X – should always be dr_delete.







[bookmark: _Toc338686504]NpaNxxDxDeleteDownload XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpaNxxDxDeleteDownload>

<sp_id>2222</sp_id>

<npa_nxx_x_id>35</npa_nxx_x_id>

<download_reason>dr_delete</download_reason>

</NpaNxxDxDeleteDownload>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>



[bookmark: _Toc338686505][bookmark: _Toc394492919]NpaNxxDxModifyDownload

The NpaNxxDxModifyDownload message is sent from the NPAC to a LSMS to indicate an NPA-NXX-X has been modified at the NPAC.



[bookmark: _Toc338686506]NpaNxxDxModifyDownload Parameters

		Parameter

		Description



		sp_id

		This required field specifies the SPID that owns the modified NPA-NXX-X (block holder)



		npa_nxx_x_id

		This required field specifies the unique numeric identifier of the modified NPA-NXX-X



		npa_nxx_x_effective_timestamp

		This required field specifies the timestamp at which the NPA-NXX-X becomes available for porting.  SVs that are part of this NPA-NXX-X cannot have a due date prior to the effective timestamp.



		download_reason



		This required field specifies the reason for the download of the modified NPA-NXX-X – should always be dr_modified.



		npa_nxx_x_modified_timestamp

		This optional field specifies the timestamp of when the NPA-NXX-X was modified.







[bookmark: _Toc338686507]NpaNxxDxModifyDownload XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpaNxxDxModifyDownload>

<sp_id>2222</sp_id>

<npa_nxx_x_id>35</npa_nxx_x_id>

<npa_nxx_x_effective_timestamp>2012-12-19T09:30:45Z </npa_nxx_x_effective_timestamp>

<npa_nxx_x_modified_timestamp>2012-12-17T09:30:45Z </npa_nxx_x_modified_timestamp>

<download_reason>dr_modified</download_reason>

</NpaNxxDxModifyDownload>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>

[bookmark: _Toc394492920][bookmark: _Toc338686508]NpaNxxDxQueryReply

This message is the asynchronous reply to an NpaNxxDxQueryRequest message. 

The NpaNxxDxQueryReply is sent from the NPAC to provide the results of an NpaNxxDxQueryRequest that was initiated by a LSMS.

NpaNxxDxQueryReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		npa_nxx_x_list

		This field is an optional list of npa_nxx_x_data structures containing the results of the query.



		npa_nxx_x_data

		This field is a structure that describes an NPANXX-X object.  It contains the following 8 values:



		sp_id

		This required field specifies the SPID that owns the NPA-NXX-X



		npa_nxx_x_id

		This required field specifies the unique numeric identifier of the NPA-NXX-X



		npa_nxx_x_value

		This required field specifies the value of the NPA-NXX-X.



		npa_nxx_x_effective_timestamp

		This required field specifies the timestamp of when the NPA-NXX-X is effective.



		npa_nxx_x_creation_timestamp

		This required field specifies the timestamp of when the NPA-NXX-X was created.



		npa_nxx_x_modified_timestamp

		This required field specifies the timestamp of when the NPA-NXX-X was last modified.



		download_reason

		This required field specifies the reason for the download of the NPA-NXX-X



		activity_timestamp

		This required field specifies the timestamp of when the NPAC last created a notification or download for this object.













NpaNxxDxQueryReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpaNxxDxQueryReply>

<reply_status>

<basic_code>success</basic_code>

</reply_status>

<npa_nxx_x_list>

<npa_nxx_x_data>

<sp_id>1111</sp_id>

<npa_nxx_x_id>35</npa_nxx_x_id>

<npa_nxx_x_value>1112221</npa_nxx_x_value>

<npa_nxx_x_effective_timestamp>2001-12-17T09:30:47Z </npa_nxx_x_effective_timestamp>

<npa_nxx_x_creation_timestamp>2001-12-17T09:30:47Z </npa_nxx_x_creation_timestamp>

<npa_nxx_x_modified_timestamp>2001-12-17T09:30:47Z </npa_nxx_x_modified_timestamp>

<download_reason>dr_new</download_reason>

<activity_timestamp>2012-12-17T09:30:46.136Z</activity_timestamp>

</npa_nxx_x_data>

</npa_nxx_x_list>

</NpaNxxDxQueryReply>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>

[bookmark: _Toc394492921]NpaNxxModifyDownload

The NpaNxxModifyDownload message is sent from the NPAC to an LSMS to indicate an NPA-NXX has been modified at the NPAC.



NpaNxxModifyDownload Parameters

		Parameter

		Description



		sp_id

		This required field specifies the SPID that owns the modified NPA-NXX (code holder)



		npa_nxx_id

		This required field specifies the unique numeric identifier of the modified NPA-NXX



		npa_nxx_effective_timestamp

		This required field specifies the timestamp at which the NPA-NXX becomes available for porting.  SVs that are part of this NPA-NXX cannot have a due date prior to the effective timestamp.



		download_reason



		This required field specifies the reason for the download of the modified NPA-NXX – should always be dr_modified.



		npa_nxx_modified_timestamp

		This required field specifies the timestamp of when the NPA-NXX was modified.

		







NpaNxxModifyDownload XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpaNxxModifyDownload>

<sp_id>2222</sp_id>

<npa_nxx_id>25</npa_nxx_id>

<npa_nxx_effective_timestamp>2001-12-17T09:30:47Z </npa_nxx_effective_timestamp>

<download_reason>dr_modified</download_reason>

<npa_nxx_modified_timestamp>2001-12-17T09:30:47Z </npa_nxx_modified_timestamp>

</NpaNxxModifyDownload>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>

[bookmark: _Toc394492922]NpaNxxQueryReply

This message is the asynchronous reply to a NpaNxxQueryRequest message. 

The NpaNxxQueryReply is sent from the NPAC to provide the results of an NpaNxxQueryRequest that was initiated by a LSMS.



[bookmark: _Toc338686509]NpaNxxQueryReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		npa_nxx_list

		This element is a list of npa_nxx_data structures that contain the results of the query



		npa_nxx_data

		This field is an optional list with one or more sets of the following 8 values:



		sp_id

		This required field indicates the SPID that owns the NPA-NXX.



		npa_nxx_id

		This required field specifies the unique numeric identifier of the NPA-NXX



		npa_nxx_value

		This required field specifies the value of the NPA-NXX



		npa_nxx_effective_timestamp

		This required field specifies the timestamp of when the NPA-NXX is effective.



		download_reason

		This required field specifies the reason for the download of the NPA-NXX



		npa_nxx_creation_timestamp

		This required field specifies the timestamp of when the NPA-NXX was created.



		npa_nxx_modified_timestamp

		This optional field specifies the timestamp of when the NPA-NXX was last modified.



		activity_timestamp

		This required field specifies the timestamp of when the NPAC last created a notification or download for this object.







[bookmark: _Toc338686510]NpaNxxQueryReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpaNxxQueryReply>

<reply_status>

<basic_code>success</basic_code>

</reply_status>

<npa_nxx_list>

<npa_nxx_data>

<sp_id>1111</sp_id>

<npa_nxx_id>25</npa_nxx_id>

<npa_nxx_value>111222</npa_nxx_value>

<npa_nxx_effective_timestamp>2001-12-17T09:30:47Z </npa_nxx_effective_timestamp>

<download_reason>dr_new</download_reason>

<npa_nxx_creation_timestamp>2001-12-17T09:30:47Z </npa_nxx_creation_timestamp>

<npa_nxx_modified_timestamp>2001-12-17T09:30:47Z </npa_nxx_modified_timestamp>

<activity_timestamp>2012-12-17T09:30:46.136Z </activity_timestamp>

</npa_nxx_data>

</npa_nxx_list>

</NpaNxxQueryReply>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>

[bookmark: _Toc338686511][bookmark: _Toc394492923][bookmark: _Toc336959720]NpbCreateDownload

The NpbCreateDownload message is sent from the NPAC to an LSMS to provide details of a new pooled block that has been created at the NPAC.

[bookmark: _Toc338686512]NpbCreateDownload Parameters

		Parameter

		Description



		block_id

		This field specifies the unique numeric identifier of the block



		block_dash_x

		This field specifies the NPA-NXX-X value of the block



		sp_id

		This field specifies the SPID that owns the block (block holder)



		svb_activation_timestamp

		This field specifies the timestamp of when the block was activated



		svb_lrn

		This field specifies the LRN of the block



		svb_class_dpc

		This optional field specifies the CLASS DPC of the block



		svb_class_ssn

		This optional field specifies the CLASS SSN of the block



		svb_lidb_dpc

		This optional field specifies the LIDB DPC of the block



		svb_lidb_ssn

		This optional field specifies the LIDB SSN of the block



		svb_isvm_dpc

		This optional field specifies the ISVM DPC of the block



		svb_isvm_ssn

		This optional field specifies the ISVM SSN of the block



		svb_cnam_dpc

		This optional field specifies the CNAM DPC of the block



		svb_cnam_ssn

		This optional field specifies the CNAM SSN of the block



		svb_wsmsc_dpc

		This optional field specifies the WSMSC DPC of the block



		svb_wsmsc_ssn

		This optional field specifies the WSMSC SSN of the block



		download_reason

		This field specifies the reason for the download of the block – should always be dr_new



		svb_sv_type

		This optional field specifies the SV type of the block



		svb_optional_data

		This optional field specifies (possibly multiple) name-value pairs of optional data associated with the block







[bookmark: _Toc338686513]

NpbCreateDownload XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpbCreateDownload>

<block_id>100</block_id>

<block_dash_x>1112221</block_dash_x>

<sp_id>2222</sp_id>

<svb_activation_timestamp>2001-12-17T09:30:47Z </svb_activation_timestamp>

<svb_lrn>2024563870</svb_lrn>

<svb_class_dpc>111222111</svb_class_dpc>

<svb_class_ssn>0</svb_class_ssn>

<svb_lidb_dpc>111222111</svb_lidb_dpc>

<svb_lidb_ssn>0</svb_lidb_ssn>

<svb_isvm_dpc>111222111</svb_isvm_dpc>

<svb_isvm_ssn>0</svb_isvm_ssn>

<svb_cnam_dpc>111222111</svb_cnam_dpc>

<svb_cnam_ssn>0</svb_cnam_ssn>

<svb_wsmsc_dpc>111222111</svb_wsmsc_dpc>

<svb_wsmsc_ssn>0</svb_wsmsc_ssn>

<download_reason>dr_new</download_reason>

<svb_sv_type>wireline</svb_sv_type>

<svb_optional_data>

<od_field>

<od_name>ALTSPID</od_name>

<od_value>3333</od_value>

</od_field>

</svb_optional_data>

</NpbCreateDownload>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>



[bookmark: _Toc338686514][bookmark: _Toc394492924]NpbDeleteDownload

The NpbDeleteDownload message is sent from the NPAC to an LSMS to indicate a number pooled block has been deleted from the NPAC.



[bookmark: _Toc338686515]NpbDeleteDownload Parameters

		Parameter

		Description



		block_id

		This field specifies the unique numeric identifier of the deleted number pool block



		download_reason



		This field specifies the reason for the download of the deleted block – should always be dr_delete.







[bookmark: _Toc338686516]NpbDeleteDownload XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

	

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpbDeleteDownload>

<block_id>35</block_id>

<download_reason>dr_delete</download_reason>

</NpbDeleteDownload>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>



[bookmark: _Toc338686517][bookmark: _Toc394492925]NpbModifyDownload

The NpbModifyDownload message is sent from the NPAC to a LSMS to indicate a pooled block has been modified at the NPAC.



[bookmark: _Toc338686518]NpbModifyDownload Parameters

		Parameter

		Description



		block_id

		Required - the unique numeric identifier of the modified number pool block



		block_dash_x

		Required -  the NPA-NXX-X value of the modified number pool block



		sp_id

		Required -  the SPID that owns the modified number pool block (block holder)



		svb_activation_timestamp

		Optional - the timestamp of when the modified number pool block was activated



		svb_lrn

		Optional - the LRN of the modified number pool block



		svb_class_dpc

		Optional – the CLASS DPC of the modified number pool block



		svb_class_ssn

		Optional – the CLASS SSN of the modified number pool block



		svb_lidb_dpc

		Optional – the LIDB DPC of the modified number pool block



		svb_lidb_ssn

		Optional – the LIDB SSN of the modified number pool block



		svb_isvm_dpc

		Optional – the ISVM DPC of the modified number pool block



		svb_isvm_ssn

		Optional – the ISVM SSN of the modified number pool block



		svb_cnam_dpc

		Optional – the CNAM DPC of the modified number pool block



		svb_cnam_ssn

		Optional – the CNAM SSN of the modified number pool block



		svb_wsmsc_dpc

		Optional – the WSMSC DPC of the modified number pool block



		svb_wsmsc_ssn

		Optional – the WSMSC SSN of the modified number pool block



		download_reason

		This field specifies the reason for the download of the modified number pool block – should always be dr_modified



		svb_sv_type

		Optional – the SV type of the modified number pool block



		svb_optional_data

		Optional – specifies (possibly multiple) name-value pairs of optional data associated with the modified number pool block







[bookmark: _Toc338686519]NpbModifyDownload XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>	

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpbModifyDownload>

<block_id>45</block_id>

<block_dash_x>1112221</block_dash_x>

<sp_id>2222</sp_id>

<svb_activation_timestamp>2001-12-17T09:30:47Z </svb_activation_timestamp>

<svb_lrn>2023563870</svb_lrn>

<svb_class_dpc>111222111</svb_class_dpc>

<svb_class_ssn>0</svb_class_ssn>

<svb_lidb_dpc>111222111</svb_lidb_dpc>

<svb_lidb_ssn>0</svb_lidb_ssn>

<svb_isvm_dpc>111222111</svb_isvm_dpc>

<svb_isvm_ssn>0</svb_isvm_ssn>

<svb_cnam_dpc>111222111</svb_cnam_dpc>

<svb_cnam_ssn>0</svb_cnam_ssn>

<svb_wsmsc_dpc>111222111</svb_wsmsc_dpc>

<svb_wsmsc_ssn>0</svb_wsmsc_ssn>

<download_reason>dr_modified</download_reason>

<svb_sv_type>wireline</svb_sv_type>

<svb_optional_data>

<od_field>

<od_name>ALTSPID</od_name>

<od_value>3333</od_value>

</od_field>

</svb_optional_data>

</NpbModifyDownload>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>

[bookmark: _Toc338686520][bookmark: _Toc394492926]NpbQueryReply

This message is the asynchronous reply to an NpbQueryRequest message. 

The NpbQueryReply is sent from the NPAC to provide the results of an NpbQueryRequest that was initiated by a LSMS.



[bookmark: _Toc338686521]NpbQueryReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		npb_list	

		This is a list of npb_data structures that contain the data returned by the query.



		npb_data	

		This optional field is a list with one or more sets of the following values:



		block_id

		This required field specifies the unique numeric identifier of the created number pool block



		block_soa_origination

		This required true/false field specifies if the SOA originates the data for the block



		svb_creation_timestamp

		This required field specifies when the block was created



		block_status

		This required field specifies the status of the block



		block_dash_x

		This required field specifies the NPA-NXX-X value of the block



		sp_id

		This field specifies the SPID that owns the block (block holder)



		svb_lrn

		This required field specifies the LRN of the block



		svb_class_dpc

		This optional field specifies the CLASS DPC of the block



		svb_class_ssn

		This optional field specifies the CLASS SSN of the block



		svb_lidb_dpc

		This optional field specifies the LIDB DPC of the block



		svb_lidb_ssn

		This optional field specifies the LIDB SSN of the  block



		svb_isvm_dpc

		This optional field specifies the ISVM DPC of the block



		svb_isvm_ssn

		This optional field specifies the ISVM SSN of the  block



		svb_cnam_dpc

		This optional field specifies the CNAM DPC of the  block



		svb_cnam_ssn

		This optional field specifies the CNAM SSN of the  block



		svb_wsmsc_dpc

		This optional field specifies the WSMSC DPC of the  block



		svb_wsmsc_ssn

		This optional field specifies the  WSMSC SSN of the  block



		svb_activation_timestamp

		This optional field specifies the timestamp of when the block was activated



		svb_broadcast_timestamp

		This field specifies the timestamp of when the block was last broadcast



		svb_disconnect_complete_timestamp

		This optional field specifies the timestamp of when the block was disconnected



		svb_modified_timestamp

		This optional field specifies the timestamp of when the block was last modified



		download_reason

		This required field is the download reason of the block



		svb_sv_type

		This optional field specifies the SV type of the block



		svb_optional_data

		This optional field specifies (possibly multiple) name-value pairs of optional data associated with the block



		svb_failed_sp_list

		This optional field specifies (possibly multiple) spid/name pairs of LSMSs that may not have the latest information on this block 



		activity_timestamp

		This required field specifies the timestamp of when the NPAC last created a notification or download for this object.







[bookmark: _Toc338686522]NpbQueryReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<NpbQueryReply>

<reply_status>

<basic_code>success</basic_code>

</reply_status>

<npb_list>

<npb_data>

<block_id>100</block_id>

<block_soa_origination>true</block_soa_origination>

<svb_creation_timestamp>2001-12-17T09:30:47Z </svb_creation_timestamp>

<block_status>block_status_active</block_status>

<block_dash_x>1112221</block_dash_x>

<sp_id>2222</sp_id>

<svb_lrn>2023563870</svb_lrn>

<svb_class_dpc>111222111</svb_class_dpc>

<svb_class_ssn>0</svb_class_ssn>

<svb_lidb_dpc>111222111</svb_lidb_dpc>

<svb_lidb_ssn>0</svb_lidb_ssn>

<svb_isvm_dpc>111222111</svb_isvm_dpc>

<svb_isvm_ssn>0</svb_isvm_ssn>

<svb_cnam_dpc>111222111</svb_cnam_dpc>

<svb_cnam_ssn>0</svb_cnam_ssn>

<svb_wsmsc_dpc>111222111</svb_wsmsc_dpc>

<svb_wsmsc_ssn>0</svb_wsmsc_ssn>

<svb_activation_timestamp>2011-12-17T09:30:47Z </svb_activation_timestamp>

<svb_broadcast_timestamp>2011-12-17T09:30:47Z </svb_broadcast_timestamp>

<svb_disconnect_complete_timestamp>2001-12-17T09:30:47Z </svb_disconnect_complete_timestamp>

<svb_modified_timestamp>2011-12-17T09:30:47Z </svb_modified_timestamp>

<download_reason>dr_new</download_reason>

<svb_sv_type>wireline</svb_sv_type>

<svb_optional_data>

<od_field>

<od_name>ALTSPID</od_name>

<od_value>3333</od_value>

</od_field>

</svb_optional_data>

<svb_failed_sp_list>

<sp_id>4444</sp_id>

<sp_name>Provider 4444</sp_name>

</svb_failed_sp_list>

<activity_timestamp>2012-12-17T09:30:46.136Z </activity_timestamp>

</npb_data>

</npb_list>

</NpbQueryReply>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>



[bookmark: _Toc338686523][bookmark: _Toc394492927]ProcessingError

This message is an error reply that will be sent rarely.  When the receiving system is able to return a synchronous acknowledgement for a request, any error can be indicated as part of the asynchronous reply.  However, in certain circumstances the receiving system may not be able to send the asynchronous reply as part of a reply message that directly corresponds to the request.  For example, if the request contains invalid XML the receiving system will not be able to determine the type of request, and therefore will not be able to determine the corresponding type of reply message.  In these cases, the receiving system should send a ProcessingError message to indicate the error.  The invoke id of the ProcessingError message must match that of the incoming request.  This means that if the receiving system cannot determine the invoke id of the request, it will not be able to generate a ProcessingError.

When multiple requests are sent as a batch, a separate ProcessingError message will be created for each one. Note that the batch itself is one large XML message. Any parsing error in the batch will cause all messages in the batch to be failed with a ProcessingError.
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		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 
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ProcessingError XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<ProcessingError>

<basic_code>failed</basic_code>

<status_code>6100</status_code>

<status_info>request rejected</status_info>

</ProcessingError>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>	
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The QueryLsmsSvRequest message is sent from the NPAC to an LSMS to query subscription versions that are part of an audit.
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Refer to section 2.9.7 for details on the query expression for the QueryLsmsSvRequest.

QueryLsmsSvRequest XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.284Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<QueryLsmsSvRequest>((sv_tn &gt;= '1111119000' AND sv_tn &lt;= '1111119049') AND (svb_activation_timestamp &gt;= '2012-09-28T15:00:00' AND svb_activation_timestamp &lt;= '2012-09-28T19:00:00'))</QueryLsmsSvRequest>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>
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The QueryLsmsNpbRequest message is sent from the NPAC to an LSMS to query number pooled blocks that are part of an audit.
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Refer to section 2.9.6 for details on the query expression for the QueryLsmsNpbRequest.

QueryLsmsNpbRequest XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<QueryLsmsNpbRequest>(block_dash_x = '1111113' AND 

(svb_activation_timestamp &gt;= '2012-09-28T15:00:00' AND svb_activation_timestamp &lt;= '2012-09-28T19:00:00'))</QueryLsmsNpbRequest>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>
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The SpidCreateDownload message is sent from the NPAC to a LSMS to provide details of a new SPID that has been created at the NPAC.
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		Parameter

		Description



		sp_id

		The service provider identifier of the created SP



		sp_name

		This optional field is the service provider name of the created SP and it will be set on all SpidCreateDownload messages. It's optional because it's part of a structure that is also used in the SpidModifyDownload message.



		sp_type

		This optional field is the service provider type of the created SP and, if supported, it will be set to one of the following:

· wireline 

· wireless

· non_carrier

· class1_and_2_voip_with_num_assgnmt 

· sp_type_4

· sp_type_5



		download_reason

		The reason for the download of the created SP – should always be dr_new
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<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SpidCreateDownload>

<sp_id>2222</sp_id>

<sp_name>Service Provider 2222</sp_name>

<sp_type>wireline</sp_type>

<download_reason>dr_new</download_reason>

</SpidCreateDownload>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>



[bookmark: _Toc338686533][bookmark: _Toc394492931]SpidDeleteDownload

The SpidDeleteDownload message is sent from the NPAC to a LSMS to indicate that a SPID that has been deleted at the NPAC.
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		Parameter

		Description



		sp_id

		This required field it the service provider identifier of the deleted SP



		download_reason

		This required field is the reason for the download of the deleted SP – should always be dr_delete
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<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SpidDeleteDownload>

<sp_id>3333</sp_id>

<download_reason>dr_delete</download_reason>

</SpidDeleteDownload>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>
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The SpidModifyDownload message is sent from the NPAC to a LSMS to indicate that a SPID that has been modified at the NPAC.
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		Parameter

		Description



		sp_id

		This required field is the service provider ID of the modified SP



		sp_name

		This optional field is the service provider name of the modified SP



		sp_type

		This optional field is the service provider type and, if supported, when modified it will be set to one of the following:

· wireline 

· wireless

· non_carrier

· class1_and_2_voip_with_num_assgnmt 

· sp_type_4

· sp_type_5





		download_reason

		This required field is the reason for the download of the modified SP – should always be dr_modified
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<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SpidModifyDownload>

<sp_id>2222</sp_id>

<sp_name>Service Provider 2222</sp_name>

<sp_type>wireline</sp_type>

<download_reason>dr_modified</download_reason>

</SpidModifyDownload>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>
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This message is the asynchronous reply to a SpidQueryRequest message. 

There are two forms for this reply. The short form includes the sp_id, sp_name, and sp_type. The long form adds the Service Providers contact information. Replies will be in short form unless the criteria specified in the SpidQueryRequest was just a sp_id parameter and it matches the SPID issuing the query.  See the section 5.1 (“Message Structure”) for details on how the NPAC determines which spid is issuing the query. 

SpidQueryReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		spid_list (short form)

		This field contains an optional repeating list of sp_data items where each contains the following items:

· sp_id

· sp_name

· optional sp_type

· activity_timestamp

· download_reason



		spid_list (long form)

		This field contains the Service Provider profile information for the requesting SPID. It’s an optional list that contains a single sp_data item with the following parameters:

· sp_id

· sp_name

· optional sp_type

· sp_system_type

· sp_address

· address_line1

· optional address_line2

· address_city

· address_state

· address_zip

· optional address_province

· address_country

· address_contract_phone

· address_contact

· optional address_contact_fax

· optional address_contact_pager

· optional address_contact_pager_pin

· optional address_contact_email

· sp_billing_address *

· optional sp_soa_address *

· optional sp_lsms_address *

· optional sp_web_address *

· optional sp_net_address *

· optional sp_conflict_address *

· optional sp_operations_address *

· sp_repair_center_address *

· sp_security_address *

· optional sp_user_admin_address *

· activity_timestamp

· download_reason



* See sp_address for complete list of parameters in an “address”







SpidQueryReply XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>2222</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SpidQueryReply>

<reply_status>

<basic_code>success</basic_code>

</reply_status>

<spid_list>

<spid_data>

<sp_id>2222</sp_id>

<sp_name>2 Telecom</sp_name>

<sp_type>wireline</sp_type>

<sp_system_type>lsms_soa_system</sp_system_type>

<sp_address>

<address_line1>2222 Two St</address_line1>

<address_city>Anytown</address_city>

<address_state>NV</address_state>

<address_zip>12345</address_zip>

<address_country>US</address_country>

<address_contact_phone>1234567890</address_contact_phone>

<address_contact>John Doe</address_contact>

</sp_address>

<sp_billing_address>

<address_line1>222 Two St</address_line1>

<address_city>Anytown</address_city>

<address_state>NV</address_state>

<address_zip>12345</address_zip>

<address_country>US</address_country>

<address_contact_phone>1234567890</address_contact_phone>

<address_contact>John Doe</address_contact>

</sp_billing_address>

<sp_repair_center_address>

<address_line1>222 Two St</address_line1>

<address_city>Anytown</address_city>

<address_state>NV</address_state>

<address_zip>12345</address_zip>

<address_country>US</address_country>

<address_contact_phone>1234567890</address_contact_phone>

<address_contact>John Doe</address_contact>

</sp_repair_center_address>

<sp_security_address>

<address_line1>222 Two St</address_line1>

<address_city>Anytown</address_city>

<address_state>NV</address_state>

<address_zip>12345</address_zip>

<address_country>US</address_country>

<address_contact_phone>1234567890</address_contact_phone>

<address_contact>John Doe</address_contact>

</sp_security_address>

<activity_timestamp>2012-12-17T09:30:46.136Z </activity_timestamp>

<download_reason>dr_new</download_reason>

</spid_data>

</spid_list>

</SpidQueryReply>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>
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The SvCreateDownload message is sent from the NPAC to an LSMS to provide details of a new subscription version that has been created at the NPAC.
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		Parameter

		Description



		range_notif_tn_id_info

		This field is a structure that identifies the subscription versions affected by this download message. It’s a choice between one or more lists of TNs with associated SVIDs, or one or more lists of TN ranges with associated SVID ranges.

list_info:

   sv_tn – A 10 digit phone number

   sv_id – A unique SV Id					

range_info:	

   start_tn – A 10 digit phone number

   stop_tn – A 4 digit ending TN station

   start_id – The starting SV unique Id

   stop_id – The ending SV unique Id



		svb_lrn

		Required - the LRN of the created subscription version(s)



		svb_new_sp

		Required -  the SPID that owns the created subscription version(s)



		svb_activation_timestamp

		Required - the timestamp of when the created subscription version(s) was(were) activated



		svb_class_dpc

		Optional – the CLASS DPC of the created subscription version(s)



		svb_class_ssn

		Optional – the CLASS SSN of the created subscription version(s)



		svb_lidb_dpc

		Optional – the LIDB DPC of the created subscription version(s)



		svb_lidb_ssn

		Optional – the LIDB SSN of the created subscription version(s)



		svb_isvm_dpc

		Optional – the ISVM DPC of the created subscription version(s)



		svb_isvm_ssn

		Optional – the ISVM SSN of the created subscription version(s)



		svb_cnam_dpc

		Optional – the CNAM DPC of the created subscription version(s)



		svb_cnam_ssn

		Optional – the CNAM SSN of the created subscription version(s)



		svb_end_user_location_value

		Optional – the EULV of the created subscription version(s)



		svb_end_user_location_type

		Optional – the EULT of the created subscription version(s)



		svb_billing_id

		Optional – the billing id of the created subscription version(s)



		sv_lnp_type

		This field specifies the LNP type of the created subscription version(s)



		download_reason

		This field specifies the reason for the download of the created subscription version(s) – should always be ‘dr_new’



		svb_wsmsc_dpc

		Optional – the WSMSC DPC of the created subscription version(s)



		svb_wsmsc_ssn

		Optional – the WSMSC SSN of the created subscription version(s)



		svb_sv_type

		Optional – the SV type of the created subscription version(s)



		svb_optional_data

		Optional – specifies (possibly multiple) name-value pairs of optional data associated with the created subscription version(s)
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SvCreateDownload XML Example

<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SvCreateDownload>

  <range_notif_tn_id_info>

    <list_info>

			  <sv_tn>1112223333</sv_tn>

                      <sv_id>10245</sv_id>

			</list_info>

		     </range_notif_tn_id_info>

<svb_lrn>2023563780</svb_lrn>

<svb_new_sp>2222</svb_new_sp>

<svb_activation_timestamp>2001-12-17T09:30:47Z </svb_activation_timestamp>

<svb_class_dpc>111222111</svb_class_dpc>

<svb_class_ssn>0</svb_class_ssn>

<svb_lidb_dpc>111222111</svb_lidb_dpc>

<svb_lidb_ssn>0</svb_lidb_ssn>

<svb_isvm_dpc>111222111</svb_isvm_dpc>

<svb_isvm_ssn>0</svb_isvm_ssn>

<svb_cnam_dpc>111222111</svb_cnam_dpc>

<svb_cnam_ssn>0</svb_cnam_ssn>

<svb_end_user_location_value>0</svb_end_user_location_value>

<svb_end_user_location_type>00</svb_end_user_location_type>

<svb_billing_id>3333</svb_billing_id>

<sv_lnp_type>inter_provider</sv_lnp_type>

<download_reason>dr_new</download_reason>

<svb_wsmsc_dpc>111222111</svb_wsmsc_dpc>

<svb_wsmsc_ssn>0</svb_wsmsc_ssn>

<svb_sv_type>wireline</svb_sv_type>

<svb_optional_data>

<od_field>

<od_name>ALTSPID</od_name>

<od_value>3333</od_value>

</od_field>

</svb_optional_data>

</SvCreateDownload>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>
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The SvDeleteDownload message is sent from the NPAC to an LSMS to indicate that one or more subscription versions have been deleted at the NPAC. 
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		Parameter

		Description



		range_notif_tn_id_info

		This field is a structure that identifies the subscription versions affected by this download message. It’s a choice between one or more lists of TNs with associated SVIDs, or one or more lists of TN ranges with associated SVID ranges.

list_info:

   sv_tn – A 10 digit phone number

   sv_id – A unique SV Id					

range_info:	

   start_tn – A 10 digit phone number

   stop_tn – A 4 digit ending TN station

   start_id – The starting SV unique Id

   stop_id – The ending SV unique Id



		download_reason

		This field specifies the reason for the download of the deleted subscription version(s) – should always be ‘dr_delete’
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<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SvDeleteDownload>

  <range_notif_tn_id_info>

    <list_info>

			  <sv_tn>1112223333</sv_tn>

                      <sv_id>10245</sv_id>

			</list_info>

		     </range_notif_tn_id_info>

<download_reason>dr_delete</download_reason>

</SvDeleteDownload>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>
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The SvModifyDownload message is sent from the NPAC to an LSMS to indicate that a subscription version has been modified at the NPAC. The subscription version(s) may be specified by SVID, TN or TN range.
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		Parameter

		Description



		range_notif_tn_id_info

		This field is a structure that identifies the subscription versions affected by this download message. It’s a choice between one or more lists of TNs with associated SVIDs, or one or more lists of TN ranges with associated SVID ranges.

list_info:

   sv_tn – A 10 digit phone number

   sv_id – A unique SV Id					

range_info:	

   start_tn – A 10 digit phone number

   stop_tn – A 4 digit ending TN station

   start_id – The starting SV unique Id

   stop_id – The ending SV unique Id



		svb_lrn

		Optional - the LRN of the modified subscription version



		svb_activation_timestamp

		Optional - the timestamp of when the modified subscription version was modified



		svb_class_dpc

		Optional – the CLASS DPC of the modified subscription version



		svb_class_ssn

		Optional – the CLASS SSN of the modified subscription version



		svb_lidb_dpc

		Optional – the LIDB DPC of the modified subscription version



		svb_lidb_ssn

		Optional – the LIDB SSN of the modified subscription version



		svb_isvm_dpc

		Optional – the ISVM DPC of the modified subscription version



		svb_isvm_ssn

		Optional – the ISVM SSN of the modified subscription version



		svb_cnam_dpc

		Optional – the CNAM DPC of the modified subscription version



		svb_cnam_ssn

		Optional – the CNAM SSN of the modified subscription version



		svb_end_user_location_value

		Optional – the EULV of the modified subscription version



		svb_end_user_location_type

		Optional – the EULT of the modified subscription version



		svb_billing_id

		Optional – the billing id of the modified subscription version



		download_reason

		This field specifies the reason for the download of the modified subscription version – should always be ‘dr_modified’



		svb_wsmsc_dpc

		Optional – the WSMSC DPC of the modified subscription version



		svb_wsmsc_ssn

		Optional – the WSMSC SSN of the modified subscription version



		svb_sv_type

		Optional – the SV type of the modified subscription version



		svb_optional_data

		Optional – specifies (possibly multiple) name-value pairs of optional data associated with the modified subscription version
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<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SvModifyDownload>

  <range_notif_tn_id_info>

    <list_info>

			  <sv_tn>1112223333</sv_tn>

                      <sv_id>10245</sv_id>

			</list_info>

		     </range_notif_tn_id_info>

		     <svb_lrn>2023563780</svb_lrn>

                  <download_reason>dr_modified</download_reason>

</SvModifyDownload>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>	
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This message is the asynchronous reply to a SvQueryRequest message. 

The SvQueryReply is sent from the NPAC to provide the results of an SvQueryRequest that was initiated by a LSMS.
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		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		sv_list

		This field is a list of sv_data objects that describe the SVs returned by the query



		sv_id

		This required field is the unique identifier for this SV



		sv_tn	

		This required field is the telephone number of this SV



		svb_lrn

		This optional field is the Location Routing Number of the SV



		sbv_new_sp

		This required field is the unique identifier for the SPID that owns this SV.



		svb_activation_timestamp

		This optional field indicates the timestamp for the activation of this SV.



		svb_class_dpc

		This optional field it the CLASS DPC value of the SV.



		svb_class_ssn

		This optional field is the CLASS SSN value of the SV



		svb_lidb_dpc

		This optional field is the LIDB DPC value of the SV



		svb_lidb_ssn

		This optional field is the LIDB SSN value of the SV



		svb_isvm_dpc

		This optional field is the ISVM DPC value of the SV



		svb_isvm_ssn

		This optional field is the ISVM SSN value of the SV



		svb_cnam_dpc

		This optional field is the CNAM DPC value of the SV



		svb_cnam_ssn

		This optional field is the CNAM SSN value of the SV



		svb_end_user_location_value

		This optional field is the End user location value value of the SV



		svb_end_user_location_type

		This optional field is the End user location type value of the SV. 



		svb_billing_id

		This optional field is the Billing ID value of the SV.



		sv_lnp_type

		This required type indicates the portability type for this  SV.  Valid values include

inter_provider

intra_provider

pooled



		download_reason

		This required field indicates the reason for the most recent download for this SV.  The valid values include:

dr_new

dr_delete

dr_modified

dr_audit_discrepancy



		svb_wsmsc_dpc

		This optional field is the WSMSC DPC value of the SV. 



		svb_wsmsc_ssn

		This optional field is the WSMSC SSN value of the SV. 



		sv_status

		This required field is the status of the SV. 



		sv_old_sp

		This required field is the unique identifier for the SPID that own the telephone number for this SV prior to the creation of this SV.



		svb_new_sp_due_date

		This optional field specifies the due date specified by the new SP.



		svb_new_sp_creation_ts

		This optional field is the date/time the SV was created by the new SP



		svb_old_sp_due_date

		This optional field specifies the due date specified by the old SP.



		sv_old_sp_authorization

		This optional field indicates if the old SP has authorized the port



		sv_status_change_cause_code

		This optional field is the status change cause code set by the old SP when they place the SV into conflict or when the SV status changed to conflict as a result of automatic flow processing by the NPAC. Valid values are:

· cause_code_none

· npac_auto_cancel

· npac_auto_conflict

· lsr_wpr_not_received

· foc_wprr_not_issued

· due_date_mismatch

· vacant_number_port

· general_conflict



		svb_broadcast_timestamp

		This field specifies the timestamp of when the SV was last broadcast



		sv_conflict_timestamp

		This optional field indicates the timestamp when the SV was placed into conflict status.



		sv_customer_disconnect_date

		This optional field is the customer disconnect date of the SV.



		sv_effective_release_date

		This optional field is the effective release date of the SV.



		sv_disconnect_complete_timestamp

		This optional field is the timestamp that the disconnect of this SV was completed.



		sv_cancellation_timestamp

		This optional field is the timestamp that the cancellation of this SV was completed.



		sv_creation_timestamp

		This optional field is the timestamp that the SV was created.



		sv_cancellation_timestamp

		This optional field is the timestamp that the cancellation of this SV was completed.



		svb_failed_sp_list

		This optional field specifies (possibly multiple) spid/name pairs of LSMSs that may not have the latest information for this SV 



		svb_modified_timestamp

		This optional field specifies the timestamp of when the SV was last modified



		svb_old_timestamp

		This optional field specifies the timestamp of when the SV went to a status of Old.



		sv_old_sp_cancellation_timestamp

		This optional field specifies the timestamp of when the old SP cancelled this SV.



		sv_new_sp_cancellation_timestamp

		This optional field specifies the timestamp of when the new SP cancelled this SV.



		sv_old_sp_conflict_resolution_timestamp

		This optional field specifies the timestamp of when the old SP resolves a conflict on this SV.



		sv_new_sp_conflict_resolution_timestamp

		This optional field specifies the timestamp of when the new SP resolves a conflict on this SV.



		sv_porting_to_original_sp_switch

		This required field indicates if this SV represents a port to the original switch, thereby returning the SV to default routing.



		sv_precancellation_status

		This optional field indicates the status of the SV prior to cancellation



		sv_timer_type

		This optional field is timer type for the SV and consists of one of the following:

· short_timers

· long_timers

· medium_timers



		sv_business_type

		This optional field is the business type for the SV and consists of one of the following values:

· short_days_hours

· long_days_hours

· medium_days_hours



		svb_sv_type

		This optional field indicates the SV type for the SV.  Possible values are: 

wireline

wireless

class2_voip_no_num_assgnmt 

vowifi

prepaid_wireless

class1_and_2_voip_with_num_assgnmt 

sv_type_6

sv_type_7

sv_type_8

sv_type_9



		svb_optional_data

		This optional field specifies the optional data for the SV.



		sv_new_sp_medium_timer_indicator

		This optional field is set to true if the new SP indicated medium timers for this SV.



		sv_old_sp_medium_timer_indicator

		This optional field is set to true if the old SP indicated medium timers for this SV.



		activity_timestamp

		This required field specifies the timestamp of when the NPAC last created a notification or download for this SV.



		sv_remaining_count

		The number of sv_data elements remaining from the query which have not yet been sent.
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<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<LSMSMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>87654321</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<npac_to_lsms>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<SvQueryReply>

<reply_status>

<basic_code>success</basic_code>

</reply_status>

<sv_list>

<sv_data>

<sv_id>100245</sv_id>

<sv_tn>2023561000</sv_tn>

<svb_lrn>2023563780</svb_lrn>

<svb_new_sp>1111</svb_new_sp>

<svb_activation_timestamp>2001-12-17T09:30:47Z

</svb_activation_timestamp>

<svb_class_dpc>111222111</svb_class_dpc>

<svb_class_ssn>0</svb_class_ssn>

<svb_lidb_dpc>111222111</svb_lidb_dpc>

<svb_lidb_ssn>0</svb_lidb_ssn>

<svb_isvm_dpc>111222111</svb_isvm_dpc>

<svb_isvm_ssn>0</svb_isvm_ssn>

<svb_cnam_dpc>111222111</svb_cnam_dpc>

<svb_cnam_ssn>0</svb_cnam_ssn>

<svb_end_user_location_value>387</svb_end_user_location_value>

<svb_end_user_location_type>11</svb_end_user_location_type>

<svb_billing_id>3333</svb_billing_id>

<sv_lnp_type>inter_provider</sv_lnp_type>

<download_reason>dr_new</download_reason>

<sv_status>status_active</sv_status>

<sv_old_sp>2222</sv_old_sp>

<svb_new_sp_due_date>2001-12-17T09:30:47Z </svb_new_sp_due_date>

<svb_new_sp_creation_ts>2001-12-17T09:30:47Z </svb_new_sp_creation_ts>

<sv_old_sp_due_date>2001-12-17T09:30:47Z </sv_old_sp_due_date>

<sv_old_sp_authorization>true</sv_old_sp_authorization>

<sv_status_change_cause_code>cause_code_none

</sv_status_change_cause_code>

<sv_old_sp_authorization_ts>2001-12-17T09:30:47Z

</sv_old_sp_authorization_ts>

<svb_broadcast_timestamp>2001-12-17T09:30:47Z </svb_broadcast_timestamp>

<sv_conflict_timestamp>2001-12-17T09:30:47Z </sv_conflict_timestamp>

<sv_customer_disconnect_date>2001-12-17T09:30:47Z </sv_customer_disconnect_date>

<sv_effective_release_date>2001-12-17T09:30:47Z </sv_effective_release_date>

<svb_disconnect_complete_timestamp>2001-12-17T09:30:47Z </svb_disconnect_complete_timestamp>

<sv_cancellation_timestamp>2001-12-17T09:30:47Z </sv_cancellation_timestamp>

<svb_creation_timestamp>2001-12-17T09:30:47Z </svb_creation_timestamp>

<svb_modified_timestamp>2001-12-17T09:30:47Z </svb_modified_timestamp>

<sv_old_sp_cancellation_timestamp>2001-12-17T09:30:47Z </sv_old_sp_cancellation_timestamp>

<sv_new_sp_cancellation_timestamp>2001-12-17T09:30:47Z </sv_new_sp_cancellation_timestamp>

<sv_old_sp_conflict_resolution_timestamp>2001-12-17T09:30:47Z</sv_old_sp_conflict_resolution_timestamp>

<sv_new_sp_conflict_resolution_timestamp>2001-12-17T09:30:47Z</sv_new_sp_conflict_resolution_timestamp>

<sv_porting_to_original_sp_switch>true </sv_porting_to_original_sp_switch>

<sv_precancellation_status>pre_cancel_status_pending</sv_precancellation_status>

<sv_timer_type>short_timers</sv_timer_type>

<sv_business_type>long_days_hours</sv_business_type>

<svb_sv_type>wireline</svb_sv_type>

<sv_new_sp_medium_timer_indicator>true</sv_new_sp_medium_timer_indicator>

<sv_old_sp_medium_timer_indicator>true</sv_old_sp_medium_timer_indicator>

<activity_timestamp>2012-12-17T09:30:46.136Z </activity_timestamp>

</sv_data>

</sv_list>

<sv_remaining_count>0</sv_remaining_count>

</SvQueryReply>

</Message>

</npac_to_lsms>

</MessageContent>

</LSMSMessages>
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PIM Submission for MVNO Issue (FINAL).doc
NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  09 /09/ 2014

Company(s) Submitting Issue:____Neustar_________________________________


Contact(s):  Name _______________________________________________________



         Contact Number ___ ___ ___/___ ___ ___/___ ___ ___ ___



         Email Address   ______________________________________________


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


At the July 8-9, 2014 LNPA Working Group meeting, an issue was raised and discussed related to Mobile Virtual Network Operators (MVNOs) obtaining their numbering resources from wireline Service Providers for use by the MVNOs to provide service to their end users with wireless devices.  Because these numbers are assigned to the wireline Service Provider, they are appropriately associated with wireline SPIDs in the NPAC.  As a result, they are not populated on the Intermodal Ported Number Lists administered by Neustar, which are used by telemarketers to assist in determining which numbers they can and cannot call.  There is risk that telemarketers relying on the Intermodal Ported Number Lists could call these numbers associated with wireless devices and possibly be subject to FCC fines as a result if it is determined that they should be classified as wireless numbers.                                                  


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 

Neustar became aware of this issue after a number of Service Providers with existing wireline SPIDs in the NPAC applied for, and were granted on an interim basis, new wireless SPIDs for association with the numbers that they were providing to MVNOs for service to end users with wireless devices.  When they could not produce the necessary FCC Radio License showing operating authority as a wireless carrier, their wireless SPIDs were appropriately changed to wireline SPIDs in the NPAC.  As a result, over 1 million of these numbers dropped off of the wireline-to-wireless Intermodal Ported Number List.  In discussions with these wireline Service Providers, it became evident to Neustar that these numbers may need to remain on the wireline-to-wireless List because they are associated with wireless devices.  There is risk that telemarketers relying on the wireline-to-wireless Intermodal Ported Number List could call these numbers associated with wireless devices and possibly be subject to FCC fines as a result if it is determined that they should be classified as wireless numbers.                                                  

B. Frequency of Occurrence:

To date, over 1 million telephone numbers were removed from the wireline-to-wireless Intermodal Ported Number List and are at risk of being called by telemarketers.

C. NPAC Regions Impacted:


 Canada___ Mid Atlantic _X_ Midwest_X_ Northeast_X_ Southeast_X_ Southwest_X_ Western_X_     


 West Coast_X_  ALL___


D. Rationale why existing process is deficient: 

The methodology for populating numbers on the Intermodal Ported Number Lists utilizes a comparison of the NXX code type (wireline or wireless) of the number with the SPID Type (wireline or wireless) associated with the number in the NPAC.  When different, the number is placed on either the wireline-to-wireless or the wireless-to-wireline Intermodal Ported Number List.  Numbers on the former should not be called by telemarketers, while numbers on the latter may be called.  In order to address the immediate issue of over 1 million telephone numbers falling off of the wireline-to-wireless Intermodal Ported Number List when these wireless SPIDs were converted to wireline SPIDs, Neustar proposed a solution whereby the SV Type field for these numbers in the NPAC would be modified to “1,” indicating wireless service, while maintaining the associated SPID as wireline.  In addition, as part of the proposal, the search criteria for populating the Lists would be modified to incorporate the SV Type field.

Service Providers were given an action item at the July 2014 LNPA WG meeting to determine if this proposed fix would cause any adverse impacts to their local systems.  Some Service Providers have responded that their systems do not support the modification of the SV Type field, or the mechanized ability to request that Neustar modify the field on their behalf.  Service Providers have also expressed a need to better understand how these wireline Service Providers are interconnecting their switches to the MVNO infrastructure, and have requested further discussion of the issue at the LNPA WG.

Concerns and questions have also been raised regarding the responsibility, and possible resultant liability, for identifying these numbers as being associated with wireless service in order to modify the SV Type field.


Although the proposed SV Type field fix could address the immediate issue of the 1 million + numbers that fell off of the wireline-to-wireless Intermodal Ported Number List, Service Provider concerns related to potential unidentified adverse local system and process impacts and responsibility and liability if there is a failure to identify numbers, would remain.  The wireline Service Providers that provide telephone numbers to other entities may not be privy to the type of service, wireline or wireless, the recipient entity will associate with the numbers and provide to their end users.  One Service Provider has suggested that the entity receiving the numbers be responsible for identifying to Neustar any numbers working on wireless devices in order to have them placed on the wireline-to-wireless Intermodal Ported Number List.

A permanent and more complete solution to this issue is necessary that addresses and satisfies Service Provider concerns and objections.

E.   Identify action taken in other committees / forums:


N/A

F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


In lieu of the proposed SV Type field modification, it is requested that the LNPA WG accept this PIM in order to:

1. To the extent that they are willing to share their architecture, identify and analyze how entities providing wireless service, e.g., MVNOs, utilize numbers obtained from wireline Service Providers, including how they interconnect and route calls to and from their end users.

2. Discuss and explore possible interim, permanent, and complete solutions to identifying wireline numbers that are being used for wireless service by end users.


3. Determine if the LNPA WG should develop a recommendation to the NANC on the responsible entity and methodology for appropriately identifying these numbers to the administrator of the Intermodal Ported Number Lists.  This could include a possible recommendation for enforcement.


4. Discuss and possibly recommend the process for providing updates to the FCC to keep the Commission apprised on progress in identifying a solution.


5. Once the permanent solution(s) are identified and agreed upon by the industry, Neustar, as the administrator of the Intermodal Ported Number Lists, would determine the best options and approach for developing and incorporating the solution into the ongoing creation of the Lists, to then be approved by the industry.

Neustar will assist the LNPA WG in the discussion and development of a permanent solution that satisfies Service Provider concerns.

LNPA WG: (only)


Item Number: __ __ __ __



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

2
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		Release Migration
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R11‑2	Generating Usage Measurements for NPAC Resources

NPAC SMS shall measure and record the usage of NPAC resources on a per Service Provider basis.

R11‑3	Generating Usage Measurements for Allocated Connections

NPAC SMS shall generate usage measurements for allocated connections for each Service Provider.

R11‑4	Generating Usage Measurements for Allocated Mass Storage

NPAC SMS shall generate usage measurements for the allocated mass storage (number of records stored) for each Service Provider.

R11‑5	Generating Usage Measurements for the Number of Messages Processed by type

NPAC SMS shall measure the number of messages processed by type for each Service Provider.

R11‑6	Generating Usage Measurements for the Number of Messages Downloaded

NPAC SMS shall measure the number of messages downloaded to each Service Provider.

R11‑8	Generating Detailed Usage Measurement Reports

NPAC shall produce detailed NPAC usage reports for the contracting entity.

R11-9	Billing Report Types

NPAC SMS shall be capable of creating the following billing reports:

· Login Session Per Service Provider

· Allocated Mass Storage

· Messages Processed by type (to include download data and data resent by request)

· Audits Requested and Processed

· Requested Report Generation

· Service Establishment (to include Service Provider establishment, user login ID addition to the NPAC SMS, and mechanized Interface Activation)

R11-10	Full Billing Report

The NPAC SMS shall be capable of creating a full billing report, with all of the report types in R11-9 included.

R11-11	Billing Report Creation by NPAC Personnel

NPAC SMS shall allow NPAC personnel to create billing reports for all Service Provider usage. For all report types in R11-9 and R11-10, the NPAC personnel will be able to specify whether the report is an aggregation/summary of stored data or a detailed report containing every item stored for the report type.

R11-12	Billing Report Creation by Service Provider

NPAC SMS shall allow Service Providers to gather billing report data on only their NPAC SMS usage. Service Providers will not be able to create reports on any other Service Provider’s usage. For all report types in R11-9 and R11-10, the NPAC SMS shall create an aggregation/summary of stored data for the report type.

R11-13	NPAC Personnel Billing Report Destination

NPAC SMS shall allow NPAC personnel to determine the output destination of the billing report. The destinations will include: on-line (on screen), printer, file, or FAX. The default selection is on-line.

R11-14	Service Provider Billing Report Destination

NPAC SMS shall allow Service Provider users to determine the output destination of the billing report. The destinations will include: on-line (on screen) or file. The default selection is on-line.

R11-15	NPAC Personnel Only Can Access Billing System

The NPAC billing system shall be accessible only to NPAC personnel.
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[bookmark: _GoBack]The red below is a Best Practice 30 revision proposal, based on information from the FCC per DA 14-842

[bookmark: 0030]0030 NPA Splits

Submitted By Team: WNPO | Date Logged: 2/2/04 | Date Modified: 5/31/13

[bookmark: eztoc60040_1_31_5_54]Background: 

[bookmark: eztoc60040_1_31_5_55]Decisions/Recommendations

It is the recommendation of the OBF Wireless Committee (Issue 2570) that beginning at the start of permissive dialing the New Service Provider would initiate the port request using the new NPA/NXX. The Old Service Provider must do the translation to the Old NPA/NXX in their OSS if needed. Note: It is the responsibility of both Service Providers, Old and New, to manage the numbers during PDP ensuring that the TN is not reassigned in their systems during permissive dialing.

NPA Split Management Document: 

0030 NPA_Split_mgmnt

At the May 2013 meeting, the group agreed on the following:

It is the LNPA WG’s recommendation that in order to limit the impacts to customers when the need for area code relief arises, an area code overlay is implemented instead of an area code split. The Pros and Cons of an Overlay versus a Split can be found in the attached document.

In the case where a split is ordered, service providers shall support the following:

· If the ICP/LSR is sent prior to Permissive dialing beginning but does not complete until after permissive dialing the new and old providers shall support processing the port request under the old NPA.

· If the ICP/LSR is sent after permissive dialing begins the new and old providers shall support processing the port request under the new NPA.

· If the OSP cannot support receiving the ICP/LSR under the old NPA they shall return the ICP/LSR with the appropriate reject code letting the NSP know to cancel and start again under the new NPA.

· The NPA should remain the same throughout the life of the port request. If for any reason the NPA needs to change then the port request should be cancelled and resubmitted under the appropriate NPA.

· 0030 Overlays versus NPA Splits

Download the document 0030 Overlays versus NPA Splits



Note 1: The NANC approved BP30 in their September 2013 meeting, and the NANC forwarded their recommendation for approval to the FCC on October 17, 2013.


Note 2: After a Public Comment cycle completed, the FCC issued DA 14-862 (June 20, 2014), where they commended the BP30 efforts to improve the number porting process However, the FCC did not mandate or codify BP30 be followed. Instead, the FCC reaffirmed the State’s ability, per Section 52.10(a), to determine the best method of implementing area code relief for their citizens.
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[bookmark: _GoBack]The following redlines are proposed adds to BP65 based on DA 14-842:

[bookmark: 0065]0065 LSR SUPPs, Expedites, Due Date Changes

Submitted By Team: LNPA-WG | Date Logged: 05/04/10

[bookmark: eztoc60040_1_66_5_137]Background: 

[bookmark: eztoc60040_1_66_5_138]Decisions/Recommendations

Agreement was reached in the LNPA WG that service providers should continue to follow the ATIS OBF (Alliance for Telecommunications Industry Solutions, Ordering and Billing Forum) LSR guidelines when submitting a supplement to cancel, change the due date or change data values on a previous order for any port to or from a wireline carrier. Per the current (Jan. 2010) LSR Guidelines, Expedites are not allowed on a simple port request.

If a New Network Service Provider (NNSP) finds for some reason that they will not be able to complete a port request on the original Due Date, they must submit a supplement changing the Due Date to the Old Network Service Provider (ONSP) to prevent the customer being put out of service. When the port is a simple, next business day port request submitted before 1:00PM in the predominant time zone of the NPAC region in which the number is being ported (Due Date the next business day) and it is necessary to change the Due Date, it is critical that the New Service Provider (NSP) send the Old Service Provider (OSP) a supplement changing the Due Date before the OSP's porting center's closing business hour. For those carriers that disconnect on the due date, they must accept SUPPs up until 9:00PM on Day 1.

Following are the three options for the ONSP to disconnect the number per the NANC Flow Narratives [(1.) will not be done until the old Service Provider has evidence that the port has occurred, or (2.) will not be scheduled earlier than 11:59 PM one day after the due date, or (3.) will be scheduled for 11:59 PM on the due date, but can be changed by an LSR supplement received no later than 9:00 PM local time on the due date.]

The response to the supplement should follow the industry standard response times, i.e., a non-simple port request should receive a response to a request/supplement within a maximum of 24 hours and a simple, next business day port request/supplement should receive a response within a maximum of 4 hours of having received the request/supplement. (A request/supplement received before 1:00PM in the predominant time zone of the NPAC region in which the number is being ported, must receive a response within 4 hours that day in that time zone. A request/supplement received after 1:00PM in that time zone, must receive a response before Noon of the next business day.)

The timing of the request/supplement should be considered when populating the Due Date to prevent the request/supplement being rejected by the OSP for an invalid Due Date further delaying the port.

NOTE: This Best Practice was approved by the LNPA WG at its March 2010 meeting. Subsequent to its approval by the LNPA WG, Best Practice 65 was reviewed by the North American Numbering Council (NANC) at its May 21, 2010 meeting and endorsed by the NANC at the request of the LNPA WG.
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NOTE-2: The following redlines were approved by LNPA WG at the March 6, 2013 meeting, and will be presented for approval to the NANC in their May 2013 meeting, and if approved at the NANC, will then be sent to the FCC for approval.

· 0065 Redline PIM 81 LNP Process Flow and BP 65 Consensus changes_6Mar2013

Download the document 0065 Redline PIM 81 LNP Process Flow and BP 65 Consensus changes_6Mar2013



NOTE-3: The NANC approved BP65 and the associated NANC LNP Process Flows in their September 2013meeting, and the NANC forwarded their recommendation for approval to the FCC on October 17, 2013.



NOTE-4: After a Public Comment cycle completed, Best Practice 65 was approved and mandated by the FCC in DA 14-842 dated June 20, 2014
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